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ARTICLE INFO ABSTRACT

The rise of extraordinary digital platforms raised issues
Article History: of monopolistic behaviours, market concentration, and digital
ecosystem power balance, which complicated economic lib-
erty protection in the digital age by compromising economic
freedom, such as fair competition, innovation, and custom-
er care. This paper focuses on the Digital Competition Bill
from India 2024, a crucial piece of legislation that attempts to
lure the digital market monopolies from threats and culminate
Keywords: in a model of economic liberty in a digital economy. The bill
aims to regulate “gatekeeper” platforms, those huge digital
companies that lead access to markets and services across
the Internet, against a number of anti-competitive practices,
including self-preferencing, exploitation of data, and restric-
tive business terms brought into the picture for the benefit of
another party. Such an act of practice mostly cuts off the com-
petition, disallows minimum market access for small entities,
and hampers the overall consumer experience. The Digital
Competition Bill, therefore, seeks to create a level regulatory
field for large and small representatives in the marketplace so
that innovation and abuse of access to digital opportunities
are promoted. The paper will also examine in detail how this

Received 14.05.2025
Accepted 31.07.2025
Published 30.09.2025

Competition law, Economic
liberty, Digital market, Digital
competition law, Free market



#35, september, 2025

particular law on digital competition, the Digital Competition
Bill, mentioned above, helps create a conducive digital mar-
ket environment to realize economic liberty for companies,
small and big. This study argues that a Digital Competition
Bill can change the country’s approach to regulating digital
market competition, provide an adequate framework for fos-
tering economic liberty in digital markets.

INTRODUCTION

Economic freedom is one of the basic pil-
lars of democratic capitalism and expresses the
principles of free markets, whereby individuals
and businesses are unhindered in their eco-
nomic pursuits without excessive government
interference.! Economic liberty rests on the be-
lief that people are allowed to pursue their own
interest in the marketplace, which will, in turn,
create competition that gives rise to desirable
outcomes starting from innovation, efficiency
down to the satisfaction of consumers.? Tradi-
tionally, it has been understood that economic
liberty applies to national economies, where
businesses are seen as standing in competition
with each other in relatively transparent and
open markets and with minimum government
intervention.> However, as world economies
rose, digital-age innovations thoroughly rear-
ranged the commercial architecture. On the one
hand, the new digital platforms led by Amazon,
Google, Facebook, and Apple etc. have thrown
opportunity after opportunity into the fray.
The alternative is that these companies have
changed the landscape of buyers and sellers’
interaction with markets; they have practically
ruled a few sectors of the global economy by
exploiting massive amounts of data and con-

1 Smith, A. (1776). An inquiry into the nature and caus-
es of the wealth of nations. Strahan, W., Cadell T.
2 Friedman, M. (1962). Capitalism and Freedom. Chica-

go: University of Chicago Press. Available at: <https://
press.uchicago.edu/ucp/books/book/chicago/C/
b068666099.html>

3 Hayek, F. (2007, March) The Road to Serfdom. Univer-
sity of Chicago Press, Chicago, pp. 27-31.

trolling crucial infrastructure locations.* Ac-
cordingly, this has complicated the understand-
ing of the economic liberty paradigm. How far
is the economic liberty visa when a handful of
tech giants dominate so much of the market-
place? How far do these platforms balance the
scales against economic freedom for smaller
entities and consumers alike?®

In India, a rapidly digitizing economy, such
questions assume acute proportions. In rela-
tively recent times, India has witnessed a tech-
nological revolution whereby millions of people
came online, and digital platforms have formed
a block of everyday life.® With the acknowledge-
ment of heightened concentrations of power
in the hands of a few dominant players in the
digital economy, the Government is proposing
the introduction of new regulatory measures.
The Digital Competition Bill of 2024, which aims
at addressing the dominance of “gatekeeper”
platforms, constitutes a major legislative step
intended to secure economic liberty in the digi-
tal marketplace.” The bill aims to create a com-

4 Cohen, J. E. (2020). Digital Platforms Regulation: New
Age for Economic Freedom. Oxford University Press.
5 Stigler, G. J. (2018). Digital monopolies and the limits

of competition law. Journal of Economic Perspectives,
32(1), pp. 45-60.

6 Mishra, D., Kedia, M., Reddy, A., Kanwar, S., Das, B.,
Gupta, S., Sharma, D. (2023). State of India’s Digital
Economy (SIDE) Report. Indian Council for Research
on International Economic Relations (ICRIER). Avail-
able at: < https://icrier.org/publications/state-of-in-
dias-digital-economy-report-2023/> (Last access: 15
January, 2025).

7 Ministry of Electronics and Information Technology.
(2024). Digital Competition Bill of India. Government
of India. (Last access: 25 January, 2025).
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petitive and transparent digital marketplace
by regulating the behavior of dominant digital
platforms so that they do not impede compe-
tition, decrease consumer choice, or misuse
consumer data.t This paper discusses economic
liberty and digital competition law in the Indian
context, thus enabling such regulatory frame-
works to provide equilibrium between innova-
tion and free and competitive market environ-
ments. The main argument revolves around the
idea that digital competition laws, such as the
Digital Competition Bill, are key to curbing mo-
nopolistic behavior while also having the po-
tential to further economic liberty by ensuring
that smaller businesses and consumers are not
overly restricted by the maximum market oper-
ations possible from big tech monopolies.’

METHODOLOGY

This study employs a doctrinal and com-
parative legal research approach. The doctri-
nal method is applied through an analysis of
the Digital Competition Bill 2024, together with
official reports of the Ministry of Corporate Af-
fairs, the Competition Commission of India, and
documents of international organizations such
as UNCTAD and ICRIER. These sources provide
the normative basis for assessing how the pro-
posed legislation addresses issues of economic
liberty in digital markets.

The comparative legal method is used to
contextualize India’s approach against ma-
jor international models, including the United
States’ antitrust practice, the European Union’s
regulatory framework (e.g., the GDPR), and Chi-
na's state-controlled regulatory model. Such
cross-jurisdictional analysis highlights both the
strengths and the limitations of India’s evolving
digital competition law.

The theoretical foundation of the research

8 Ibid.

9 Gouri, G. (2025). The Competition Commission of
India and Digital Markets. Competition Policy Inter-
national. Available at: <https://www.pymnts.com/
cpi-posts/unpacking-america-first-antitrust-for-euro-
peans/> (Last access: 01 May, 2025).

draws upon classical and modern doctrines
of economic freedom, including the works of
Berlin, Hayek, Friedman, and Rawls. These per-
spectives provide an interpretive framework for
evaluating how the Digital Competition Bill 2024
redefines economic liberty within the rapidly
expanding Indian digital economy.

1. NOTION OF LIBERTY:
A CONCEPTUAL FRAMEWORK

A classical concept that denotes the absence
of external restrictions on the action of an in-
dividual. It has many philosophical definitions,
two of which are negative liberty and positive
liberty, and both of these principles have differ-
ent views on the economy.® As stated by Isaiah
Berlin, ‘negative liberty’ indicates freedom from
external interference, particularly from the gov-
ernment. In terms of economics, this is that
laissez-faire capitalism, wherein individuals
and businesses act in a sort of free market with
minimal regulation from the state, is to be ex-
pected." With the advent of electronic markets,
however, the assertions look twisted because
such corporative monopolies could frequent-
ly exercise just as much repressive power as
governments.? In ‘positive liberty’, on the other
hand, the ability to act or act independently in
any aspect of decision-making is what an eco-
nomically independent person should enjoy.
By extension, it indicates that institutional and
protective frameworks are thus required to per-
mit individuals the chance to be meaningfully
free and to participate in economic activities
rather than forging ahead under the force of a
monopolistic economy or under predatory mar-
ket conditions.®

10 Berlin, I. (1969). Two Concepts of Liberty. Four Essays
on Liberty. Oxford University Press, pp. 118-172.

11 Ibid.

12 Stigler, G. J. (2018). Digital monopolies and the limits
of competition law. Journal of Economic Perspectives,
32(1), pp. 45-60.

13 Rawls, J. (1971). A theory of justice. Harvard Univer-
sity Press. Available at: <https://doi.org/10.2307/].

ctvjf9z6v>
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Thus, understanding economic freedom in
digital markets will mean different things to
these two perspectives. Whereas unrestricted
markets confer freedom to innovate to entre-
preneurs, excessive concentration on the part
of corporations paradoxically reduces the eco-
nomic liberty of individuals by limiting their
choices or market entry opportunities. Well-de-
signed competition legislation can promote
positive economic liberty, though, in that it as-
sures fair market access to all actors* Unique
to the digital economy are many of the chal-
lenges that affect economic liberty, but which
were absent in the previous market form. One
major challenge is platform monopolization,
where companies, by definition, sell direct to
consumers but, in many cases, use barriers to
entry to limit competition from smaller players
in the industry.® Then there is algorithmic bias
and market manipulation, much of which is cre-
ated by the data generated by artificial intel-
ligence-trained algorithms, as it may augment
the market competitiveness of certain busi-
nesses at the expense of other businesses, thus
undermining fairness® Further, at the heart of
economic liberty in digital market discourse are
concerns over data privacy. Information about
consumers has become a commodity that, in
many cases, major corporations abuse their
privilege and extort against individual privacy
rights, which undermines the freedoms of indi-
viduals in a digital space.” Countries have dif-
ferent experiences and approaches to regulat-
ing digital competition. The United States, for
example, focuses on antitrust laws, yet tends
to be lenient toward tech monopolies by allow-
ing large firms to acquire monopolistic power

14 Acemoglu, D., Robinson, J. A., Woren, D. (2012). Why
nations fail: the origins of power, prosperity and pov-
erty. Crown Publishing Group, a division of Random
House, Inc., New York.

15 UNCTAD. (2021). Digital Economy Report.

16 Pasquale, F. (2015). The black box society: the se-
cret algorithms that control money and information.
Cambridge, Massachusetts; London, England: Har-
vard University Press.

17 Shoshana, Z. (2019). The Age of Surveillance Capital-
ism: The Fight for a Human Future at the New Fron-
tier of Power. New York: Public Affairs.

without significant interventions. The European
Union is much stricter with regulations; for ex-
ample, it has the General Data Protection Reg-
ulation (GDPR), which mainly focuses on con-
sumer rights and data protection while at the
same time limiting the power of tech giants®
Much of China’s position on digital market reg-
ulation can be seen as balancing two opposite
terms: government versus economic regulation.
While the Chinese government plows a posture
toward intervention in regulating digital plat-
forms, it also seeks economic growth and inno-
vation, albeit through a relatively controlled ap-
proach.” Each of these regulations represents
a tiny aspect of the much broader dilemma of
how to preserve economic liberty while ensur-
ing strong, competitive, fair, and accessible dig-
ital markets.

2. ECONOMIC LIBERTY IN THE
DIGITAL MARKET

Economic liberty and competition are un-
derstood by many as the right of free individuals
within a market and free-moving businesses to
sell their merchandise. But they have increas-
ingly come under threat in a digital age. Till
now, economic liberty has been given as much
weight in granting businesses the freedom to
innovate and compete under conditions of their
choice dictated by supply and demand, which is
the core of the market.? Digital platforms are
altering this paradigm, that trade, consumer
behavior, and market affiliation are way beyond
what was possible from their early beginnings
due to extreme influence. Fundamentally, open
competition forms a vital part of economic free-
dom. In a traditional environment, competition

18 Bradford, A. (2020). The Brussels Effect: How the
European Union Rules the World. Oxford University
Press.

19 Creemers, R. (2018). China’s Regulatory Approach
to the Digital Economy. Journal of Comparative Law,
13(2), pp. 87-110.

20 Schumpeter, J. A. (1942). Capitalism, Socialism and
Democracy. Vol. 36, Harper & Row, New York, pp. 132-
145.
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presses prices down, provides choice in product
lines, and stimulates entrepreneurs to act dif-
ferently to differentiate themselves. This mech-
anism supports capitalist economies wherein
resources are consensually directed toward
their efficient use by that invisible hand.” The
digital economy, in contrast, on the opposite
end, tends to pervert this idea by concentrating
power on huge platforms like Amazon, Google,
or Meta. These companies have now emerged
as the gatekeepers to the digital marketplaces,
search engines, and social media ecosystems,
all essential arteries for modern economic life.??

They can nonchalantly decide which digital
entrants will live or die. They influence price
structures, gate consumers, and control the flow
of information.? While this level of control may
enhance efficiencies, it puts up colossal hur-
dles for small businesses that do not possess
corresponding resources or technical expertise.
Other terms that the platforms impose are ex-
ploitative, for instance, exorbitant commission
fees on goods sold via Amazon or inflated ad
costs charged on platforms like Google and
Meta-which correlates to the unfair competi-
tion in the marketplace.? One particularly trou-
bling dynamic relates to algorithms whereby
decisions through which market outcomes are
affected are apparently neutral. In actual prac-
tice, algorithms often embed systemic biases
that advantage the platform’s own products or
services effectively, thereby undermining fair
competition.?® For example, Amazon’s algorithm
might unconsciously prefer Amazon-brand-
ed products over third-party sellers’ products
that are better or cheaper. This self-preferenc-

21 Smith, A. (1776). An inquiry into the nature and caus-
es of the wealth of nations. Strahan, W., Cadell T.

22 Cohen, J. E. (2020). Digital Platforms Regulation: New
Age for Economic Freedom. Oxford University Press.

23 Binns, R. (2021). Algorithmic Bias and Fairness in the
Digital Economy. Indian Journal of Law and Technolo-
gy, 17(3), pp. 111-138.

24 Stigler, G. J. (2018). Digital monopolies and the limits
of competition law. Journal of Economic Perspectives,
32(1), pp. 45-60.

25 Binns, R. (2021). Algorithmic Bias and Fairness in the
Digital Economy. Indian Journal of Law and Technolo-
gy, 17(3), pp. 111-138.

ing reduces consumer choice, deepens market
power, and stands in direct opposition to the
concept of economic liberty. Such opaque-
ness raises great ethical and regulatory issues.
Most consumers remain blissfully ignorant of
the fact that their digital interactions are be-
ing engineered towards certain ends, reducing
transparency and denying the possibility of in-
formed decision-making.?® The situation is es-
pecially acute regarding this question in India.
Rapid digitization has taken place in India, but
platforms have rendered many SMEs worse off.
Small and medium enterprises are compelled
to accept terms that restrict their operations to
be able to access marketplaces like Amazon or
Flipkart; failing to do so would mean being de-
nied access to major advertising platforms such
as Facebook and Instagram.

The extent to which this concentration of
power restricts competition hampers the devel-
opment of the truly inclusive digital economy
within India. A large number of entrepreneurs
and start-ups lack the voice and influence to
participate in digital marketplaces on an equal
footing. This imbalance is further reinforced
by technologies that aid in the absence of in-
frastructure, the lack of access to data that di-
rectly inhibits local companies’ efficient func-
tioning, and the economic power to operate an
advanced business. In order to correct these
disparities, in 2024, the Digital Competition Bill
in India was passed. It affords a robust regu-
latory framework to deal with the monopolis-
tic behavior of Systemically Significant Digital
Enterprises. The Bill aims to create an enabling
environment where businesses, big and small,
will have equally fair opportunities to grow and
compete in the digital marketplace.”

Key provisions of the Bill speak directly to the
economic liberty concerns just mentioned, such
as preventing self-preferencing, exclusive tying
advantages, and access on discriminatory terms,

26 Cohen, J. E. (2020). Digital Platforms Regulation: New
Age for Economic Freedom. Oxford University Press.

27 Ministry of Corporate Affairs. (2024). Report of the
Committee on Digital Competition Law. (Last access:
01 February, 2025).
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thereby protecting small businesses against being
squeezed out. Additionally, it imposes transpar-
ency requirements providing for the disclosure of
algorithms and decision-making criteria affecting
market exposure. This allows for a greater level
playing field upon which SMEs can make rational
decisions and compete fairly. Further seeks stake-
holder consultation, thereby giving SMEs and
start-ups a voice in the regulation of digital mar-
kets. This participative approach reflects, indeed,
the spirit of inclusive economic liberty, bringing
forth the different demands of the vast entrepre-
neurial landscape in India.

Very importantly, the Digital Competition
Bill will also encourage innovation by prevent-
ing anti-competitive mergers and acquisitions
that may suppress emerging businesses. The
bill further aims to prevent any kill zone effect
where large firms acquire the start-ups to neu-
tralize future competition by imposing an ad-
vance notice regime and pre-merger review of
acquisitions by SSDEs.?® The implications are
that the Digital Competition Bill is a neces-
sary evolution for India’s economic regulation
framework. It redefines economic liberty in the
digital age as more than just state non-interfer-
ence; it is about algorithmic transparency and
equally fair access that protects against digital
monopolies. The Bill, thus, creates the founda-
tion for a more inclusive, vibrant, and just digi-
tal economy in India.

3. THE ROLE OF
DIGITAL COMPETITION
LAW IN PROMOTING
ECONOMIC LIBERTY

Market contestability measures such as In-
dia’s Digital Competition Bill of 2024 seek to
promote fairness in the market, given that the
same measures challenge the essence of eco-
nomic liberty. The very existence of digital plat-
forms often creates discrimination among the

28 Digital Competition Act 2024. Available at: <https://
prsindia.org/policy/report-summaries/digital-compe-
tition-law> (Last access: 11 February, 2025).

constituents nurtured in their environment,
where power becomes concentrated in the
hands of a select few dominant players. Such
concentration raises legitimate fears of monop-
olistic tendencies, barriers to market entry for
smaller enterprises, and exploitation of con-
sumers. The regulation of such dominant op-
erators would restore economic liberty as con-
stituting the core of competition, fair market
access, and capping unfair business practices.”
The Digital Competition Bill focuses primarily
on “gatekeeping” digital platform companies
that determine market access and marketplace
intermediation between businesses and con-
sumers. It highlights certain conduct of these
platforms, including self-preferencing, data
appropriation, and predatory pricing behavior,
primarily responsible for disquiet in the minds
of businesses and consumers. Such gatekeep-
ers as Amazon, Google, and Facebook heavily
influence the workings of digital markets. They
set the rules of engagement for countless busi-
nesses that depend on their platforms for vis-
ibility, sales, and interaction with consumers.*®

India’s digital economy is flourishing, with
billions of active internet users and a prolifer-
ation of e-commerce businesses. It is the ideal
ecosystem for new digital platforms to flour-
ish.>" Conversely, this also implies a challenging
ground for small businesses that cannot match
such big players. For a good number of small
businesses, platforms like Amazon or Flipkart
become a wider base of consumers, quantify-
ing these terms for larger commissions, which
in turn become extractive and foreign to en-
large their earnings and maneuverability in the
market. And, not to mention, this control of the
platforms as ‘gatekeepers’ might bury them
deep in search result pages or actually elimi-
nate them for certain lucrative opportunities.

29 Schneider, (2022). Competition and innovation in
digital markets: a balancing act. Law and Economics
Journal, 28(1), pp. 134-150.

30 Cohen, J. E. (2020). Digital Platforms Regulation: New
Age for Economic Freedom. Oxford University Press.

31 IBEF. (2025). E-commerce Industry in India. Available
at: <https://www.ibef.org/industry/ecommerce>
(Last access: 11 February, 2025).
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Thus, during the year 2024, the Digital Com-
petition Bill emerged as a regulatory answer
to tackle the problems cited above. By assur-
ing that the competitive integrity of the digital
marketplace is preserved, it addresses a range
of issues through transparency requirements,
curbing anti-competitive behaviors, and safe-
guarding small businesses from any disadvan-
tages. For example, the Bill mandates that gate-
keepers disclose the criteria upon which they
base product or service rankings, which trans-
parency will help businesses understand how
to compete for consumer attention and take
steps to minimize discrimination risk and maxi-
mize chances for success.*

It also defines regulations for fair use of
data that the platforms must uphold. Under
current affairs, the powerful platforms enjoy
fencing off and collecting data in huge volumes
of business and user data for the improvement
of their own services, turning the information
into assets in competition with others, and con-
sequently profiting from their products.®® For
example, Amazon is a platform that uses the
above data to promote its items over the goods
sold by third-party sellers, thus tilting the field.
The Digital Competition Bill will regulate such
practices, establishing regulations for the use
of business data with a focus on transparency
of data sharing and fairness.* Thus, the Bill up-
holds the economic liberty of small players in
the market against being wiped off under the
competition barriers exerted by the mighty. The
measure shall also build a level playing field
against the conduct of the dominant firms in
the market, to foster a competitive environ-
ment conducive to small business resorts. With
this consequence, the Digital Competition Bill
assures the liberty of corporate players along-
side those of consumers for the preservation of

32 Binns, R. (2021). Algorithmic Bias and Fairness in the
Digital Economy. Indian Journal of Law and Technolo-
gy, 17(3), pp. 111-138.

33 Schneider, (2022). Competition and innovation in
digital markets: a balancing act. Law and Economics
Journal, 28(1), pp. 134-150.

34 Cohen, J. E. (2020). Digital Platforms Regulation: New
Age for Economic Freedom. Oxford University Press.

competition as a functional efficiency in pro-
moting fairness and innovation in the digital
economy. Moreover, the Bill addresses pressing
concerns regarding platform transparency and
the requirement for digital platforms to disclose
their ranking and promotion of products. The
larger implications of this transparency will be
that smaller businesses will be able to maneu-
ver within the pale of the digital marketplace
and come up with strategies to counter larger,
more established competitors. Being able to
understand ranking algorithms will allow small
businesses to set up their practices and adapt
to fast-moving market dynamics.®

Thus, with the above provisions, the need
for such rules in the Indian context arises as
digital businesses will continue to grow in the
country and remain under the heavy influence
of global giants like Google and Amazon. The
enforcement of these laws will propel India to
secure those small businesses do not lose out
on digital opportunities, securing the econom-
ic liberty of every participant in the market,
for such an emergence of forward players. The
Digital Competition Bill not only looks to adopt
regulation but also toward the establishment
of an ecosystem conducive to fostering entre-
preneurship, deterring anti-competitive con-
duct, and ensuring a fair chance of success for
all participating market players, irrespective
of size.*® Legitimate commercial activity of this
nature would go further toward preserving the
integrity of India’s entrepreneurial landscape,
where enterprises both big and small can all
thrive and actively contribute to the growth of
the digital economy. Therefore, the Digital Com-
petition Bill is a watershed moment in securing
the economic liberty of all players in the dig-
ital marketplace from being a mere theoreti-
cal concept.

35 Binns, R. (2021). Algorithmic Bias and Fairness in the
Digital Economy. Indian Journal of Law and Technolo-
gy, 17(3), pp. 111-138.

36 India Briefing. (2025). India’s Digital Competition Bill
Advances with Industry Insights. Available at: <https://
www.india-briefing.com/news/indias-digital-com-
petition-bill-advances-with-industry-insights-36536.
html/> (Last access: 18 February, 2025).
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4. IMPLICATIONS OF
ECONOMIC LIBERTY

Innovation, alongside consumer welfare,
presents a broader impact that emanates from
competition laws, with monopolistic behavior
and fair competition always shielding digital
competition law. If a competition law really in-
tends to rigidly establish a level playing ground
where it will recreate just as well the fertile
grounds for innovation, then one of the harsh-
est conditions that must exist will be com-
petitive environments that constantly compel
companies to innovate as a means of differen-
tiation and improve newer and better products
and services for consumers.”’ Provided that no
dominant firm threatens to outdo them, they
may invest in innovative forms or technologies
or construct new business models to encour-
age innovation because they are willing to take
that risk.*® The Digital Competition Bill is par-
ticularly important for digital markets because
it tends to enable multiple businesses to en-
ter the market. The rules are on the conduct of
firms within market space, while other smaller
competitors are allowed to develop and launch
new offerings for the betterment of consumer
welfare. When the Bill restricts big companies
from monopolizing segments of consumer in-
terests, welfare is guaranteed, and competition
dynamism is retained.* Competitive markets
yield benefits like increased variety, lower pric-
es, and higher quality.*

However, just as much through the Digital
Competition Bill, regulation must show a flex-
ible balance while encouraging economic lib-
erty and consumer welfare. A regime without
balance, through its overly regulatory measures

37 Hayek, F. A. (2007, March). The road to serfdom. Uni-
versity of Chicago Press.

38 Smith, A. (1776). An inquiry into the nature and caus-
es of the wealth of nations. Strahan, W., Cadell, T.

39 Schumpeter, J. A. (1942) Capitalism, Socialism and
Democracy. Vol. 36, Harper & Row, New York, pp.
132-145.

40 Stigler, G. J. (2018). Digital monopolies and the limits
of competition law. Journal of Economic Perspectives,
32(1), pp. 45-60.

of impeding innovation, will only limit those
platforms and companies that have been the
engines of the digital age development.* The
burden on legislators, then, becomes how to
frame a regulation that will deter monopoly
practice without hindrance to the aesthetic de-
velopment of such digital platforms, creating
huge value for consumerism and businesses.
For instance, the Digital Competition Bill has
to make that limitation on self-preference and
data mining such that it does not become a dis-
incentive to investments in technologies that
transform digital ecosystems.”? This means that
in prohibiting blanket prohibitions, a nuanced
standard will have to be put in place that dis-
tinguishes harmful from benign practices. This
balance is all the more pressing for the Indian
context. India’s 63 million-plus MSMEs are now
transitioning to digital operations, and a regu-
lation that is too rigid may curtail their growth
or deter foreign direct investment. Regulation
must be fit for the local business environment,
tailored to apply different compliance obliga-
tions according to size and systemic impact.”
The obligations imposed on a digital vendor at
home would not be the same as those imposed
on Amazon. Besides, the Bill should recognize
and reward pro-competitive behaviors such
as demonstrating interoperability among plat-
forms, promoting open-source technologies,
and mandating transparency in algorithms.
Such provisions would encourage innovation
but would never breed dependency or monopo-
listic control. Public-private partnerships in dig-
ital infrastructure would also promote access
to SMEs located in less than served or remote
areas. It will finally condense into a well-bal-
anced application of the Digital Competition
Bill towards fostering an inclusive and dynamic
digital ecosystem. It would thus protect con-

41 Hayek, F. A. (2007, March). The road to serfdom. Uni-
versity of Chicago Press.

42 Binns, R. (2021). Algorithmic Bias and Fairness in the
Digital Economy. Indian Journal of Law and Technolo-
gy, 17(3), pp. 111-138.

43 Government of India. (2024). Report of the Commit-
tee on Digital Markets and Competition. Ministry of
Corporate Affairs.
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sumer liberties and stimulate innovation - all
fundamental pillars that strengthen and further
nourish genuine economic freedom in the 21
Indian digital economy.

CONCLUSION

The law that is today - the Digital Competi-
tion Bill, 2024-is set to amalgamate the econom-
ic and free in digital markets of India. In India,
this groundbreaking piece of legislation heralds
an entirely new epoch in the country’s benign
evolution in regulation-where the country now
enters the world’s forefront towards realizing a
more equitable and inclusive digital economy.
This Bill addresses the core gaps in the exist-
ing antitrust laws; therefore, it acts as a crucial
tool for promoting competitive parity in the
digital space, dismantling monopolistic struc-
tures, and upholding principles of economic
liberty and democratic access within the digital
sphere. Most importantly, the Bill is the struc-
tural transformation of digital markets by intro-
ducing measures towards transparency, the end
of exploitative practices, and, most important-
ly, fair participation by all players. It specifically
mentions gatekeeper platforms-those institu-
tions in the digital ecosystem that hold dispro-
portionate power-to prevent them from these
practices, like preference to their products, un-
fair use of user data, and constraining terms on
business users. Such measures, which in most
need apply in India’s rapidly burgeoning e-com-
merce and digital services environment, mark
a decisive step towards the empowerment of
start-ups, MSEs, as well as any individual en-
trepreneur, for they will have a fair chance to
compete and innovate on their merit.

Above all, it addresses the very future, not
only present inequities. Nowhere in history has
there been more serious consideration of what
unchecked dominion by a few could mean for
all valuable markets when digital infrastruc-
tures find themselves, regardless of usage, be-
coming the essential backbone of commerce,
communication, and services. This legislation

fortifies India’s commitment to shaping digital
market competition among data monopolies,
algorithmic discrimination, and network ef-
fects, which are silent to prevent new entrants,
toward inclusive and accessible as well as long-
term benefits of economic growth. The proac-
tive nature of this regulatory position typifies
the government’s way forward in enhancing and
promoting economic liberty while building a re-
silient digital economy. The law creates, more-
over, an extra level of accountability in the gov-
ernance of the digital state through procedural
fairness and control of institutions. Transparen-
cy in ranking algorithms, terms of service, and
grievance redress mechanisms demystifies the
kinds of operational opacity that often charac-
terize powerful digital platforms and empowers
businesses and consumers to act with great-
er confidence and trust in market operations.
Such trust is what the Bill promotes as being
more than healthy for the operation of digital
markets, but also desirable as the foundation
for sustainable investment.

Another outcome worth remarkable men-
tion from the Bill is the indirect benefit that it
brings to the consumers. Competition naturally
promotes innovation and higher service quality
when smaller enterprises flourish. This trans-
lates to choosing more, better-quality options
at lower prices for end users. Thus, not only do
the producers of the digital economy are bene-
fitted, but this Bill consequently appeals to the
consumer crowd, so that the digital economy
grows in a balanced, inclusive, and responsive
manner to the needs of India’s varied popu-
lation. The potential for the Bill's success lies,
however, very much in the ability of regulators
to administer it wisely. There will be no excep-
tion to the rule that one fights for the rights of
the innovation capacity of digital platforms. As
in many cases, overregulation with little contex-
tual flexibility could create inertia in bureaucra-
cy or discourage investment in new, developing
technology. Thus, then, the Bill must be termed
a living document that develops with techno-
logical advancement and market dynamics. The
Competition Commission of India (CCl), along
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with industry bodies and civil society, has to
carry out continuous review, adaptation, and
fine-tuning of enforcement strategies to strike
a healthy balance between oversight and entre-
preneurial freedom.

Strengthening provisions around data por-
tability, user consent, and interoperability can
further increase the Bill's effectiveness. These
mechanisms will greatly lower informational
asymmetry and prevent lock-in of consumers,
inducing healthy competition and allowing com-
panies to compete on innovation rather than on
fenced-off access to data. Government-green
initiatives for awareness, regulatory support to
actualize startup ideas, and proliferation in dig-
ital literacy will collectively add to the goals of
this legislation by enabling workforce-wide par-
ticipation in digital markets. The Digital Compe-

tition Bill of 2024 is not a law but a vision for a
future digital India. It once again embodies the
promise for a market where innovation, merit,
and consumer interest trump power concentra-
tion and exploitative practices. It would restore
opportunity balance, decrease dependence on
digital oligarchs, and guarantee that economic
liberty in the digital era is not an exclusive priv-
ilege, but a universal right. While world econo-
mies are grappling with similar issues concern-
ing the concentration of their digital markets,
India’s bold and preventative approach could
serve as a beacon. If executed insightfully, with
inclusivity and integrity, the Digital Competition
Bill could pave the way for a more competitive,
transparent, and equitable digital economy-not
just in India but as a model for the world.
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INTRODUCTION

The constitutional transition that South Af-
rica underwent in 1994 is often hailed as one of
the most ambitious legal and social projects of
the modern era. At its core was not merely the
replacement of one political regime with an-
other, but a profound reimagination of the role
of law itself as an instrument of societal trans-
formation. Emerging from a history of systemic
oppression, the South African Constitution of
1996 enshrines values such as dignity, equali-
ty, and freedom, not as abstract ideals but as
actionable mandates to reconstruct the social
and economic fabric of society. Central to this
project is the concept of transformative consti-
tutionalism, first articulated by Karl Klare, who
described it as a long-term project of constitu-
tional enactment, interpretation, and enforce-
ment committed to transforming political and
social institutions in a democratic, participato-
ry, and egalitarian direction.

Key to this philosophy is a purposive and
value-laden approach to legal interpretation,
which insists that the Constitution is a dynam-
ic instrument designed to guide society to-
wards substantive justice. As Chief Justice Pius
Langa explained, transformative constitution-
alism requires a judiciary that is sensitive to
context, history, and the material conditions of
society, and willing to engage creatively with
legal principles to achieve the Constitution’s
normative goals.? The Constitution’s Bill of
Rights (Chapter 2) extends horizontally, bind-
ing not only the state but also, where appro-
priate, private actors. This signals a decisive
break with the classical liberal model of pri-
vate law, where autonomy and formal equal-
ity were assumed to operate in isolation from
constitutional values.

While much scholarship has focused on the
transformative impact of the Constitution on

1 Klare, K. E. (1998). Legal culture and transformative
constitutionalism. South African Journal on Human
Rights, 14(1).

2 Langa, P. (2006). Transformative constitutionalism.

Stellenbosch Law Review, 17(3).

public law domains - such as administrative
law, criminal justice, and human rights - the
implications for private law systems are no
less revolutionary. South African courts have
progressively recognised that concepts such
as good faith, fairness, and public policy must
be interpreted in light of constitutional rights.?
In doing so, private law is no longer a neutral
sphere insulated from constitutional scrutiny,
but an arena through which values of equality,
dignity, and justice are actively realised.

This paper investigates the global rever-
berations of South Africa’s transformative con-
stitutionalism on private law systems. It criti-
cally examines how South Africa’s experience
challenges the entrenched liberal distinction
between public and private law and catalyses
new debates about the constitutionalisation
of private relations across jurisdictions. Land-
mark South African cases such as Barkhuizen
v Napier and Daniels v Scribante are analysed
against the backdrop of broader internation-
al debates. The central argument is that while
South Africa’s model cannot be mechanically
transplanted into foreign jurisdictions, it never-
theless provides a compelling normative vision
for reimagining private law as an active partic-
ipant in the pursuit of social justice. In a world
grappling with rising inequality and systemic
injustice, the South African experience compels
a reconsideration of private law’s role in foster-
ing democratic, inclusive societies.

METHODOLOGY

This study adopts a critical-comparative
methodology, combining doctrinal analysis of
South African case law with theoretical insights
from global constitutionalism and private law
theory. The doctrinal component focuses on
landmark Constitutional Court decisions, in-
cluding Barkhuizen v Napier, Everfresh Market
Virginia (Pty) Ltd v Shoprite Checkers (Pty) Ltd,
and Daniels v Scribante, which collectively il-

3 See Barkhuizen v Napier 2007 (5) SA 323 (CC); Daniels
v Scribante 2017 (4) SA 341 (CC).
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lustrate the constitutionalisation of private law
doctrines relating to contract, good faith, and
property.* These cases are examined to demon-
strate how constitutional imperatives such as
dignity, equality, and fairness “radiate” into
private relationships and reshape foundational
legal concepts.

The comparative dimension juxtaposes
South Africa’s jurisprudential innovations with
developments in jurisdictions grappling with
the horizontal application of constitutional
rights, notably Germany, Canada, and Colombia.
Germany’s doctrine of Drittwirkung illustrates
how constitutional rights influence private law
through interpretive principles; Canada’s “Char-
ter values” approach reflects a more cautious
infusion of constitutional principles into pri-
vate disputes; while Colombia demonstrates
a transformative judicial role in reconfiguring
private legal relations in the pursuit of social
justice.® This comparative framework highlights
both convergences and divergences, enabling a
critical assessment of the global transposabili-
ty of South Africa’s transformative model.

Finally, the methodology is informed by
critical legal theory, which challenges the sup-
posed neutrality of private law and exposes its
role in entrenching systemic inequalities.® By
integrating doctrinal, comparative, and critical
approaches, the study situates South Africa’s
transformative constitutionalism within broad-
er debates on global constitutionalism and the
future of private law.

4 Barkhuizen v Napier 2007 (5) SA 323 (CC); Everfresh
Market Virginia (Pty) Ltd v Shoprite Checkers (Pty) Ltd
2011 (3) SA 1 (CC); Daniels v Scribante 2017 (4) SA 341
(CQ).

5 See Liith BVerfGE 7, 198 (1958); Retail, Wholesale and
Department Store Union, Local 580 v Dolphin Deliv-
ery Ltd [1986] 2 S.C.R. 573; Colombian Constitutional
Court decisions T7-406/92 and T-881/02.

6 Kennedy, D. (1976). Form and substance in private
law adjudication. Harvard Law Review, 89; Klare, K. E.
(1998). Legal culture and transformative constitution-
alism.

1. CONCEPTUAL
FOUNDATIONS OF
TRANSFORMATIVE
CONSTITUTIONALISM

The concept of transformative constitution-
alism emerged as a central jurisprudential phi-
losophy in South Africa’s post-apartheid era.
First articulated by Karl Klare,” transformative
constitutionalism is defined as a long-term proj-
ect of constitutional enactment, interpretation,
and enforcement committed to transforming a
country’s political and social institutions, and
its relations of power and hierarchy, in a dem-
ocratic, participatory, and egalitarian direction.
It moves beyond traditional understandings of
constitutional supremacy as merely a frame-
work for limiting state power; instead, it de-
mands the active restructuring of society itself
to redress historical injustices and entrenched
inequalities.®

Key features of transformative constitu-
tionalism include the promotion of substan-
tive — rather than merely formal - equality, the
protection and realisation of socio-economic
rights, and a purposive, value-laden approach
to legal interpretation.® It insists that the Con-
stitution is not a static text but a dynamic in-
strument intended to guide social evolution
towards greater justice. As Chief Justice Pius
Langa™ explained, transformative constitution-
alism requires a judiciary that is sensitive to
context, history, and the material conditions of
society, and willing to engage creatively with le-
gal principles to achieve the Constitution’s nor-
mative goals.

Central to South Africa’s transformative vi-
sion is the constitutional mandate to restruc-
ture both the public and private spheres. The
Constitution, particularly through its Bill of

7 Klare, K. E. (1998). Legal culture and transformative
constitutionalism. South African Journal on Human
Rights, 14(1), pp. 146-188.

8 Ibid; Langa, P. (2006). Transformative constitutional-
ism. Stellenbosch Law Review, 17(3), pp. 351-360.

9 Ibid.

10 Constitution of the Republic of South Africa. (1996).
(Hereafter referred as the Constitution).
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Rights (Chapter 2), binds not only the state but
also, where appropriate, private persons." This
horizontal application signals a fundamental
shift: private law domains such as contract,
property, and delicts must now be interpret-
ed and developed in line with constitutional
values. The historic insulation of the private
sphere — where relationships between individu-
als were governed solely by classical doctrines
of autonomy and formal equality - was thus
deliberately dismantled to allow constitutional
imperatives like dignity, freedom, and substan-
tive equality to infuse private relations.”

This reorientation of private law challenges
the classical liberal model that has historical-
ly dominated Western legal thought. Under the
liberal tradition, private law was conceived as a
neutral framework within which free and ratio-
nalindividuals could autonomously pursue their
interests, largely free from state interference”
Rights and duties were framed in formalist
terms, prioritising certainty, predictability, and
individualism. However, transformative consti-
tutionalism exposes the myth of neutrality in
private law, revealing how supposedly neutral
doctrines often mask and perpetuate system-
ic power imbalances.* By compelling courts to
interrogate the substantive fairness of private
relations and to align private law rules with
constitutional values, South Africa’s constitu-
tional project disrupts long-standing assump-
tions about the autonomy of private law and its
insulation from broader societal concerns.

In sum, transformative constitutionalism
represents both a theoretical and practical shift
in how law is understood and deployed: it trans-
forms private law from a mechanism of private

11 Ibid., Section 8(2).

12 Currie, I., De Waal, J. (2013). The Bill of Rights hand-
book (6% ed.), Juta.

13 Pistor, K. (2019). The code of capital: How the law cre-
ates wealth and inequality. Princeton University Press.

14 Klare, K. E. (1998). Legal culture and transformative
constitutionalism. South African Journal on Human
Rights, 14(1), pp. 146-188; Langa, P. (2006). Transfor-
mative constitutionalism. Stellenbosch Law Review,
17(3), pp. 351-360; Woolman, S. (2007). The amaz-
ing, vanishing bill of rights. South African Journal on
Human Rights, 23(1), pp. 762-794.

ordering into a normative tool for achieving col-
lective justice. This foundational shift forms the
bedrock for South Africa’s influence on global
debates about the constitutionalisation of pri-
vate law, as explored in subsequent sections.

2. TRANSFORMATIVE
CONSTITUTIONALISM IN
SOUTH AFRICAN PRIVATE LAW

The influence of transformative constitu-
tionalism is perhaps most vividly seen in the
reshaping of South African private law. Through
landmark decisions, South African courts have
demonstrated that constitutional values are not
confined to public law but must actively inform
and restructure private legal relationships. This
section examines three pivotal cases — Barkhu-
izen v Napier,s Everfresh Market Virginia (Pty)
Ltd v Shoprite Checkers (Pty) Ltd,® and Daniels
v Scribante” - which collectively illustrate the
courts’ evolving approach to contractual free-
dom, good faith, and property rights within a
transformative constitutional framework.

3. BARKHUIZEN V NAPIER:
BALANCING CONTRACTUAL
FREEDOM WITH
CONSTITUTIONAL FAIRNESS

In Barkhuizen v Napier®, the Constitu-
tional Court addressed the enforceability of a
time-limitation clause in an insurance contract.
The Court recognised the importance of con-
tractual freedom as a fundamental principle
underpinning private law, rooted in individual
autonomy and the right to self-determination.”
However, it also insisted that this freedom is
not absolute; all contractual terms must con-
form to public policy, which is now determined

15 Barkhuizen v Napier. (2007). (5) SA 323 (CC).

16 Everfresh Market Virginia (Pty) Ltd v Shoprite Check-
ers (Pty) Ltd (2011).

17 Daniels v Scribante. (2017). (4) SA 341 (CC)

18 Ibid.

19 Barkhuizen. (2007), para. 57.
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with reference to constitutional values, includ-
ing fairness, reasonableness, and equality.?®
The Court introduced a two-stage inquiry:
first, whether the clause itself is contrary to
public policy; and second, whether enforce-
ment of the clause in the particular circum-
stances would be unreasonable or unfair?
This nuanced balancing act demonstrates how
transformative constitutionalism reshapes pri-
vate law - contractual autonomy is respected
but not at the expense of substantive justice.

4. GOOD FAITH AND
CONSTITUTIONAL VALUES IN
CONTRACT LAW

The Constitutional Court further advanced
transformative constitutionalism in Everfresh
Market Virginia (Pty) Ltd v Shoprite Check-
ers (Pty) Ltd® at issue was whether the court
should enforce an obligation to negotiate the
renewal of a lease agreement in good faith. Al-
though the majority refrained from definitively
constitutionalising the doctrine of good faith,
the judgment suggested that common law doc-
trines must be developed in line with constitu-
tional values, particularly the commitment to
fairness, dignity, and Ubuntu.?

Justice Yacoob’'s judgment emphasised
that private law should not operate in a con-
stitutional vacuum and that the duty to devel-
op common law principles in line with Section
39(2) of the Constitution is both a power and
an obligation.” The Court thus opened the door
for a more robust incorporation of good faith
as a constitutional value capable of reshaping
contractual relationships.?

20 Ibid., para. 29.

21 Ibid., para. 56.

22 Woolman, S. (2007). The amazing, vanishing bill of
rights. South African Journal on Human Rights, 23(1),
pp. 762—-794.

23 Everfresh (2011), para. 71.

24 Everfresh Market Virginia (Pty) Ltd v Shoprite Check-
ers (Pty) Ltd (2011).

25 Ibid., para. 23; Constitution. (1996), s 39(2).

26 Bilchitz, D. (2011). Constitutionalism, the rule of law
and the adjudication of private disputes: A view from

This case signals a doctrinal shift away from
rigid, formalistic interpretations of contracts
towards a relational, justice-oriented approach,
where the spirit of cooperation and fairness
guides contractual enforcement.”

5. DANIELS V SCRIBANTE:
PROPERTY RIGHTS
REINTERPRETED TO ACHIEVE
DIGNITY AND EQUALITY

In Daniels v Scribante,® the Constitutional
Court confronted the tension between private
property rights and the rights of occupiers to
live with dignity. The applicant, a farmworker,
sought to make improvements to her dwelling
without the consent of the landowner, arguing
that her constitutional right to adequate hous-
ing entitled her to do so.

The Court held that the Extension of Secu-
rity of Tenure Act (ESTA) must be interpreted in
light of the Constitution’s commitment to digni-
ty, equality, and housing rights.?” The judgment
recognised that the traditional understanding
of property as an exclusive, dominion-based
right had to yield to a more relational, socially
embedded conception aligned with constitu-
tional norms.*

Chief Justice Mogoeng, writing for the ma-
jority, declared that property rights must be ex-
ercised consistently with the values of dignity
and equality, and that ownership can no longer
be conceived as an absolute entitlement di-
vorced from social obligations. This decision
represents a profound constitutionalisation of
property law, where historical hierarchies em-
bedded in ownership structures are actively

South Africa. International Journal of Constitutional
Law, 9(1), pp. 153-179.

27 Ibid.

28 Daniels v Scribante. (2017). (4) SA 341 (CC). (Daniels
(2017), para. 37).

29 Ibid., Daniels. (2017), para. 37.

30 Fagan, A. (2010). Dignity and unfair discrimination: A
value misplaced and a right misunderstood. South Af-
rican Journal on Human Rights, 26(2), pp. 220-247.

31 Daniels. (2017), para. 47.
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dismantled through purposive interpretation.
These landmark decisions not only illustrate
the judiciary’s commitment to infusing private
law with constitutional values but also reflect a
deeper normative shift toward relational con-
ceptions of rights and duties. Central to this
shift is the constitutional recognition of Ubun-
tu - a distinctly African philosophy of justice
- which increasingly informs the development
of private legal doctrines. A fuller engagement
with Ubuntu reveals how it challenges liberal
individualism and redefines private law’s foun-
dational assumptions in line with South Africa’s
transformative constitutional vision.

6. UBUNTU AND THE
CONSTITUTIONAL
TRANSFORMATION OF
PRIVATE LAW

As South Africa’s transformative constitu-
tionalism reconfigures the foundations of pri-
vate law, Ubuntu emerges as a critical norma-
tive resource that offers an alternative to liberal
individualism.

By emphasizing relationality, human dignity,
and communal responsibility, Ubuntu provides
a uniquely African jurisprudential framework
for interpreting and developing private legal
doctrines in ways that advance the Constitu-
tion’s transformative aims.

As South Africa’s transformative constitu-
tionalism reconfigures the foundations of pri-
vate law, Ubuntu emerges as a critical norma-
tive resource that offers an alternative to liberal
individualism.

7. KEY DOCTRINAL SHIFTS:
PUBLIC POLICY, UBUNTU, AND
CONSTITUTIONAL VALUES

Collectively, these cases illustrate transfor-
mative constitutionalism’s radical impact on
the doctrinal landscape of private law. First,
the meaning of public policy has been consti-

tutionalised: it now demands compliance with
the Bill of Rights and broader constitutional
values rather than merely reflecting prevailing
social norms.®? African philosophical notions
emphasising interconnectedness, respect, and
communal solidarity have been increasingly
recognised as a normative guide within pri-
vate law.*

Ubuntu informs not only the duties of fair-
ness and good faith in contractual relations
but also challenges the adversarial individu-
alism historically embedded in private legal
doctrines.

Third, the horizontal application of consti-
tutional rights has cemented the idea that con-
stitutional norms permeate all areas of law,
requiring courts to develop and interpret pri-
vate law in ways that advance the Constitution’s
transformative project.®

Thus, South African private law is no longer
a neutral domain insulated from constitutional
scrutiny; it is an active site for achieving soci-
etal transformation, embodying the values of
equality, dignity, and social justice in everyday
legal relations.

8. COMPARATIVE ANALYSIS:
GLOBAL RESONANCES AND
DIVERGENCES

South Africa’s model of transformative
constitutionalism has inspired and provoked
comparative reflection in various jurisdictions.
While its constitutionalisation of private law is
distinctive in origin and scope, there are note-
worthy resonances in other systems, partic-
ularly those that recognise the horizontal ap-
plication of constitutional rights. This section
undertakes a comparative analysis of three

32 Barkhuizen. (2007), para. 29; Everfresh. (2011), para.
23. Second, the principle of Ubuntu — a distinctly.

33 Metz, T. (2011). Ubuntu as a moral theory and human
rights in South Africa. African Human Rights Law Jour-
nal, 11(2), pp. 532-559.

34 Constitution. (1996), s 8(2); Woolman, S. (2007). The
amazing, vanishing bill of rights. South African Journal
on Human Rights, 23(1), pp. 762-794.
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such jurisdictions - Germany, Canada, and Co-
lombia, highlighting points of convergence with
South Africa, while also critically engaging with
the contextual factors that enable or inhibit the
transformative use of constitutional norms in
private law.

8.1 Germany: Horizontal
effect (Drittwirkung) of
fundamental rights

Germany presents a compelling example
of how constitutional rights can influence pri-
vate law through the doctrine of Drittwirkung
(third-party effect). Under German constitution-
al jurisprudence, the Basic Law (Grundgesetz)
primarily binds state actors. However, the Fed-
eral Constitutional Court has developed both
mittelbare Drittwirkung (indirect horizontal ef-
fect) and unmittelbare Drittwirkung (direct hor-
izontal effect), enabling constitutional rights to
shape private legal relationships.*

In Luth,*®* the Court famously held that all
branches of the law - including civil law - must
be interpreted in light of the values enshrined
in the Basic Law, especially the dignity clause
in Article 1. This interpretive principle mirrors
South Africa’s Section 39(2) of the Constitution,
which requires that “every court... must pro-
mote the spirit, purport and objects of the Bill
of Rights” when developing the common law.”

However, while German courts remain more
restrained in directly invalidating private con-
tracts or altering substantive private law norms,
their indirect influence on legal interpretation
closely resembles South Africa’s purposive ap-
proach to adjudication®

35 Currie, 1. (2008). Balancing constitutional rights: The
German and South African experience. Law, Democra-
cy and Development, 12(2), pp. 1-22; Alexy, R. (2002).
A theory of constitutional rights (Rivers, J., Trans.). Ox-
ford University Press.

36 Lith BVerfGE 7, 198, 1958.

37 The Constitution.

38 Woolman, S. (2007). The amazing, vanishing bill of
rights. South African Journal on Human Rights, 23(1),
pp. 762-794.

The German model demonstrates how con-
stitutional rights can seep into private relations
through a systemic interpretive mandate, yet it
remains more cautious in challenging the struc-
tural norms of private law than South Africa’s
explicitly transformative project.

8.2 Canada: Charter values and
private law — Dolphin Delivery
and beyond

Canada provides another instructive com-
parative example, albeit with a more limited
horizontal application of constitutional rights.
In Retail, Wholesale and Department Store
Union, Local 580 v Dolphin Delivery Ltd,*® the
Supreme Court of Canada held that the Cana-
dian Charter of Rights and Freedoms does not
apply directly to private litigation between non-
state actors. However, it affirmed that Charter
values - such as freedom of expression, equali-
ty, and dignity — may influence the development
of the common law in disputes involving private
parties.*

Subsequent cases, including Hill v Church of
Scientology of Toronto,” confirmed that courts
must interpret private law in a manner consis-
tent with the “values and principles” underly-
ing the Charter, even if the Charter itself does
not directly bind the parties.” This value-based
influence is conceptually akin to the South Af-
rican court’'s use of constitutional values to
shape doctrines of contract, delicts, and prop-
erty law.”* However, the Canadian model stops
short of the transformative ambition charac-
terising the South African Constitution. There
is a continued reluctance in Canadian courts to

39 In Retail, Wholesale and Department Store Union, Lo-
cal 580 v Dolphin Delivery Ltd. (1986). 2 S.C.R. 573.

40 Dolphin Delivery. (1986).

41 Hill v Church of Scientology of Toronto. (1995). 2 S.C.R.
1130.

42 Roach, K. (2001). The Supreme Court on trial: Judicial
activism or democratic dialogue. Irwin Law.

43 Bilchitz, D. (2011). Constitutionalism, the rule of law
and the adjudication of private disputes: A view from
South Africa. International Journal of Constitutional
Law, 9(1), pp. 153-179.
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fully reconfigure private law rules in pursuit of
social justice, revealing a more restrained, in-
crementalist tradition.*

8.3 Colombia: Transformative
constitutionalism and
private relations

Colombia offers perhaps the most striking
example, outside South Africa, of the judicial
application of transformative constitutionalism
in private law. Following the adoption of the
Colombian Constitution of 1991, which declared
Colombia a “social state under the rule of law”,
the Constitutional Court began using constitu-
tional values to directly influence private legal
relationships.*

In decisions such as Sentencia T-406/92 and
T-881/02,% the Colombian Constitutional Court
recognised that private actors, particularly in
asymmetrical relationships such as employment
or tenancy, may be constitutionally obligated
to respect the dignity and fundamental rights
of weaker parties.”” The Court has explicitly ac-
knowledged the need to reinterpret private law
in light of constitutional principles, particularly
in socio-economic contexts where the formal
equality of contracting parties is fictional.

Colombia’s socio-political context — marked
by extreme inequality, historical violence, and
weak state capacity — has necessitated a robust
judicial role in promoting social justice. Much
like in South Africa, the Colombian judiciary
sees itself as an active participant in societal
transformation, empowered to reshape legal
norms where the legislature or executive may
be ineffective.®

44 Gardbaum, S. (2003). The new commonwealth model
of constitutionalism: Theory and practice. Cambridge
University Press.

45 Uprimny, R. (2006). The enforcement of social rights
by the Colombian Constitutional Court: Cases and de-
bates.

46 Sentencia T-406/92 and T-881/02.

47 Uprimny, R. (2006). The enforcement of social rights
by the Colombian Constitutional Court: Cases and de-
bates.

48 In Gargarella, R., Domingo, P., Roux, T. (Eds.). Courts

9. CRITICAL COMPARISON:
CONTEXTUAL ENABLERS AND
INHIBITORS

The global diffusion of constitutional norms
into private law is neither uniform nor univer-
sally accepted. The divergences among Ger-
many, Canada, and Colombia — despite shared
constitutional commitments - illustrate the im-
portance of contextual factors in shaping the
trajectory of constitutional private law.

Institutional design, legal tradition, politi-
cal history, and judicial philosophy all influence
how transformative constitutionalism is imple-
mented.*” For instance, Germany'’s civil law tra-
dition and strong private law formalism temper
the direct influence of constitutional norms,
while Canada’s common law heritage fosters
doctrinal flexibility but retains a cautious pos-
ture due to the Charter's limited horizontal
reach. In contrast, South Africa and Colombia,
both emerging from deeply unequal and violent
pasts, have embraced a more interventionist ju-
diciary capable of using constitutional values to
reconfigure private legal relations.

Yet, such a transformation is not without
critique. Scholars warn that the over-judiciali-
sation of social reform may strain judicial le-
gitimacy or usurp legislative authority.> Others
point out that, absent real changes in economic
and institutional structures, judicial interven-
tions in private law may yield symbolic rather
than substantive transformation.”

Nonetheless, South Africa’s transformative
constitutionalism offers a bold, normatively
compelling model for jurisdictions grappling
with structural inequality and systemic exclu-
sion. Its influence abroad - while adapted to

and social transformation in new democracies. Rout-
ledge, pp. 127-151.

49 Klare, K. E. (1998). Legal culture and transformative
constitutionalism. South African Journal on Human
Rights, 14(1), pp. 146-188.

50 Gardbaum, 2003; Woolman, S. (2007). The amazing,
vanishing bill of rights. South African Journal on Hu-
man Rights, 23(1), pp. 762-794.

51 Pistor, K. (2019). The code of capital: How the law cre-
ates wealth and inequality. Princeton University Press.
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local contexts - signals a growing recognition
that private law cannot remain a bastion of for-
malism if constitutional democracies are to be
truly inclusive and just.

10. CHALLENGES AND LIMITS
OF GLOBAL INFLUENCE

While South Africa’s model of transforma-
tive constitutionalism has inspired significant
global interest, its influence on private law sys-
tems across different jurisdictions is neither au-
tomatic nor unproblematic. Efforts to constitu-
tionalise private legal relationships face several
critical challenges, particularly concerning ju-
dicial legitimacy, the difficulties of legal trans-
plantation, and tensions inherent between the
demands for legal certainty and the imperatives
of social transformation.

10.1 Risks of judicial
overreach and democratic
legitimacy concerns

A persistent concern surrounding transfor-
mative constitutionalism is the risk of judicial
overreach. When courts actively reconfigure
private law in pursuit of constitutional goals,
they may encroach upon domains traditionally
reserved for democratic legislatures. This con-
cern is particularly acute in pluralistic societies
where competing conceptions of justice must be
negotiated through inclusive political process-
es rather than imposed through judicial fiat.®

Critics argue that expansive judicial interpre-
tations may undermine democratic legitimacy
by concentrating transformative decision-mak-
ing power in unelected bodies.”® In the South
African context, while the judiciary’s role has
been largely celebrated for advancing rights and

52 Gardbaum, S. (2003). The New Commonwealth Model
of Constitutionalism: Theory and Practice. Cambridge
University Press, Cambridge.

53 Tushnet, M. (1999). Taking the Constitution away from
the courts. Princeton University Press.

correcting systemic injustices, scholars caution
that the courts must remain attentive to the lim-
its of their institutional competence and defer,
where appropriate, to legislative processes bet-
ter equipped to manage complex socio-econom-
ic reforms.> The legitimacy of transformative
constitutionalism thus depends on maintaining
a delicate balance between the courts’ duty to
enforce constitutional rights and the need to re-
spect democratic self-government.

10.2 The problem of legal
transplantation: Socio-political
and institutional contingencies

The global appeal of South Africa’s transfor-
mative model also encounters the problem of
legal transplantation - the challenges of trans-
planting legal doctrines or practices from one
socio-political context to another. As Watson®
famously argued, legal transplants are rarely
straightforward because legal rules are deep-
ly embedded in specific historical, cultural,
and institutional settings. Attempting to im-
pose South African-style constitutionalisation
of private law onto other jurisdictions without
accounting for local conditions risks superficial
adoption without meaningful integration.

For instance, while Germany’s constitu-
tional jurisprudence reflects sophisticated
mechanisms for integrating human rights into
private law, its formalistic legal tradition and
entrenched legal culture of Rechtsstaatlich-
keit (the rule of law) impose inherent limits on
transformative ambitions.*® Similarly, Canadi-
an courts, grounded in a tradition of judicial
restraint and respect for parliamentary sover-
eignty, have been cautious in allowing Char-
ter values to disrupt private law doctrines sig-
nificantly.”

54 Woolman, S. (2007). The amazing, vanishing bill of
rights. South African Journal on Human Rights, 23(1),
pp. 762—-794.

55 Watson, A. (1974). Legal transplants: An approach to
comparative law. Scottish Academic Press.

56 Currie. (2008).

57 Uprimny, R. (2006). The enforcement of social rights
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Thus, transformative constitutionalism can-
not be mechanically replicated across jurisdic-
tions. Success depends on the institutional ca-
pacity of the judiciary, the political culture, the
level of rights consciousness, and the histori-
cal context of inequality and exclusion that the
legal system seeks to address.’® Without these
enabling conditions, efforts to constitutionalise
private law risk ineffectiveness or unintended
counterproductive consequences.

10.3 Tensions between
legal certainty and
transformative demands

Finally, transformative constitutionalism
inevitably generates tensions between the val-
ues of legal certainty and the demands of so-
cial transformation. Private law traditionally
values predictability, consistency, and stabili-
ty — features essential for enabling individuals
and businesses to plan their affairs with confi-
dence.” The introduction of broad constitution-
al values such as fairness, dignity, and Ubun-
tu into private law adjudication can introduce
elements of indeterminacy and uncertainty, as
courts may re-evaluate established doctrines in
light of evolving social norms.5°

For instance, in Barkhuizen v Napier,® the
Constitutional Court’'s approach to assessing
contractual clauses against constitutional val-
ues introduced a more flexible but less pre-
dictable standard based on fairness and pub-
lic policy considerations. While such flexibility
promotes substantive justice, it may also erode
the clarity and reliability traditionally associat-
ed with private agreements.®

by the Colombian Constitutional Court: Cases and de-
bates. In Gargarella, R., Domingo, P., Roux, T. (Eds.),
Courts and social transformation in new democracies,
Routledge, pp. 127-151.

58 Ibid.

59 Luhmann, N. (2004). Law as a social system (Ziegert,
K., Trans.). Oxford University Press.

60 Klare. (1998).

61 Barkhuizen. (2007). (5) SA 323 (CC).

62 Ibid., para. 57.

This tension is not easily resolved. Strik-
ing an appropriate balance requires courts to
develop nuanced, context-sensitive standards
that remain faithful to constitutional values
without sacrificing the coherence and internal
logic of private law.% Failure to manage this bal-
ance risks alienating key sectors of society, un-
dermining economic development, or fostering
perceptions of judicial arbitrariness.

11. EXPANDING

THE COMPARATIVE
DIMENSION: RESISTANCE
AND CHALLENGES TO
CONSTITUTIONALISATION

While South Africa’s transformative consti-
tutionalism has found resonance in jurisdic-
tions such as Germany, Canada, and Colombia,
other legal systems have demonstrated signif-
icant resistance to the constitutionalisation of
private law. For example, in the United States,
despite a robust constitutional culture, private
law remains largely insulated from constitu-
tional norms. The entrenched commitment to
classical liberalism and the sanctity of con-
tract doctrine reinforces a formalist approach,
where private law is treated as a separate do-
main governed primarily by market logic rather
than constitutional values.® Courts have been
reluctant to permit constitutional rights to in-
trude upon private relationships, maintaining a
sharp distinction between state action and pri-
vate conduct.

Similarly, efforts within Europe to integrate
human rights into private law through instru-
ments like the Draft Common Frame of Refer-
ence (DCFR) reveal both promise and difficulty.

63 Bilchitz, D. (2011). Constitutionalism, the rule of law
and the adjudication of private disputes: A view from
South Africa. International Journal of Constitutional
Law, 9(1), pp. 153-179.

64 Horwitz, M. J. (1977). The transformation of American
law, 1780-1860. Harvard University Press, Cambridge,
MA; Kennedy, D. (1976). Form and substance in pri-
vate law adjudication. Harvard Law Review, 89, pp.
1685-1778.
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While the DCFR explicitly acknowledges funda-
mental rights and aims to promote values such
as human dignity and non-discrimination with-
in European contract and property law, it strug-
gles to reconcile these commitments with the
internal demands of market integration, legal
certainty, and doctrinal autonomy.®® The ten-
sion between harmonizing private law for eco-
nomic purposes and embedding substantive
social values mirrors broader global challenges
in reimagining private law as a vehicle for con-
stitutional transformation.

These examples highlight that the constitu-
tionalisation of private law is neither inevitable
nor uncontested. Instead, it depends on a com-
plex interplay of historical, cultural, and insti-
tutional factors that shape each jurisdiction’s
willingness and ability to infuse private legal
relationships with public law values.

12. UBUNTU AS A DISTINCTIVE
JURISPRUDENTIAL RESOURCE
IN TRANSFORMATIVE

PRIVATE LAW

Ubuntu offers a distinctively African nor-
mative foundation that challenges the classi-
cal liberal assumptions underlying traditional
private law. Centering relationality, community,
and solidarity, Ubuntu reimagines justice not
as the protection of atomistic individuals but
as the promotion of harmonious social rela-
tionships.®

In South African constitutional jurispru-
dence, Ubuntu has moved beyond cultural
rhetoric to serve as a substantive constitution-
al value capable of reshaping private legal re-
lations. Justice Mokgoro emphasizes Ubuntu’s
role in advancing human dignity, equality, and
restorative justice,” while Metz frames it as a
coherent moral theory that prioritizes commu-

65 Micklitz, H. W. (2011). Social justice and access justice
in private law (EUI Working Paper Law No. 2011/02).
European University Institute.

66 Mokgoro, Y. (1998). Ubuntu and the Law in South Afri-
ca. Buffalo Human Rights Law Review 4: 15-23.

67 Ibid.

nal flourishing over adversarial individualism.%®

Judicial decisions increasingly reflect Ubun-
tu’s influence. In Everfresh Market Virginia (Pty)
Ltd,* the Constitutional Court underscored that
principles of good faith and fairness, deeply
resonant with Ubuntu, must inform contract law
development.” Likewise, in Daniels v Scriban-
te,”" the Court reinterpreted property rights to
prioritize dignity and equality over exclusionary
ownership models, aligning property law with
Ubuntu’s relational ethic.”?

Thus, Ubuntu grounds a transformative re-
orientation of South African private law, em-
bedding constitutional values into everyday
legal relations and offering a jurisprudential
model that foregrounds communal responsibil-
ity, social justice, and substantive equality.

As South Africa’s transformative consti-
tutionalism reconfigures the foundations of
private law, Ubuntu emerges as a critical nor-
mative resource that offers an alternative to
liberal individualism. By emphasising relation-
ality, human dignity, and communal responsi-
bility, Ubuntu provides a uniquely African jur-
isprudential framework for interpreting and
developing private legal doctrines in ways that
advance the Constitution’s transformative aims.

13. EMPIRICAL AND POLICY
RECOMMENDATIONS

While this paper has primarily offered a the-
oretical and comparative analysis, the practical
success of transformative constitutionalism in
private law also depends on targeted policy in-
terventions and empirical engagement with the
realities of legal practice. Several concrete rec-
ommendations emerge.

68 Metz, T. (2011). Ubuntu as a Moral Theory and Human
Rights in South Africa. African Human Rights Law Jour-
nal 11 (2): 532-559.

69 In Everfresh Market Virginia (Pty) Ltd v Shoprite Check-
ers (Pty) Ltd. (2011).

70 Ibid., para. 71.

71 Daniels v Scribante. (2017). (4) SA 341 (CC).

72 Ibid., para. 47.
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First, there is a pressing need for legislative
reform to consolidate and clarify the constitu-
tional principles that have begun to reshape
South African private law. In particular, the Com-
mon Law of Contract remains heavily rooted in
classical liberal assumptions about freedom of
contract and autonomy, despite judicial efforts
to infuse it with constitutional values. Parlia-
ment, in collaboration with the South African
Law Reform Commission, should consider ini-
tiating a comprehensive review of contract law
to explicitly incorporate principles of fairness,
good faith, and substantive equality. Codifying
these constitutional commitments would pro-
vide greater clarity and consistency, particular-
ly for lower courts and litigants lacking access
to sophisticated legal resources.

Second, empirical research is needed to
assess how constitutional values are being ap-
plied in lower courts, particularly in Magistrates’
Courts, where most ordinary South Africans
experience the legal system. Existing jurispru-
dence from the Constitutional Court and the Su-
preme Court of Appeal offers guidance at a high
doctrinal level, but little is known about how,
or whether, lower court judges interpret and
apply constitutional norms in everyday private
disputes involving tenancy, employment, small
contracts, or property use. Empirical studies -
including court file reviews, judicial interviews,
and analysis of reported decisions could re-
veal whether transformative constitutionalism
is genuinely penetrating the grassroots of the
legal system or whether it remains largely as-
pirational.

Third, legal education and judicial training
programmes must be recalibrated to support
the deepening of constitutional culture within
private law. Universities and professional bod-
ies should prioritize curricula that integrate
constitutional analysis across all private law
subjects, while judicial education programmes
should equip magistrates and other judicial
officers with the tools to engage meaningfully
with constitutional values in their adjudication
of private disputes.

Ultimately, for transformative constitution-

alism to realize its full potential within the do-
main of private law, reform efforts must move
beyond high-level jurisprudence toward sys-
temic changes in legislation, legal practice, ed-
ucation, and empirical understanding. Without
such efforts, the constitutional promise risks
remaining an elite project, distant from the
everyday legal experiences of the majority of
South Africans.

CONCLUSION

This paper has argued that South Africa’s
transformative constitutionalism profoundly re-
shapes the relationship between constitutional
rights and private law, offering both a catalyst
for innovation and a cautionary template for
global legal reform. Through a deliberate con-
stitutional mandate, South African courts have
sought not merely to protect individual rights in
public law, but to infuse private legal relations
with substantive values of dignity, equality, and
freedom.” In doing so, South Africa challenges
the classical liberal model that insulated pri-
vate law from constitutional scrutiny, advanc-
ing a jurisprudential model where justice per-
meates all spheres of social life.

Comparative analysis reveals that while
South Africa’s approach resonates with devel-
opments in Germany’s doctrine of Drittwirkung,
Canada’s infusion of Charter values into com-
mon law, and Colombia’s socio-economic rights
adjudication, each jurisdiction’s experience
reflects distinct institutional, cultural, and po-
litical contingencies.” The South African exam-
ple thus acts as both inspiration and caution:
it demonstrates the emancipatory potential of
constitutionalising private law while simultane-
ously exposing risks of judicial overreach, legit-
imacy deficits, and tensions between transfor-
mation and legal certainty.”

73 Klare, K. E. (1998). Legal culture and transformative
constitutionalism. South African Journal on Human
Rights, 14(1), pp. 146-188.

74 Currie (2008); Roach (2001); Uprimny (2006).

75 Gardbaum (2003); Watson (1974).
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The broader implications of this study are
profound. In an era where rising inequality,
global constitutionalism, and demands for
social justice increasingly challenge the tradi-
tional neutrality of private law, South Africa’s
experience compels a rethinking of founda-
tional assumptions. Private law systems world-
wide must confront whether adherence to for-
malistic traditions can remain viable in the
face of constitutional commitments to human
dignity, equality, and social transformation.”
However, successful adaptation requires sen-
sitive attention to local contexts, institutional

76 Bilchitz, D. (2011). Constitutionalism, the rule of law
and the adjudication of private disputes: A view from
South Africa. International Journal of Constitutional
Law, 9(1), pp. 153-179.

capacities, and the preservation of democratic
legitimacy.”

Ultimately, South Africa’s transformative
constitutionalism invites jurists, scholars, and
policymakers to envision private law not as a
static repository of rules but as a dynamic tool
for realising constitutional ideals. Its lessons
caution against naive transplantation, yet they
affirm that in reimagining private legal rela-
tions, law can become an instrument of gen-
uine, inclusive transformation - fulfilling the
constitutional promise of a more just and hu-
mane society.

77 Woolman, S. (2007). The amazing, vanishing bill of
rights. South African Journal on Human Rights, 23(1),
pp. 762—-794.
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In the context of rapid digital advancement, securing
Article History: data has become a central concern for both individuals and
institutions. Data security refers to a broad set of technical
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ized access, alteration, or destruction of information. Rather
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Modern challenges to data security are increasingly com-
plex due to the exponential growth of digital information and
the evolving nature of cyber threats. Attackers now exploit
vulnerabilities using sophisticated techniques, often bypass-
ing traditional defenses. This highlights the urgent need for
proactive strategies that combine technological safeguards
with human-centered practices such as employee training
and ethical data handling.

Furthermore, the legal dimension of data security has
gained prominence, with many jurisdictions enforcing stricter
regulations to protect individuals’ rights. Legal compliance—
particularly with frameworks like the General Data Protection
Regulation (GDPR)—is no longer optional but essential for
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maintaining organizational credibility and avoiding penalties.

Ultimately, securing data in today’s interconnected world
requires an ongoing commitment. It is not a fixed goal but
a dynamic process that evolves with technological, legal,
and social developments. Ensuring data security strength-
ens public trust, reinforces privacy principles, and lays a solid
foundation for sustainable digital transformation.

INTRODUCTION

Data and information constitute one of the
most critical pillars of any company, often re-
garded as its most valuable assets. In the event
of a breach, a company is bound to incur sub-
stantial losses, with its reputation inevitably
damaged. Failure to address such breaches
and their consequences effectively could result
in the leakage of client data and information,
ultimately leading to the company’s collapse.
Therefore, protecting the IT infrastructure that
houses this data becomes imperative.

With the global escalation of cyber-attacks,
the demand for security products and services
has risen significantly, driven by persistent
threats and the evolving nature of cyber-at-
tack patterns.

Data security encompasses the protective
strategies implemented to shield data from un-
authorized access, ensuring the confidentiality,
integrity, and availability of databases. Optimal
methodologies in data security include tech-
niques such as data encryption, key manage-
ment, data masking, data subsetting, and data
redaction, alongside controls for privileged
user access, auditing, and monitoring.

Data, being a vital asset of any firm, must
be safeguarded against unwanted access. Data
breaches, unsuccessful audits, and non-adher-
ence to regulatory mandates can lead to rep-
utational harm, forfeiture of corporate owner-
ship rights, compromised intellectual property,
and penalties for regulatory non-compliance.

Under the General Data Protection Reg-

ulation (GDPR) of the European Union, data
breaches may incur fines of up to 4% of an or-
ganization’s global annual turnover, frequently
resulting in significant financial losses. Finan-
cial information, medical records, intellectual
property, and personally identifiable informa-
tion (PI1) are all considered sensitive data. Safe-
guarding this data is crucial to avert breaches
and maintain regulatory compliance.

Databases function as essential storage of
sensitive information, rendering them a prima-
ry target for data thieves. Data intruders are of-
ten classified into two categories: external us-
ers and internal users.

External users include various entities, such
as individual hackers and cybercriminals, that
seek to disrupt business operations or attain fi-
nancial profit. They encompass organized crime
syndicates and state-sponsored organizations
aiming to perpetrate fraud or instigate disrup-
tions on a national or global level.

Internal users may encompass current or
former workers, inquisitive persons, clients, or
partners who misuse their position of trust to
appropriate data or whose mistakes acciden-
tally result in security breaches. Both external
and internal users present threats to the securi-
ty of personal data, financial information, trade
secrets, and regulated data.

The safeguarding of personal data has be-
come increasingly crucial in the contemporary
digital age. Due to swift technological improve-
ments and the pervasive usage of the internet,
individuals frequently disclose their personal
information online. Personal data is collected,
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kept, and utilized by multiple entities across
social media platforms and e-commerce web-
sites, frequently without explicit consent or
awareness. This engenders significant privacy
issues and underscores the necessity for robust
safeguards to protect personal information.

In the contemporary digital era, data func-
tions as the essential resource for enterprises,
governments, and individuals. Data, encom-
passing sensitive consumer information and
intellectual property, constitutes the founda-
tion upon which institutions function and make
pivotal decisions. Nonetheless, due to the in-
creasing dependence on technology and a con-
tinuously changing threat environment, the sig-
nificance of data security is paramount. It is no
longer solely about safeguarding sensitive in-
formation; it has become a strategic necessity
that can influence an organization’s reputation,
financial viability, and potentially its survival.

To address the increasing risks to the priva-
cy and confidentiality of personal data in the
digital realm, a number of international organi-
zations have put forward and implemented pol-
icies. The Organization for Economic Co-oper-
ation and Development (OECD) has underlined
the necessity of bolstering the right to privacy
in order to facilitate the unrestricted flow of
personal data. Similarly, the UN General Assem-
bly established rules for the control of personal
data files in its Resolution 45/95.

The European Union established regulations
to safeguard individuals against the processing
of digital data. Numerous countries have also
enacted legal provisions to safeguard personal
data. Algeria, like other nations, has prioritized
the establishment of a legal framework to pro-
tect individuals’ personal data.

STUDY PROBLEM

This study seeks to analyze the procedures
and techniques for safeguarding personal data
under Algerian law by evaluating the principal
aspects and clauses of Law No. 07/18, enacted
on June 10, 2018, about safeguarding people

when processing their personal information.
This leads us to the following key question:

How has the Algerian legislator secured digital

data to protect individuals’ personal privacy?

We have structured this article as follows:

e The conceptual framework for per-
sonal data;

e The legal framework of the Nation-
al Authority for the Protection of Per-
sonal Data;

e Procedures for processing personal data.

METHODOLOGY

The research employs a doctrinal legal meth-
odology, centered on the analysis of primary and
secondary legal sources, including the Algerian
Constitution, Law No. 18-07 on the protection of
personal data, and related legislative acts. This
approach is complemented by the examination
of international instruments such as the GDPR,
OECD guidelines, and UN resolutions, which
provide a comparative framework for situating
Algerian law within broader international stan-
dards. The study also incorporates a critical in-
terpretative dimension by evaluating the insti-
tutional independence and effectiveness of the
National Authority for the Protection of Person-
al Data. This combined approach ensures both
descriptive and analytical insights, allowing the
research to highlight legal strengths while iden-
tifying potential gaps in implementation.

1. THE CONCEPTUAL
FRAMEWORK FOR
PERSONAL DATA

1.1 Definition of personal data

Maintaining a person’s right to privacy de-
pends critically on the protection of their per-
sonal information. National legislatures have
therefore quickly passed legislation to protect
individuals while collecting personal data. The
Algerian lawmaker who passed Law No. 18-07 on
June 10, 2018, regarding the protection of natural
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persons in the use of personal data is one exam-
ple. This law established the “National Authori-
ty for the Protection of Personal Data”, a crucial
organization to protect the handling of personal
data while respecting people’s right to privacy.

Any information, regardless of type, that

directly or indirectly relates to an identifiable
individual is referred to as personal data. An
identifying number or other components of a
person’s physical, physiological, genetic, bio-
metric, psychological, economic, cultural, or so-
cial identity can be used as the primary means
of identification.

Based on this definition, personal data is

categorized into two main types:

e Direct Personal Data: This includes data
of an explicit personal nature, such as
names, surnames, postal and email ad-
dresses, genetic data, health records,
criminal records, personal photographs,
civil status, résumés, birth dates, places
of residence, and workplaces;

e Indirectly identifiable information in-
cludes things like phone numbers, social
security numbers, national identity card
numbers, passwords, bank account num-
bers, fingerprints, genetic profiles, and
biological and biometric data.

1.2 Enshrining the protection
of personal data in Algerian law

In compliance with Article 46 of the 2016
amended Algerian Constitution, the National
Authority for the Protection of Personal Data
was established by the Algerian parliament.
This was aimed at striking a balance between
the requirements of public security on the one
hand and the rights and freedoms of individu-
als on the other! This principle was reaffirmed

1 Official Gazette of the People’s Democratic Repub-
lic of Algeria. (2016, March 7). Issue No. 14. “The law
protects the inviolability of a citizen’s private life and
honor, which cannot be compromised. All private com-
munications and correspondence are guaranteed to
remain confidential. Only a well-reasoned order from
the legal authority may violate these rights in any man-

in Article 47 of the 2020 Algerian Constitution.?

The National Authority is an independent
administrative body in charge of safeguarding
personal information. It operates without ad-
ministrative or hierarchical oversight and has
legal individuality as well as financial and ad-
ministrative autonomy.> The President of the
Republic appoints the “National Authority”, an
independent administrative body for the pro-
tection of personal data, as specified in Article
22 of Law No. 18-07. The Authority, which has its
headquarters in Algiers, is financially and ad-
ministratively independent in addition to hav-
ing legal individuality. The budget is subject to
the relevant financial control regulations and is
part of the state budget.

In the framework of processing personal
data, the law created a number of measures to
protect persons. The establishment of the Na-
tional Authority for the Protection of Personal
Data isamong the most crucial mechanisms. The
Authority is designated as an autonomous ad-
ministrative entity, possessing legal identity, as
well as financial and administrative autonomy.

This study’s significance pertains to the reg-
ulations governing the Authority’s autonomy,
which constitute a key feature distinguishing it
from other traditional administrative bodies in
the state. However, despite the formal aspects of
independence reflected in various provisions, this
independence is, in practice, relative and closer
to a theoretical ideal than a tangible reality.

ner. Violations of this provision are punishable by law. A
fundamental right protected by law is the protection of
natural persons in the processing of personal data; in-
fractions of this right can result in legal repercussions”.

2 Official Gazette of the People’s Democratic Republic
of Algeria. (2020, December 30). Issue No. 82. “Every
person is entitled to the protection of their personal
honor and private life. Regardless of the format, ev-
eryone has the right to keep their private communi-
cations and correspondence private. Only a well-rea-
soned order from the judicial authority may violate
the rights outlined in the first and second paragraphs.
One fundamental right is the protection of individuals
when personal data is processed. The law punishes
any infringement of these rights”.

3 Ghazal, N. (2019). The protection of natural persons
in the field of personal data. Algerian Journal of Legal
and Political Sciences, p. 125.



#35, september, 2025

2. THE LEGISLATIVE FRAMEWORK
FOR THE NATIONAL AUTHORITY
FOR THE PROTECTION OF
PERSONAL DATA

2.1 The legal framework for the
protection of personal data

A successful legislative framework for per-
sonal data protection necessitates the presence
of procedures and resources for proper imple-
mentation and oversight to ensure the correct
application of the law. Personal data protection
cannot be achieved without establishing an ad-
ministrative body responsible for enforcing the
rules and provisions of the law.

Article 23 of Law No. 18-07 stipulates the
formation of this administrative body, consist-
ing of 16 members, appointed by presidential
decree. While the president is responsible for
appointing the chairperson of the authority, the
members are selected by their peers from with-
in the councils to which they belong. The com-
position is as follows:

Six advisors, including:

e Two current or former members of the
Council of State, with a rank no less than
that of an advisor;

e Two current or former members of the
Court of Cassation, with a rank no less
than that of an advisor;

e Two current or former members of the
Court of Auditors, with a rank no less
than that of an advisor;

e The general assembly of each distinct in-
stitution elects these members.

2.2 Composition of the National
Authority for the Protection of
Personal Data

Regarding the nomination process for each
member, the Algerian legislator specifies that
the composition of the Authority includes:

e The President of the Republic nominat-

ed three people, including the president,
from among specialists in the operations

of the National Authority;

e The High Judicial Council selected three
Supreme Court and Council of Sta-
te judges.

The Authority is also empowered to seek as-
sistance from any qualified individual for con-
sultation and support in carrying out its duties.
Additionally, it includes an executive secretari-
at and personnel employed to assist the execu-
tive body in fulfilling its responsibilities.>

Referring to the composition of the National
Authority, the Algerian legislator required that
the Authority be supported by specialists. While
the legislation allows for external consultation, it
would have been preferable to explicitly include
university professors and researchers specializing
in rights, freedoms, and information technology.
Their expertise, particularly in comparative legis-
lation and studies conducted in this field, could
greatly enhance the Authority’s effectiveness.

The Algerian legislator specified the ap-
pointment of three experts in the Authority’s
field of work, reflecting the multidisciplinary
nature of its jurisdiction, which encompasses
judicial, quasi-judicial, and administrative do-
mains. Notably, in some legislations, bodies
tasked with protecting personal data are grant-
ed extensive regulatory and executive powers,
including criminal penalties for non-compli-
ance with the Authority’s orders.®’

Under the Algerian legal system, the Pres-
ident of the Republic is given the power to
choose the Authority’s president. This central-

4 Ordinary Law No. 18-07. (2018, June 10). Concerning
the protection of natural persons in the processing of
personal data. Official Gazette of the People’s Demo-
cratic Republic of Algeria, No. 34, Art. 23(3).

5 Ordinary Law No. 18-07. (2018, June 10). Concerning
the protection of natural persons in the processing of
personal data. Official Gazette of the People’s Demo-
cratic Republic of Algeria, No. 34, Art. 23.

6 This is consistent with the approach taken by the
British legislator in Law No. 98 on the Protection of
Personal Data in the digital environment, which estab-
lished a personal data protection authority known as
the Office of the Information Commissioner.

7 Khalawi, A., Ben Zitah, A. (2022). The independent
administrative authority for the Protection of Person-
al Data: A study in French and Algerian law. Algerian
Journal of Legal and Political Sciences, p. 125.
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ization of appointment authority risks under-
mining the independence of the Authority in
implementing its decisions. The legislator limit-
ed the President’s role to appointing, renewing
membership, and terminating appointments
through a presidential decree, requiring the Au-
thority to submit an annual report to the Re-
public’s President.®

The Authority is tasked with issuing opin-
ions on the data processing activities refer-
enced in Articles 31 and 32 of Law No. 18-07.
Additionally, it develops and publishes guide-
lines, recommendations, and standards to
facilitate compliance with personal data pro-
tection regulations. It is also responsible for
conducting preliminary risk assessments relat-
ed to data processing activities by data con-
trollers and their contractors.

It is primarily an ethical rather than a legal
requirement for members of the National Au-
thority for the Protection of Personal Data to
take an oath. This reinforces their commitment
to exercising their legal powers with impartiali-
ty, objectivity, and integrity, particularly regard-
ing confidential information. Such an approach
ensures that all members of the Authority re-
main independent and are not subject to any
oversight or external control.

Before beginning their duties, members of
the National Authority are sworn in at the Al-
giers Court of Justice.” However, it is noteworthy
that the process of election is absent in deter-
mining membership within the Authority. The
Algerian legislator established a five-year term
for membership, subject to renewal,® compris-

8 Bala, A. (2021). The national authority for the protec-
tion of personal data: Between independence and sub-
ordination. Algerian Journal of Human Security, p. 783.

9 Before assuming their duties, members of the Nation-
al Authority take an oath before the Court of Algiers in
the following form: “I swear by Almighty God to per-
form my duties as a member of the National Authority
for the Protection of Personal Data with full indepen-
dence, impartiality, honor, and integrity, and to main-
tain the confidentiality of deliberations”.

10 Ordinary Law No. 18-07. (2018, June 10). Concerning
the protection of natural persons in the processing of
personal data. Official Gazette of the People’s Demo-
cratic Republic of Algeria, No. 34, Art. 23(4).

ing people chosen for their legal or technical
proficiency in personal data protection.”

The concept of competence underpins
membership in the National Authority for the
Protection of Personal Data.?

3. PROCEDURES FOR
PROCESSING PERSONAL DATA
3.1 Processing of

personal data

All grievances and inquiries submitted by
data subjects, organizations, associations, or
entities are addressed through the examination
and verification of the complaint’s subject mat-
ter. The complainant is informed of the investi-
gation’s progress and results within a designat-
ed timeframe. The Authority addresses requests
for opinions from public bodies and courts as
needed and offers consultations to persons
and organizations engaged in or intending to
engage in automated personal data processing.

In accordance with Article 40 of the Code of
Illegal Procedure, the Authority promptly informs
the Public Prosecutor of any illegal activities or
violations. Moreover, under Article 19 of Law No.
87-17, the Authority may issue a special decision
assigning one or more of its members or the
Secretary-General to carry out investigations or
delegate its agents and departments to conduct
verification procedures. When required, it may
also obtain copies of all relevant documents and
informational materials necessary for its mission.

The Authority may create a list of data pro-
cessing operations that are anticipated to pose
major risks, which must undergo prior consulta-
tion as mandated by Article 90 of Law No. 87-17.
Furthermore, Article 25, paragraph 1, of Law No.
18-07 mandates that the National Authority for
the Protection of Personal Data ensure compli-

11 Ordinary Law No. 18-07. (2018, June 10). Concerning
the protection of natural persons in the processing of
personal data. Official Gazette of the People’s Demo-
cratic Republic of Algeria, No. 34, Art. 23 (2).

12 Wataba, K. (2019). The legal nature of independent ad-
ministrative authorities in Algeria and comparative sys-
tems. Journal of Legal and Political Sciences, April, p. 7.
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ance with the legislation pertaining to personal
data processing as specified in Law No. 18-07.
It also ensures that the utilization of informa-
tion and communication technology does not
jeopardize individual rights, public liberties, or
personal privacy.

The Authority may offer recommendations
and adopt individual or regulatory decisions as
mandated by law in the execution of its respon-
sibilities. Furthermore, the Authority presents
an annual public report to the President of the
Republic and the Prime Minister, outlining the
fulfillment of its purpose.

3.2 Role of the data controller

The National Authority for the Protection of
Personal Data and the data controller must col-
laborate. The Authority’s operations are consid-
ered to be hampered by any interference with its
operations, such as preventing on-site investi-
gations, denying its members or agents access
to necessary documents, giving information that
conflicts with records that were already in ex-
istence at the time of the request, or failing to
provide clear and straightforward information.
Additionally, submitting incomplete or inten-
tionally erroneous documents to obscure the
truth constitutes an offense punishable under
Article 61 of Law No. 18-07.

Furthermore, the Authority’s operations are
governed by a set of regulations. The president
of the National Authority must respond expe-
ditiously and guarantee the confidentiality of
personal data accessible in the course of their
responsibilities, even after their term ends. The
president and members of the Authority are pro-
hibited from holding any interests in organiza-
tions that operate within the domain of personal
data processing.

The Authority is responsible for the construc-
tion and maintenance of a National Register for
the Protection of Personal Data. This register
contains all statements made to the Nation-
al Authority, authorizations granted, regulato-
ry texts pertaining to public records, and other

pertinent information. The register is accessible
to individuals in accordance with legal and regu-
latory procedures.

The National Authority for the Protection of
Personal Data is authorized by Law No. 18-07 to
allow data controllers to transfer personal data
to other countries, provided that the Authority
determines that the recipient country offers a
sufficient degree of protection for people’s pri-
vacy, fundamental freedoms, and rights, along
with appropriate security measures. Additional-
ly, the Authority must confirm that neither public
safety nor the state’s fundamental interests are
jeopardized by the transfer.

But there are exceptions to every rule. In cer-
tain circumstances, data controllers may trans-
mit personal data to a nation that does not fit
the above-listed requirements, including:

e The specific agreement of the person

in question;

e Situations in which the transfer is essen-
tial to safeguard an individual’s life or up-
hold the public interest;

The execution or conclusion of contracts;
The execution of initiatives pertaining to
international judicial collaboration;

e |Identifying, diagnosing, or treating
illnesses;

e Adherence to bilateral or multilateral
agreements in which Algeria has par-
ticipated.”

Law No. 18-07 offers essential safeguards for
national data that was once available to foreign
entities operating in Algeria, including telecom-
munications firms, internet service providers,
and embassies managing several visa applica-
tions daily. Without laws that forbid such ac-
tions, these apps frequently include private in-
formation that may be readily exported to other
nations.

Monitoring the post-processing operations is

13 Ashkar-Jabbour, M., Jabbour, M. (2018). Personal data
and Arab laws: Security concerns and individual rights.
Arab Center for Legal and Judicial Research, p. 81.

14 Ordinary Law No. 18-07. (2018, June 10). Concerning
the protection of natural persons in the processing of
personal data. Official Gazette of the People’s Demo-
cratic Republic of Algeria, No. 34, Art. 44.
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one of the responsibilities given to the National
Authority. The National Authority is tasked with
a number of duties under Article 25 of Law No.
18-07, including consulting with people and or-
ganizations that process personal data or car-
rying out research or trials that could result in
such processing. It also manages complaints, ap-
peals, and objections pertaining to the process-
ing of personal data, making sure that people
are aware of the results.®

The Authority instructs persons and data
controllers regarding their rights and responsi-
bilities. This includes the right to be informed in
advance of the data controller’s identity and the
reason for processing. Additionally, it guarantees
that all pertinent information is conveyed, in-
cluding the data’s recipient, the requirement to
reply, the repercussions of non-compliance, and
concerns about data transfers to foreign nations.

In cases where information is used in an
open network, individuals must be informed that
their data may circulate in such networks with-
out safety guarantees and could be subject to
unauthorized access and use by third parties.

Ordering the required modifications to safe-
guard personal data and mandating the closure,
withdrawal, or destruction of poorly processed
personal data are among the Authority’s other
responsibilities.”

The Algerian legislator sought to provide
criminal protection for personal data under the
Electronic Commerce Law No. 18-05 through the
regulation of “direct prospecting” as defined in
Law No. 18-07'¢ This practice involves access-

15 Ordinary Law No. 18-07. (2018, June 10). Concerning
the protection of natural persons in the processing
of personal data. Official Gazette of the People’s
Democratic Republic of Algeria, No. 34, Art. 25.

16 Aidani, M., Rizk, Y. (2018). The Protection of Person-
al Data in Algeria in light of Law No. 18-07. Ma’alam
Journal of Legal and Political Studies, 5, p. 127.

17 Ordinary Law No. 18-07. (2018, June 10). Concerning
the protection of natural persons in the processing of
personal data (as amended and supplemented). Of-
ficial Gazette of the People’s Democratic Republic of
Algeria, No. 34, Art. 28

18 Ibid., Article 3 defines “direct prospecting” as: “The
sending of any message, regardless of its medium or
nature, aimed at the direct or indirect promotion of
goods or services or the reputation of a person who

ing personal data without the prior consent of
the individual concerned, typically for purposes
such as research, inspection, or prospecting for
potential customers. This is achieved by compil-
ing informational files containing personal data,
including names, addresses, phone numbers,
and consumption patterns or customer opinions
obtained through electronic communications.
Such data is used to categorize customers and
generate targeted commercial offers specific to
each category.®

The Electronic Commerce Law empowers
customers to manage their personal data by re-
quiring prior notification before data processing,
enabling them to consent to or decline such pro-
cessing. Law No. 18-07 establishes an exception
to the prerequisite of prior consent when pro-
cessing is essential to fulfill a legitimate inter-
est of the data controller or recipient, contin-
gent upon the respect for the interests, rights,
and fundamental freedoms of the individual
involved.?

Under these conditions, the right to object
functions as a protective measure for consumers,
balancing the individual’s right to privacy with
the legitimate interests of the data controller.

Regarding electronic certification, the Algeri-
an legislator, under Law No. 15-04, regulated the
activities of service providers by establishing au-
thorities such as the National Authority for Elec-
tronic Certification, the Governmental Authority
for Electronic Certification, and the Economic
Authority for Electronic Certification. Articles
20(2)* and 27% of the Electronic Certification Law

sells goods or provides services”.

19 Khalil, W. (2016). The role of direct marketing in
achieving customer loyalty (Master’s thesis, Ferhat
Abbas University, Setif, Faculty of Economic, Commer-
cial, and Management Sciences). p. 8.

20 Ordinary Law No. 18-07. (2018, June 10). Concerning
the protection of natural persons in the processing of
personal data (as amended and supplemented). Of-
ficial Gazette of the People’s Democratic Republic of
Algeria, No. 34, Art. 7 (final paragraph).

21 Ordinary Law No. 15-04. (2015, February 1). Establish-
ing general rules regarding electronic signatures and
certification. Official Gazette of the People’s Demo-
cratic Republic of Algeria, Art. 20(2).

22 The nature, composition, organization, and function-
ing of this governmental authority for electronic certi-
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delegate the organization of the governmental
and economic authorities to executive decrees.

CONCLUSION

In conclusion, securing digital data and safe-
guarding the privacy of personal information
requires establishing boundaries that subject
violators to criminal liability. This protection,
while relative, necessitates heightened aware-
ness and vigilance from individuals, particularly
regarding these boundaries, to avoid infringing
on others’ privacy. Legislators in Tunisia and Al-
geria have both sought to protect the private
lives of natural and legal persons in a restrict-
ed but consistent manner. The establishment of
organizations devoted to protecting personal
data—which is directly related to individual pri-
vacy—has reflected this protection.

Through the establishment of the National
Authority for the Protection of Personal Data
pursuant to Law No. 18-07, the Algerian legis-
lators have formalized this protection, which
gives the Authority certain responsibilities.
These efforts are particularly significant in light
of the rapid technological advancements and
the proliferation of information technology. The
Authority supports data controllers by helping
them comply with the law and assists data sub-
jects in exercising their rights as prescribed by
legal provisions.

The National Authority’s role in personal
data processing highlights the importance of
ensuring data security, which can be summa-
rized as follows:

e Privacy Protection: Information security
safeguards individuals’ and organiza-
tions’ data against unauthorized access,
thereby preserving their privacy;

e Reputation Preservation: Failure to pro-
tect information can result in significant
losses for companies and organizations,
as well as damage to their reputation;

e Legal Compliance: Numerous regulations
and laws mandate organizations to pro-

fication shall be determined through regulation.

tect sensitive information and adhere to
security requirements;

Countering Cyber Threats: In a world fac-
ing escalating cyber threats, information
security is essential for combating these
risks and ensuring system stability.

Key Findings:

Data security is a dynamic and multifac-
eted challenge in our digital age. Organi-
zations and individuals must investin ro-
bust security measures and treat threats
with seriousness. By educating users,
employing advanced technologies, and
complying with legal requirements, we
can safeguard our information and en-
sure the sustainability of a progressive
digital world;

In response to technological problems,
the Algerian legislator established the
National Authority for the Protection of
Personal Data to ensure the protection
of personal information;

Law No. 18-07 strengthens Algeria’s leg-
islative framework to protect freedoms
and rights. It mandates the prior and
explicit consent of the data subject be-
fore processing their data, even if the
processing is authorized. The right to re-
voke consent is always available to the
data subject. This legal framework aims
to curb the prevailing chaos in the field,
particularly as individuals routinely pro-
vide their data to public entities, private
organizations, telecommunications com-
panies, or foreign embassies in Algeria
without knowing its ultimate fate;

A National Authority, known as the “Na-
tional Authority”, was also established
under the law, and its main responsibil-
ity is to supervise its enforcement. The
Authority is responsible for granting
permits and licenses to entities wishing
to process personal data, conducting in-
vestigations, and imposing sanctions on
violators of the law.



#35, september, 2025

41

REFERENCES
Journal Articles:

Aidani, M. Rizk, Y. (2018). The protection of personal data in Algeria in light of Law No. 18-07.
Ma’alam Journal of Legal and Political Studies, 5.

Ashkar-Jabbour, M., Jabbour, M. (2018). Personal data and Arab laws: Security concerns and in-
dividual rights. Arab Center for Legal and Judicial Research.

Bala, A. (2021). The national authority for the protection of personal data: Between independ-
ence and subordination. Algerian Journal of Human Security.

Ghazal, N. (2019). The protection of natural persons in the field of personal data. Algerian Jour-
nal of Legal and Political Sciences.

Khalawi, A., Ben Zitah, A. (2022). The independent administrative authority for the protection
of personal data: A study in French and Algerian law. Algerian Journal of Legal and Polit-
ical Sciences.

Wataba, K. (2019). The legal nature of independent administrative authorities in Algeria and
comparative systems. Journal of Legal and Political Sciences, April.

Books / Theses:

Khalil, W. (2016). The role of direct marketing in achieving customer loyalty (Master’s thesis in
Commercial Sciences, Specialization in Marketing Studies and Research, Faculty of Eco-
nomic, Commercial, and Management Sciences, Ferhat Abbas University, Setif).

Legal Acts/Official Documents:
Official Gazette of the People’s Democratic Republic of Algeria. (2016, March 7). Issue No. 14.
Official Gazette of the People’s Democratic Republic of Algeria. (2020, December 30). Issue No. 82.

Ordinary Law No. 15-04. (2015, February 1). Establishing general rules regarding electronic sig-
natures and certification. Official Gazette of the People’s Democratic Republic of Algeria,
Art. 20(2).

Ordinary Law No. 18-07. (2018, June 10). Concerning the protection of natural persons in the
processing of personal data. Official Gazette of the People’s Democratic Republic of Alge-
ria, No. 34, Art. 23(3).



SEPTEMBER 2025 (N©35)

Volume 11; Issue 3; Page No. 42-58
ISSN: 2346-7916 (Print)

ISSN: 2587-5043 (Online)

INTERNATIONAL JOURNAL OF LAW: “LAW AND WORLD* www.lawandworld.ge

doi https://doi.org/10.36475/11.3.4 Licensed under: CC BY-SA

Alternative Dispute Resolution
as a Viable Template for the Settlement
of Family Disputes in Nigeria

Damilola Seun Adesanya
PhD Candidate in Law, Babcock University, Lecturer, Property and Commercial
Law Department, Crescent University Abeokuta, Ogun State, Nigeria

% adesanyadamilolas@gmail.com

Toluwalase T. Ajibade
PhD in Law , Lecturer, Department of Private and Commercial Law, School
of Law and Security Studies, Babcock University, llishan-Remo, Ogun State,
Nigeria
% ajibadet@babcock.edu.ng

ARTICLE INFO ABSTRACT
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conflicts, statutory and cultural hurdles persist. The study con-
cluded by recommending amendments to improve the legal
recognition of ADR in family law and making practical recom-
mendations to boost its usage in Nigeria.

INTRODUCTION

Alternative Dispute Resolution (ADR) prof-
fers the easiest and fastest mechanisms of re-
solving disputes.' All its mechanisms encourage
parties to dictate how their dispute should be
resolved and also ensure that parties can main-
tain a relationship even after the dispute has
been settled. Family relationships are compli-
cated, and by extension, family disputes. Unlike
business-related disputes, where parties do not
necessarily have to be friends to work togeth-
er, family disputes are usually emotional, and
there is usually a need for parties to keep re-
lating with one another even after the dispute
settlement. Therefore, family disputes require
a dispute resolution mechanism that can help
parties preserve relationships, and ADR has
suitable mechanisms for this.

The Matrimonial Causes Act 19707 is the law
enacted for the purpose of dealing with mat-
ters relating to legal marriages in Nigeria. It
makes provision for matters such as dissolu-
tion of marriage, spousal maintenance, proper-
ty rights, and child custody, among others. The
law provides that all matters emanating from
the provisions of the Act must be resolved at
the High Court.®> This provision poses a great
problem to the possibility of resolving family
disputes using ADR mechanisms.

This paper discusses ADR and its different
mechanisms, and it discusses extensively the
way ADR mechanisms have been used to re-
solve family disputes in countries like the Unit-

1 Maurya, A. (2021). Alternative Dispute Resolution. In-
dian Journal of Law and Legal Research, 2(1), pp. 1, 2.

2 Matrimonial Causes Act (MCA). (1970). Cap 220, LFN
1990.

3 Ibid. Section 2(1).

ed States of America, Finland, and the United
Kingdom. It explores the effectiveness of ADR in
resolving family disputes in these jurisdictions.
Furthermore, this paper examines the possi-
bilities of resolving family disputes with ADR
mechanisms in Nigeria with particular attention
to the benefits and challenges that may be at-
tached. As a result, this paper seeks to answer
the following questions: Are ADR mechanisms
suitable for the resolution of family disputes
in Nigeria? What are the challenges of using
ADR mechanisms to resolve family disputes in
Nigeria? How can the identified challenges be
resolved to ensure effective use of ADR for set-
tling family disputes in Nigeria?

This paper is divided into three sections.
The first part will discuss ADR mechanisms and
Family Disputes. The second part will examine
the use of ADR for resolving Family disputes in
other Jurisdictions. Lastly, the third section will
discuss the prospects and challenges of using
ADR mechanisms to resolve family disputes
in Nigeria.

METHODOLOGY

This paper adopts a mixed-methods ap-
proach, combining doctrinal and comparative
methods to provide a comprehensive analysis
of the subject matter. The doctrinal methodolo-
gy is employed to examine primary and second-
ary legal sources such as statutes, case law, and
scholarly writings. In particular, the Matrimonial
Causes Act (1970) and the Arbitration and Me-
diation Act (2023) are analysed to understand
the extent to which Nigerian law currently ac-
commodates or restricts the use of ADR in fam-
ily disputes. Judicial precedents and scholarly



44

#35, september, 2025

commentaries are also examined to assess the
legal reasoning that underpins the acceptance
or rejection of ADR in family matters.

The comparative methodology is used to
evaluate how ADR has been effectively uti-
lised in resolving family disputes in other ju-
risdictions, including the United Kingdom, the
United States, and Finland. These jurisdictions
were deliberately selected because of their dis-
tinct yet relevant experiences: the UK, due to
its historical influence on Nigerian law; the US,
as a jurisdiction with innovative ADR practices
across states; and Finland, for its advanced in-
stitutionalisation of family mediation. By com-
paring Nigeria’'s legal framework with those of
these jurisdictions, this paper identifies both
best practices and potential challenges for
transplanting ADR mechanisms into the Nigeri-
an family law system.

The combination of doctrinal and compar-
ative methods ensures that the analysis is not
only grounded in Nigerian statutory and judi-
cial frameworks but also enriched by insights
drawn from international experience. This dual
approach allows for a deeper understanding of
the viability, benefits, and possible limitations
of introducing ADR into the settlement of family
disputes in Nigeria.

1. ALTERNATIVE DISPUTE
RESOLUTION IN NIGERIA

Alternative Dispute Resolution (ADR) can be
defined as ‘an encompassing all legally permit-
ted process of dispute resolution other than lit-
igation’* Nolan-Haley defined it as ‘an umbrella
term that refers generally to alternatives to the
court adjudication of disputes....> ADR is ‘a col-
lective description of methods of resolving dis-
putes otherwise than the normal trial process’®
These definitions suggest that any mechanisms

4 Ware, S. J. (2001). Alternative Dispute Resolution. St.
Paul, p. 5.

5 Nolan-Haley, J. M. (2008). Alternative Dispute Resolu-
tion in a Nutshell, St. Paul, p. 2.

6 Halsey v. Milton Keynes General NHS Trust. (2004).
ECWQIV 576.

for settling disputes other than litigation are
ADR. There are several mechanisms of ADR,
such as negotiation, mediation, conciliation, ar-
bitration, early-neutral evaluation, facilitation,
mini-trials, expert appraisal, summary jury tri-
als, and mediation-arbitration, among others.
For this paper, negotiation, mediation, and ar-
bitration will be examined extensively.

1.1. Negotiation

In layman’s parlance, negotiation involves
a form of bargaining between parties to reach
a common settlement.” However, in legal par-
lance, negotiation is the resolution of disputes
through a consensual settlement by the parties
to a dispute. It forms the basis of dispute res-
olution. In this ADR process, the parties do not
need to introduce a neutral third party, and if
one is introduced, it would be for the making
of a representation on behalf of the parties to
the contract. Negotiation involves a direct in-
teraction between disputing parties wherein
one makes an offer to the other based on the
objective assessment of the other party.® It in-
volves parties to a dispute having discussions
with one another with the intent to settle their
differences while ensuring that the decisions
reached are beneficial to all parties.® The stag-
es involved in a negotiation process are: the
preparation and orientation stage; the opening
discussion stage; the bargaining stage; the clos-
ing stage; and the post-negotiation stage.®

7 Wertheim, E. Negotiations and Resolving Conflicts:
An Overview. College of Business Administration
Northeastern University. Available at: <https://www.
europarc.org/communication-skills/pdf/Negotia-
tion%20Skills.pdf> (Last access: 01 May, 2025).

8 The International Centre for Alternative Dispute Res-
olution. (2014). Alternative Dispute Resolution. Avail-
able at: <https://globalarbitrationreview.com/survey/
the-guide-regional-arbitration/2015/article/interna-
tional-centre-alternative-dispute-resolution-icadr>
(Last access: 1 May, 2025).

9 Alobo, E. E. (2021). Commercial Law and Practice.
Princeton & Associate Publishing Co. Ltd., p. 2.

10 Ajetumobi, A. (2017). Alternative Dispute Resolution
and Arbitration in Nigeria in Nigeria, Law, Theory and
Practice. Princeton & Associates Publishing Co. Ltd.,
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1.2. Mediation

This is the resolution of disputes by ref-
erence of the dispute to a neutral third party
called the mediator In mediation, the parties
may agree that the mediators be appointed by
a body, person, or institution in the event of
disputes between them. Also, the parties may
specify the qualities which the mediators must
possess before he can have the jurisdiction to
resolve disputes between the parties using me-
diation. For example, the parties may decide
that the chief judge of a state should appoint
a mediator who must be a Nigerian and be
trained in marine law in the event of disputes
between them. Mediation involves the interven-
tion of a neutral third party, who is referred to
as a mediator, to help disputing parties resolve
their dispute.’? The stages of mediation are: the
Introduction stage; the opening stage; the pri-
vate caucus session; the joint session; and the
settlement stage.®

The Nigerian Arbitration and Mediation Act
2023 defines mediation as:

A process, whether referred to by the
expression mediation, conciliation or an
expression of similar import, where parties
request a third person “the mediator” to as-
sist them in their attempt to reach an am-
icable settlement of their dispute arising
out of or relating to a contractual or other
legal relationship but the mediator does
not have the authority to impose upon the
parties a solution to the parties.”

From this definition, it can be noted that,
unlike an arbitrator, a mediator does not have
the power to give a binding decision; he can
only facilitate the process. Also, in terms of

p. 75.

11 Malemi, E. (2010). The Nigerian Legal Method (1% edi-
tion). Princeton Publishing Company.

12 Alobo, E. E. (2021). Commercial Law and Practice.
Princeton & Associate Publishing Co. Ltd.

13 Blake, S. Browne, J., Sime, S. (2021). The Jackson Al-
ternative Dispute Resolution Handbook (3™ edition).
Oxford University Press.

14 Arbitration and Mediation Act. (2023). (AMA). Section
91.

flexibility, mediation has a more flexible ap-
proach towards the resolution of a dispute. In
the course of resolution, the parties in media-
tion may choose to state facts throughout the
proceedings, but there is a point in arbitration
where claims must be made in arbitration.

1.3. Arbitration

Arbitration means, ‘a commercial arbitra-
tion whether or not administered by a per-
manent arbitral institution’. Arbitration is ‘a
process of ADR in which a neutral third party,
called an arbitrator or neutral, renders a deci-
sion after a hearing at which both parties have
an opportunity to be heard” It was defined in
the case of Commercial Insurance v. Alli*® as a
mechanism by which parties agree to have their
dispute settled by a neutral third party” and to
be bound by the decision that such third party
makes. Therefore, when the arbitrator makes his
award, it is final, binding, and cannot be chal-
lenged based on law or evidence unless that is
reasonable. It has also been judicially decided
in the case of C.N. Onuselongu International En-
terprises v Afribank Nig. Ltd." that arbitration
is a voluntary agreement between the parties
to resolve their dispute, which is recognised by
the court. Hence, the court will give its support
to see to its smooth administration. Arbitration
is commonly known in Nigeria as a mechanism
for settling commercial disputes.

2. FAMILY AND
FAMILY DISPUTES

To understand the definition and dynamics
of family disputes, it is important to define what
a family is. A family is:

a group of closely related people, known
by a common name and consisting usually

15 Alobo, (n 9).

16 (1992). 3 NWLR (Pt 232).
17 Disinterested party.

18  (2005). LCN/1790 (CA).
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of a man and his wives and children, his
son’s wives and children, his brothers and
half-brothers and wives and children, and
probably near relations.”

Simply put, a family is made up of people
who are related by blood or by marriage. Al-
though in some other countries, marriage now
occurs between people of the same sex, in Ni-
geria, Legal marriage can only exist between a
man and a woman. The only type of marriage
recognised under the MCA is the monogamous
marriage. Therefore, a standard family in the Ni-
gerian legal parlance is that consisting of a man
and a woman and their children. For this paper,
a family will be considered as stemming from
a legal marriage between a man and a woman,
with or without children.

As in any form of human relationship where
disputes arise, so do family disputes arise
among family members. Family disputes have
been defined as ‘any conflicts that occur within
a family-between husbands and wives, parents
and children, between siblings, or with extend-
ed families (grandparents, aunts, uncles, etc.)’?
Hence, family disputes may be in the form of
couples seeking dissolution of marriage, or
separated couples fighting over custody of chil-
dren, or fights over ownership of property, or
spousal maintenance. It can also be extended
family members fighting over family properties.

Family dispute is a very distinct form of
conflict because family members involved in
the conflict are emotionally attached, their
relationships are usually on a long-term ba-
sis, and each family has its own uniqueness
and peculiarity.? These uniqueness and pecu-
liarity need to be put into consideration when
resolving family conflicts. Dispute resolution

19 See Green, M. M. (1941). Land Tenure in lbo Village in
South Eastern Nigeria. Routledge; see also, Nwogugu,
E. I. (2014). Family Law in Nigeria (3™ edition). HEBN
Publishers Plc.

20 Malek, C. (2013). International Conflict. Available at:
<https://www.beyondintractability.org/coreknowl-
edge/international-conflict> (Last access: 1 May,
2025).

21 Malek, C. (2013). Family Conflict. Available at:
<https://www.beyondintractabiity.org/coreknowl-
edge/family-conflict> (Last access: 1 May, 2025).

mechanisms that take into consideration the
unique features of families having disputes will
be more effective in resolving the dispute. The
strict rule of the court system may not address
the entire issue causing the dispute effectively.
There are some family issues that are the core
basis of the dispute that should never be made
public, and that family members will not openly
discuss in the courtroom.

Types of Family Conflict — Conflicts between
husband and wife include: divorce, property
rights, maintenance, and child custody; Sibling
rivalry: this type of family dispute deals mainly
with children of the same parents fighting; and
Parent-Child conflict: this can be a dispute be-
tween a child and his or her father or mother or
both parents.

Forthisarticle, the type of family dispute that
will be focused on is the conflict between hus-
band and wife. The causes of this type of family
dispute vary depending on each circumstance.
Issues like infertility, financial problems, poor
communication, infidelity, opposing parenting
styles, and the need for independence, among
others.? Some of the issues which emanate
from conflicts between husbands and wives are
divorce, determination of property rights own-
ership, spousal maintenance, and child custo-
dy. These issues are delicate legal issues that
ought to be determined with care.

3. SETTLEMENT OF FAMILY
DISPUTES IN NIGERIA

In Nigeria, the family is considered a sacred
unit built on the sacred institution of marriage.?
Traditionally, it is considered a union between
two families - the bride’s and the groom’s fam-
ilies. Therefore, based on the importance at-

22 Aye, E. N. and others. (2016). Family Conflict and Man-
aging Strategies: Implication for Understanding Emo-
tion and Power Struggles. Global Journal of Psycholo-
gy Research: New Trends and Issues, 6(3), p. 156.

23 Ugwu, N. V., Okoye, K. M., Agbo C. O. (2024). Moral
Challenges of Marriage Institution in the Contempo-
rary Igbo Christian Society. Nsukka Journal of Religion
and Cultural Studies, 12(1), pp. 62, 63.
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tached to marriage by society, a couple cannot
decide to change their marital status by them-
selves. It is on this basis that the MCA provides
that disputes emanating from a marriage under
the MCA that falls into the category of matrimo-
nial causes may be resolved through litigation
at the State High Court. Section 2 (1) of the MCA
states that:

A person may institute matrimonial
causes under this Act in the High Court of
any state of the Federation, and for that
purpose, the High Court of each State of
the Federation shall have jurisdiction to
hear and determine ... matrimonial causes
under this Act.

Section 114 of the MCA defines matrimonial
causes as proceedings for a decree of disso-
lution of marriage, nullity of marriage, judicial
separation, restitution of conjugal rights, and
jactitation of marriage;** decisions on spousal
maintenance, custody, and maintenance of chil-
dren in matters resulting from a case instituted
for any of the aforementioned decrees.”® With
these provisions, it is clear that most matters
relating to family that emanate from marriage
under the MCA in Nigeria may be resolved in a
High Court in Nigeria.

The phrase, ‘may institute matrimonial caus-
es under this Act in the High Court of any state
of the Federation’ suggests that it is not a com-
pulsory provision, and if there are other set-
tlement options, the party may explore them.
Although the use of ‘may’ in a statute generally
makes a provision discretionary, there are in-
stances where such provisions are mandatory.
For instance, the Court of Appeal in the case of
Sino-Afric Agriculture & Ind Company Ltd & Ors
v. Ministry of Finance Incorporation & Anor held
that the ‘may’ in an arbitration Clause does not
render the agreement by the parties to resolve
the dispute through arbitration useless. Rath-
er, it allows the parties to decide to forgive the
contractual right if they so please, but where
the contractual right is not forgiven, it is man-

24 MCA. (1970). Section 114(1)(a).
25 Ibid., 114(1)(c).

datory for them to arbitrate.”® That is, a party
can decide to forgive the other party and not
approach arbitration when a dispute arises, but
if he decides not to forgive, he must resolve the
dispute through arbitration. Bringing this argu-
ment to Section 2 of the MCA, the ‘may’ refers to
the right of the party to decide not to approach
the Court that is litigation when matrimonial
causes arise. It, however, compels the parties to
ensure that if they ever decide to approach the
court, they should approach a State High Court.
The ‘may’ there pertains to the question of the
exercise of your rights, not the destination.
Therefore, a party can decide to resolve their
matrimonial causes outside the courtroom.

The question that now comes up is whether
all matrimonial causes can be resolved using
other mechanisms chosen by the parties. The
answer is No. The general rule of interpretation
that a provision of a law should not be inter-
preted in isolation applies. The MCA should be
interpreted in consideration of its entire provi-
sions. Section 56 of the MCA provides that the
dissolution of a marriage can only be done by
an order of Decree Nissi and Decree Absolute
granted by a court of competent jurisdiction.”
Thus, dissolution of marriage, also known as di-
vorce, can only be done by the court. This is be-
cause the marital status of the couple does not
affect only the couple; it affects society as well.
Therefore, dissolution is not about the par-
ties alone, and they cannot decide their status
by themselves because the public, which was
aware of their marriage, must be aware of its
dissolution.?®

Nonetheless, other matrimonial causes that
only affect the couple, such as spousal main-
tenance, property rights, and child custody,
can be resolved by mechanisms chosen by the
parties. There is no strict provision in the MCA
for these to be resolved in the High Court. Par-

26 (2013). LPELR-22370 (CA).

27 MCA. (1970). Section 56.

28 Adepoju, A. A. (2024). Dissolution of Marriage and the
Choice of Law: Matters Arising. PPLRUNLAW Review,
Vol. 3, no. 1. Available at: <https://runlawjournals.
com/index.php/pplrunlaw/article/view/93> (Last ac-
cess: 4 May 2025).
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ties are at liberty to decide how they want to
resolve their disputes, provided their decision
to do so will not be injurious to public interest.
The Supreme Court in Abey v Alex®® per Uwaifo
JSC stated that, ‘it would appear that it can be
argued that the power to settle or compromise
at any stage of a pending proceeding extends
even to those compromising judgments in cer-
tain situations’. This decision suggests that the
power of the parties to resolve their dispute
is infinite. Where parties agree to do some-
thing other than what the court has decided,
the parties are superior to the court for their
own dispute. In Offor v Leaders & Co Ltd,* the
Court of Appeal held that, ‘it is settled law that
parties are entitled to settle or compromise a
dispute at any stage of pending proceedings...
this right has been held to extend even to that
of compromising judgments in civil actions’. A
combined interpretation of these decisions is
that parties can decide to handle their disputes
however they choose to, provided their decision
does not affect a third party negatively. As such,
parties can decide to resolve their matrimonial
causes other than dissolution of marriage using
any resolution mechanism they so desire.

The MCA recognises the need for parties to
matrimonial causes to try to resolve their dis-
putes without court intervention. This explains
why Section 11 provides that parties who have
filed for dissolution of marriage must attempt
to resolve the dispute outside the court before
proceedings can commence. Evidence of such
a reconciliatory process must be presented in
court and must have been unsuccessful be-
fore the court can proceed with the hearing of
the petitions. Although in the instance of this
Section, their lawyer is the neutral third party
helping them to resolve the dispute. This paper
opines that if the Courts have taken judicial no-
tice of the possibility of resolving matrimonial
causes outside the courtroom with a lawyer
acting as the neutral third party, then it should
be possible to use ADR to resolve family dis-
putes without instituting action in court. ADR

29 (1999). 14 NWLR (Pt 637) 148 at 159.
30 (2007). 7 NWLR (Pt 1032) 1.

mechanisms should be explored more by par-
ties to family disputes in order to resolve their
disputes amicably and more satisfactorily.

4. POSSIBILITY OF MEDIATING
FAMILY DISPUTES IN NIGERIA

The Arbitration and Mediation Act 2023 (AMA
2023) repealed the Arbitration and Conciliation
Act 1988 and became the first Act on Mediation
in Nigeria. AMA 2023 makes provision for differ-
ent kinds of mediation. In particular, it recog-
nises domestic civil mediation.?' That is, AMA
2023 encourages mediation of civil matters in
Nigeria. Family disputes are a civil matter and,
as such, can be subjected to mediation for their
resolution. Section 70 (4) of AMA 2023 provides
that cases can be referred to mediation from
arbitration, litigation, and other similar pro-
ceedings. This means that the court can refer
certain matters to mediation where it deems it
appropriate to do so. Therefore, civil matters in-
volving family disputes other than divorce can
be referred to mediation. Permission to have
a virtual mediation process. Section 82 (2), the
settlement agreement resulting from a media-
tion shall be binding on the parties and enforce-
able in court as a contract, consent judgment,
or consent award. The Act makes provision for
mediation in Sections 67 and 87 of the Act.

5. THE EXTENT OF USE

OF ALTERNATIVE DISPUTE
RESOLUTION MECHANISMS TO
RESOLVE FAMILY DISPUTES IN
OTHER JURISDICTIONS

In most countries, mediation and arbitra-
tion are the major ADR mechanisms used to re-
solve family disputes. Some of the jurisdictions
that will be examined are the United Kingdom,
because of the close relationship of our legal
systems as a result of colonialism, the United

31 Arbitration and Mediation Act. (2023). Section 67(1)
(c).
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States, because it is a world-class society that
is known for being at the forefront of several
legal innovations, and Finland, for its robust
practice of family arbitration.

5.1. The United Kingdom

Mediation is often used in the United
Kingdom to resolve child custody and care
disputes.®? ‘Family mediation remains an in-
creasingly popular option for many separating
couples and a priority of the United Kingdom
government’.®® The fact that ADR enables par-
ties to a dispute to decide how they want their
disputes to be resolved has made ADR a more
likeable dispute resolution option for parties to
family disputes.** ADR mechanisms used mainly
in the UK are mediation, collaborative law, arbi-
tration, and negotiation through lawyers.

5.1.1. Collaborative practice

This is also known as collaborative law. It
was established by Stuart Webb, a Minnesota
family lawyer, and has been widely received in
countries like the United States, Europe, Cana-
da, Australia, and was launched in England in
2003.% It is a voluntary and facilitates the family
law process, enabling couples who have decid-
ed to end their marriage to work with their law-
yers and other family professionals, in order to
achieve a settlement that best meets the spe-

32 Macroberts, F. (2024). Mediation: The Path to Re-
solving Child Disputes. Available at: <https://www.
lexology.com/library/detail.aspx?g=67e5b694-7f61-
4209-b005-8533d0b6eb5f> (Last access: 14 February,
2025).

33 Lexology. (2024). The UK Government has Rejected
Mandatory Mediation for Family Disputes in England
and Wales. Available at: <https://www.lexology.com/
library/detail.aspx?g=abbcd3d1-20fb-40f7-9953-a24e
df247563> (Last access: 4 May 2025).

34 Tyler, L. (2021). Alternative Dispute Resolution in
Family Law. Weightmans. Available at: <https://www.
weightmans.com/insights/alternative-dispute-resolu-
tion-in-family-law/> (Last access: 4 May 2025).

35 International Academy of Collaborative Professionals
(IACP). (2023). What is collaborative practice? Avail-
able at: <https://www.collaborativepractice.com>
(Last access: 14 June 2025).

cific needs of both parties and their children,
thus avoiding the uncertain outcome of the
court.*® Parties are expected to have signed a
participation agreement, which binds them to
the process and also provides that the lawyers
who represent them in the process cannot rep-
resent them in litigation if they later decide to
go to court.

The Participation Agreement provides for
the following: parties should not go to court
during the process; parties should disclose all
documents and information relating to the dis-
pute; the experts will be neutral, and who will
be hired will be decided by both parties; it will
be a win-win situation; and their children will
not be involved in the process. It addresses le-
gal, emotional, and financial issues through a
team made up of lawyers, mental health profes-
sionals, or child specialist, and a financial spe-
cialist.’ The agreement reached is submitted to
the court for approval.®

5.1.2. Mediation

It is a process a neutral third party helps
couples identify their issues and foster solu-
tions. The mediator, after the introductory
stage, holds a private session called a caucus
through which he tries to understand the de-
mands, interests, positions, and oppositions of
the parties, before proceeding to hold a joint
session with them to reconcile their differenc-
es.* At the joint session, the mediator focuses
on the interests of the parties. In the case of
mediation relating to family issues, such in-
terests include budget, parenting schedules,
financial obligations, and properties, among
others. The mediation ends when parties have
agreed on all the issues and the mediator has
sent the terms to the judge to sign.

There are various techniques of mediation
that have been put in place to ensure that par-

36 Ibid.

37 Ibid.

38 Texas Family Law Code. Section 6.603(b) 148.

39 International Academy of Collaborative Professionals

(IACP). (2023). What is collaborative practice? Avail-
able at: <https://www.collaborativepractice.com>
(Last access: 14 June 2025).
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ties to a family dispute utilize mediation before
approaching the court. There is the Compulsory
Mediation Information and Assessment Meeting
(MIAM), which parties must attend before they
can approach the family court. At this meeting,
the parties meet with the mediator to deter-
mine if their dispute is suitable for mediation.

Parties to family disputes involving the fol-
lowing are exempted from attending MIAM: a
party who has evidence of domestic violence
against the other part; the application involves
a child; the party already attended an MIAM; the
party has applied for an exemption from MIAM
within the last four months preceding the case;
and if the application needs urgent attention
because failure to do so may: lead to risk to life
of a party, a party suffering significant hardship,
cause risk to the life of a child and so on. There
is a legal aid option for parties to a dispute
who are not working or on a low income. In the
United Kingdom, there is the Family Mediation
Council. People who want to utilize mediation in
the UK are advised to pick the mediators from
those registered with this council.*

5.1.3. Arbitration

Arbitration is an ADR mechanism where
divorcing couples select a neutral third party,
called an arbitrator with family law experience,
to hear their case and give a final decision after
having heard from both parties.

5.1.4. Private financial dispute

resolution

Private Financial Dispute Resolution is a ne-
gotiation that takes place during the hearing
of a financial remedy court application. This
process is led by a judge, and the judge guides
the parties on the best way to resolve their dis-
putes.” The judge is not allowed to impose a

40 Family Mediation Council. (2023). Code of Practice for
Family Mediators. Available at: <https://www.family-
mediationcouncil.org.uk/code-of-practice/> (Last ac-
cess: 1June, 2025).

41 Ministry of Justice. (2023). Financial Dispute Resolu-
tion (FDR): A Guide for Parties S. Available at: <https://
www.gov.uk/government/publications/financial-dis-
pute-resolution-fdr> (Last access: 1 June, 2025).

decision on the parties. This mechanism is used
to resolve the financial aspect of a family dis-
pute. Parties are expected to focus on reaching
a compromise and settling their dispute. Hence,
parties do not give evidence at FDR.

9.1.5. Mediation voucher scheme

As a response to COVID-19, the UK gov-
ernment launched a ‘Time-limited Mediation
Voucher Scheme’ to help people resolve their
family disputes. This scheme was also launched
to encourage people to utilize mediation in re-
solving their family disputes. The UK govern-
ment contributes 500 Euros towards the cost of
mediation to encourage people who are eligible
to use the scheme.

5.2. The United States
of America

Family disputes in the United States encom-
pass a wide range of issues that can arise within a
family, including divorce, child custody, visitation
rights, child support, and spousal support, among
others. These disputes are inherently sensitive
and can have a lasting impact on the well-being
of family members, particularly children, and can
lead to prolonged conflicts and emotional trauma
if it is not addressed effectively. Due to the sen-
sitivity involved in family disputes, the use of Al-
ternative Dispute Resolution is encouraged as a
mechanism for settling disputes.

In family law cases, courts in the United
States often encourage parties to consider
ADR processes before attempting traditional
litigation. Some States have specific rules that
require parties in family law disputes to par-
ticipate in mediation or other ADR processes
before going to court. For example, Texas Stat-
utes Civil Practice and Remedies Code in Sec-
tion 154 provides that:

It is the policy of this State to encourage
the peaceable resolution of disputes, with
special consideration given to disputes in-
volving the parent-child relationship, in-
cluding the mediation of issues involving
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conservatorship, possession, and support
of children, and the early settlement of
pending litigation through voluntary set-
tlement procedures.”

Title 9 of the US Code establishes federal law
supporting arbitration.** These requirements
are often aimed at promoting cooperative solu-
tions, reducing conflict, and easing the burden
on the court system. The United States offers
a wide range of Alternative Dispute Resolution
mechanisms for family law disputes, such as:
Mediation, Arbitration, Early Neutral Evaluation,
Collaborative law, and Parenting Coordination.*

5.2.1. Mediation

Mediation allows families to address issues
such as divorce, child custody, visitation, and fi-
nancial matters in a more collaborative and pri-
vate setting. During a mediation session, each
party is allowed to express their concerns and
interests while the mediator helps guide the
conversation toward finding common ground.
The mediator does not make decisions for the
parties but instead helps them explore options
and come up with creative solutions that meet
everyone’s needs. There is no specific federal
legislation governing mediation in the United
States. However, many states have adopted the
Uniform Mediation Act* to provide a consistent
framework for mediation.

42 Texas Statutes Civil Practice and Remedies Code.
Available at: <https://statutes.capitol.texas.gov/
Docs/CP/htm/CP.154.htm#:~:text=1t%20is%20the%20
policy%20of,settlement%200f%20pending%20litiga-
tion%20through> (Last access: 22 May 2025).

43 Cornell Law School. (2025). Alternative Dispute Res-
olution. Available at: <https://www.law.cornell.edu/
wex/alternative_dispute_resolution#:~:text=For%20
national%20arbitration%2C%20Title%209,numer-
ous%20state%20laws%200n%20ADR> (Last access:
22 May, 2025).

44 Swartz, H. (2025). What is Alternative Dispute Resolu-
tion? Available at: <https://highswartz.com/services/
adr-alternative-dispute-resolution/family-law-adr/>
(Last access: 22 May, 2025).

45 Uniform Mediation Act. Available at: <https://
www.uniformlaws.org/HigherlLogic/System/
DownloadDocumentFile.ashx?DocumentFileKey=-
9b33a2118-841a-478c-e884-f3bf68b2b12c&forceDia-
log=0> (Last access: 22 May, 2025).

5.2.2. Arbitration

Arbitration is a more formal process in
which a neutral third party, known as the arbi-
trator, acts as a decision-maker. The arbitrator’s
decisions are legally enforceable and act as a
replacement for a trial. In family law matters,
you can use arbitration to resolve most kinds
of disputes. The North Carolina Family Law Ar-
bitration Act states that one can agree to arbi-
trate all issues arising from a marital separation
or divorce, except for the divorce itself, while
preserving a right of modification based on a
substantial change of circumstances related to
alimony, child custody, and child support.* For-
ty-nine states have adopted the 1956 version of
the Uniform Arbitration Act as state law.”

5.2.3. Early Neutral Evaluation

Early Neutral Evaluation (ENE) in family dis-
putes in the United States involves a process
where a neutral third party assesses the case
and gives evaluative feedback and recommen-
dations to help parties resolve without going
to trial. Early Neutral Evaluation was first ad-
opted to deal with the rising demand for custo-
dy evaluations and initially used only for child
custody and parenting time (visitation) cases.
This is known as Social Early Neutral Evalua-
tion (SENE). Early Neutral Evaluation has sub-
sequently evolved to include a separate second
program known as Financial Early Neutral Eval-
uation (FENE), which focuses on child support,
alimony, and property division.*®

46 New Direction. (2021). Arbitration as an Alter-
native to Family Court. Available at: <https://
newdirectionfamilylaw.com/blog/separation-di-
vorce/arbitration-as-an-alternative-to-fam-
ily-court/#:~:text=The%20North%20Caroli-
Nna%20Family%20Law, %2C%20and%20child%20
support.%E2%80%9D%20In> (Last access: 22 May,
2025).

47 Cornell Law School, (n 42).

48 Shaw, E. Family Law, Exploring Early Neutral Evalu-
ation in Family Cases. Available at: <https://www.
google.com/url?g=https://erinshawfamilylaw.
ca/wp-content/uploads/Exploring-ENE-in-Fami-
ly-Cases-Final-April 28.pdf&sa=U&sqgi=2&ved=2a-
hUKEwi2p53FW60GAXWcWKEAHVYDD1YQFnoEC-
B8QAQ&usg=A0vVaw3CY8ImlbKaRkD6EQPJSgKJ>
(Last access: 22 November, 2025).




52

#35, september, 2025

5.2.4. Collaborative law

Collaborative law was originally developed
in the United States of America.”” Collaborative
law is a relatively new method of alternative
dispute resolution primarily used in divorce and
family cases. In this process, each party hires a
lawyer, and professionals like financial experts
or divorce coaches may be involved. The par-
ties come together to negotiate agreements. It
is similar to mediation; a key difference is that
in collaborative law, the parties agree not to in-
volve the court system. If a lawsuit is threatened,
the lawyers must withdraw from the process.
Although it is more cost-effective than going to
court, collaborative law can be more expensive
and time-consuming than mediation due to the
involvement of lawyers and specialists.*

5.2.5. Parenting coordination

Parenting coordination is a specialized form
of family law Alternative Dispute Resolution
(ADR) in the USA that focuses on resolving par-
enting disputes. A parenting coordinator (PC)
assists parents in creating and adhering to par-
enting plans. This process helps parents resolve
disagreements concerning their children in a
structured and cooperative manner, aiming to
reach agreements that prioritize the well-being
of the children involved.”

ADR is prevalent for resolving family dis-
putes in the United States. It provides a con-
ducive environment for respectful communi-
cation, compromise, and understanding. Using
ADR instead of traditional litigation can help

49 MacDonald, N. (2023). Alternative Dispute Resolution
Options in Family Matters. Available at: <https://www.
newtons.co.uk/news/alternative-dispute-resolution-op-
tions-in-family-matters/> (Last access: 23 May, 2025).

50 Cornell  Law  School.  (2025). Collaborative
Law. Available at: <https://www.google.com/
url?g=https://erinshawfamilylaw.ca/wp-content/
uploads/Exploring-ENE-in-Family-Cases-Final-April
28.pdf&sa=U&sqgi=2&ved=2ahUKEwi2p53F-
W60GAXWcWKEAHVYDD1YQFnoECB8QAQ&usg=A0V-
Vaw3CY8ImlbKaRkD6EQPISaKJ> (Last access: 23 May,
2025).

51 Swartz, H. (2025). What is Alternative Dispute Resolu-
tion? Available at: <https://highswartz.com/services/
adr-alternative-dispute-resolution/family-law-adr/>
(Last access: 22 May, 2025).

families achieve faster, more cost-effective, and
less adversarial resolutions that prioritize the
well-being of the children and the family as a
whole. ADR methods emphasize confidentiality,
which is beneficial in sensitive family matters
where privacy is crucial. It is also more flexi-
ble, allowing families to tailor solutions to their
unique circumstances.

5.3. Finland

Finland is a country with a great model for
family dispute mediation. Family mediation in
Finland is divided into three different stages,
and each stage deals with a distinct aspect of
family law. The three stages are:

1. Out of court mediation: This stage is
handled by social services and family
mediators. It deals with disputes relating
to child care and custody;

2. Court mediation: this deals with disputes
relating to custody, housing, right of ac-
cess, and financial support of children;

3. Mediation to implement a decision: Me-
diation in Finland is voluntary, confiden-
tial, and free. The mediator is usually a
judge, assisted by an expert such as a
social worker or a psychologist. The de-
cision ordering mediation does not re-
quire the consent of the parties.

The Finnish legal system recognizes the im-
portance of ADR as a means to achieve efficient
and amicable resolution of disputes, particu-
larly in family law disputes where maintaining
relationships is a priority. Due to the financial
costs, lengthy process, and adversarial nature
of litigation, individuals often prefer alternative
dispute resolution methods when it comes to
matters in family law.%

In Finland, there are several Alternative Dis-
pute Resolution mechanisms available to dis-

52 Liakka, A. (2023). Child Custody Disputes in Finland:
The Primacy of Mediation. Lawyermonthly. Available
at: <https://www.lawyer-monthly.com/2023/09/
child-custody-disputes-in-finland-the-primacy-of-me-
diation/> (Last access: 14 May, 2025).
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putants including arbitration, mediation, and
collaborative law.

5.3.1. Arbitration

Arbitration is a dispute resolution mech-
anism where parties agree to have their case
heard and settled by one or more independent
and impartial individuals called arbitrators,
rather than going through traditional court pro-
cesses. Arbitration in Finland is governed by the
Finnish Arbitration Act of 1992. This Act estab-
lishes the procedures and guidelines for arbi-
tration proceedings in Finland, ensuring that
parties have a fair and efficient process for re-
solving their disputes.®

In addition to the Finnish Arbitration Act, the
Rules of the Arbitration Institute of the Finnish
Chambers of Commerce play a significant role
in shaping arbitration in Finland.>* The Institute,
also known as the Finland Arbitration Institute
(FAI), is a leading arbitration institution in Fin-
land that offers a range of services to facilitate
arbitration proceedings.

5.3.2. Mediation

Mediation is a process where a trained me-
diator facilitates discussions between parties
to help them reach a mutually acceptable res-
olution to their dispute. It focuses on commu-
nication, understanding, and finding a common
ground to achieve a peaceful and voluntary
agreement. Mediation in Finland is governed
by the Finnish Bar Association Mediation rules*

53 Cupore. (2016). Availability of Alternative Dispute
Resolution Mechanisms. Available at: <https://www.
cupore.fi/images/tiedostot/pilottitutkimusraportit/
pilotreport_ds10_availabilityofalternativedisputeres-
olutionmechanisms.pdf> (Last access: 19 May, 2025).

54 Salsa, P. (2021). IP Litigation and Alternative Dis-
pute Resolution Options in Finland. Berggren.
Available at: <https://www.berggren.eu/en/
blog/ip-litigation-and-alternative-dispute-res-
olution-options-in-finland#amp_ tf=From%20
%251%24s&ao0h=17162924200167&refer-
rer=https%3A%2F%2Fwww.google.com&amp-
share=https%3A%2F%2Fwww.berggren.
eu%2Fen%2Fblog%2Fip-litigation-and-alternative-dis-
pute-resolution-options-in-finland> (Last access: 19
May, 2025).

55 Cupore, (n 52).

and the Finnish Act on Mediation,”® among
others. The Finnish Bar Association provides
a standard mediation service where a trained
mediator, who is an impartial and independent
member of the Finnish Bar registered with the
Mediation Board, assists parties in peacefully
resolving their disputes.

5.3.3. Collaborative law

Collaborative law is a cooperative approach
to resolving legal disputes, typically used in
family law matters, where the parties and their
lawyers work together to find mutually satis-
factory solutions without going to court. The
process involves the use of experts such as
psychologists who serve as child development
experts, and in some cases, divorce coaches,
mental health professionals who help the par-
ties in reaching a resolution.” In Finland, Col-
laborative Law is governed by the Collaborative
Law Act, which outlines the rules and proce-
dures for the process.®

Family mediation in Finland aims to help
separated or divorcing couples resolve conflicts
related to child custody, visitation rights, and
financial support in a peaceful and collabora-
tive manner. The primary goal is to promote
communication, cooperation, and co-parenting
agreements that are in the best interests of the
children involved. Family mediation in Finland
seeks to reduce the emotional and financial
costs of litigation, while empowering families
to create sustainable solutions that work for
everyone involved. Mediation can help families
address sensitive issues, improve communica-
tion, and work towards a positive and respect-
ful co-parenting relationship after separation.

56 Act on Mediation in Civil Matters and Confirmation of
Settlements in General Courts. Available at: <https://
www.finlex.fi/en/laki/kaannokset/2011/en20110394.
pdf> (Last access: 20 May, 2025).

57 Hechtman, S. B. S. (2023). ADR in Family Law: When
is it Suitable? Lawyermonthly. Available at: <https://
www.lawyer-monthly.com/2023/07/adr-in-family-
law-when-is-it-suitable/> (Last access: 20 May, 2025).
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land. Available at: <https://lawzana.com/collabora-
tive-law-lawyers/finland> (Last access: 20 May 2025).
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6. BENEFITS OF RESOLVING
FAMILY DISPUTES THROUGH

AN ADR MECHANISM:

It is confidential and devoid of publicity:
as a result of the peculiarity of family re-
lationships and family disputes, resolu-
tion of family disputes in most instances
requires a very confidential mechanism.
ADR is a settlement mechanism that of-
fers confidentiality as a major attribute.
This major attribute will encourage par-
ties in family disputes to utilize it, as in
most instances, they do not want their
family issues to be public;

It encourages party autonomy: another
unique attribute of ADR is party auton-
omy. Parties are at liberty to decide how
they want their disputes to be resolved.
They can choose the venue for the dis-
putes, the language, and the person who
will help them resolve the dispute;

It is a speedy means of dispute resolu-
tion: ADR affords parties a swift resolu-
tion of their disputes;

It can help to foster communication be-
tween parties: the neutral third parties
are trained facilitators who aim at help-
ing parties to relate the cause of their dis-
putes with minimal emotional outburst;
Its process can be tailored towards the
needs and concerns of the parties: party
autonomy encourages party-based dis-
pute resolution, so parties can have the
resolution tailored towards a win-win
situation. In that way, all the parties gain
from the resolution, and the dispute is
resolved amicably.

7. THE CHALLENGES OF
USING ALTERNATIVE DISPUTE
RESOLUTION TO RESOLVE
FAMILY DISPUTES IN NIGERIA

Lack of rules: a potent question that
arises for determination is the extent to

which ADR is applicable in Nigeria. In or-
der to make this determination, recourse
must be had to the Nigerian legislation,
Case Laws, and also reviews by scholars.
ADR as a mechanism for resolving fam-
ily disputes does not have enough le-
gal backing in Nigeria. Whether through
statutes or case laws;

Lack of Awareness: In a country like Ni-
geria, it has become a settled practice
that disputes must be resolved in court.
Several people are not aware of the pos-
sibility of resolving their disputes out of
court. Even when the options are pre-
sented, it seems implausible for them
to do so. Hence, awareness of ADR is a
great impediment to the use of ADR to
resolve all kinds of disputes in Nigeria,
including family disputes;
Unenforceability and non-recognition
of decisions emanating from some ADR
mechanisms: one of the reasons parties
to a dispute prefer to go to court is be-
cause of the belief that judgments of the
courts are more enforceable than deci-
sions reached amongst themselves. The
fact that most ADR mechanisms safe for
arbitration are not binding is an imped-
iment to the utilization of ADR for re-
solving disputes, such as family disputes
whose resolution would have a perma-
nent effect on the status of a person;
Uncooperative parties: Some parties are
not aware of the possibility of resolving
their disputes outside the courtroom.
Hence, when the option to do so comes
in, they refuse to participate. For them, it
is either a settlement in court or nothing.
These types of people make it difficult
for ADR to be utilized in settling family
disputes. This is because all ADR mecha-
nisms are built on the fundamental prin-
ciple of party autonomy. Parties must
agree to resolve their disputes through
ADR. Where a party is unwilling to utilize
ADR in resolving a dispute, the other par-
ty cannot forcefully ensure participation.
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e The tendency for ADR to be expensive:
parties to ADR are saddled with the re-
sponsibility of paying the cost of what-
ever mechanism of ADR they have cho-
sen to utilize. They have to provide the
venue and pay the neutral third party
that would help with the settlement of
the disputes. Sometimes these costs
can become unbearable for one or both
of the parties to the dispute. For in-
stance, a partner who has been aban-
doned and is already finding it difficult
to feed may not be able to afford medi-
ation as a mechanism to seek spousal
maintenance.

8. RECOMMENDATIONS
8.1. Public awareness and
sensitization campaigns

The National Orientation Agency (NOA), the
Nigerian Bar Association (NBA), and civil society
organisations should initiate coordinated me-
dia efforts (radio, television, and social media)
to educate the public about the benefits of ADR
for resolving family-related disputes. Commu-
nity outreach through traditional and religious
institutions should also be employed.

8.2. Institutionalization of
ADR training

Legal practitioners, court officials, and so-
cial workers should undergo continuous pro-
fessional development in family mediation
and arbitration through statutory institutions
like the Chartered Institute of Arbitrators (CIA-
rb), Nigerian Institute of Chartered Arbitrators
(NICArb), and legal education bodies. Certifi-
cation and regulatory frameworks should be
developed to ensure professionalism and ac-
countability.

8.3. Enactment of a family
ADR framework

Nigeria should develop a standalone Family
Mediation and Arbitration Act to govern non-lit-
igation family dispute resolution processes.
This would ensure procedural clarity and pro-
mote the enforceability of agreements arising
from ADR processes in family law.

8.4. Amendment of the
Matrimonial Causes Act (MCA)

The MCA should be amended to explicit-
ly permit the use of ADR mechanisms, partic-
ularly for spousal maintenance, child custody,
visitation rights, and property settlement, be-
fore and during litigation. Mandatory mediation
sessions (similar to MIAMs in the UK) should be
introduced as a prerequisite to filing family dis-
putes in court.

8.5. Legal aid for ADR

ADR services should be included within the
scope of legal aid for indigent parties. A gov-
ernment-funded mediation voucher scheme
(as piloted in the UK) could be introduced to
lower the cost barrier for vulnerable individu-
als, especially in matters of child custody and
maintenance.

CONCLUSION

The application of ADR mechanisms in the
resolution of disputes has long aided in the
administration of the justice system. Some fac-
tions no longer regard ADR as an alternative but
an appropriate resolution process since it pro-
vides the most veritable and flexible means of
resolving disputes. Although its application is
limited due to ADR being particularly unappli-
cable in the resolution of family disputes.

Several legislations limit the resolution of
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disputes arising under them to litigation. This
limitation includes family disputes. The inevi-
tability of disputes in every human relationship
or interaction requires a corresponding devel-
opment of the means through which these dis-
putes can be resolved when they arise.

Family disputes remain a type of dispute
that ought to be settled timely manner to curb
damages, destruction, and to breed peace and
development. In view of this, there should be
the establishment of Family courts to hear and

determine matters relating to children which
emanates under a marriage. The High Courts
have also made efforts to develop court rules
and procedures that will see to the efficient and
effective resolution of family disputes. The role
of the legislature cannot be underemphasised.
They have helped and assisted in the enact-
ment of laws that will assist in the resolution or
guide in the determination of issues relating to
family disputes.
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INTRODUCTION

Constitutional principles have been empha-
sized at both the international and national
levels, historically and in modern times, on the
rights of individuals to seek redress through
judicial processes safeguarded by the rules of
efficient and fair justice. However, modern ju-
dicial systems are now witnessing the introduc-
tion of technologies driven by artificial intelli-
gence, which has sparked controversy between
opponents and proponents. Critics argue that
the unrestricted application of such technolo-
gies constitutes a violation of fundamental con-
stitutional rights of individuals, whether during
the pre-trial phase, particularly the right to pri-
vacy, or during the trial itself, especially when
proceedings are conducted remotely via video,
raising concerns about the extent to which fair
trial guarantees are upheld. Conversely, sup-
porters see the adoption of these technologies
as a qualitative leap forward for the justice sec-
tor, elevating its systems to align with the most
advanced judicial frameworks worldwide in de-
livering justice.

Moreover, the inevitability of artificial intel-
ligence has cast its influence across all sectors
amid the rise of what is now known as digital
administration or e-governance. Among its
manifestations within the justice sector is the
mechanism of electronic litigation. The mecha-
nism of electronic litigation, which constitutes
one of the newly introduced instruments at
the international level, has also been adopted
by many countries, including Algeria, in recent
years following the enactment of Law No. 15-03
dated February 1, 2015, concerning the modern-
ization of the judiciary. This law institutional-
ized the use of electronic means as a method
for conducting remote litigation procedures.
This mechanism has significantly accelerated
litigation processes, particularly in expediting
dispute resolution.

However, certain jurists and courts have ex-
pressed opposition to this mechanism, arguing
that it may encounter significant challenges,
particularly in guaranteeing essential procedur-

al safeguards and in upholding the core prin-
ciples of due process, notably the principle of
in-person hearings and respect for the right
of defense.

The significance of this topic lies in examin-
ing the legal dimension regarding the necessity
of implementing artificial intelligence technol-
ogies in the judicial field in a manner that does
not infringe upon individuals’ constitutional
rights, primarily the right to privacy and funda-
mental procedural safeguards in litigation.

Moreover, this study aims to clarify the im-
pact of Al systems on the right to digital pri-
vacy, particularly during the pre-trial phase,
namely the investigation stage, as well as on
constitutional rights throughout electronic trial
proceedings.

Accordingly, the question arises: To what
extent have Al systems succeeded in balancing
an individual’s right to privacy and procedur-
al guarantees on one hand, and the demands
imposed by the modernization of justice on
the other?

In response, we adopted two main method-
ologies: the descriptive approach, considering
Al systems as a phenomenon requiring a de-
tailed description of their key characteristics
and legal framework to identify their advan-
tages and disadvantages; and the analytical
approach, which involves scrutinizing the rele-
vant legislative texts regulating the application
mechanisms of Al tools, aiming to assess their
effectiveness in the judicial domain and their
compliance with the protection of individu-
al privacy.

To achieve the objectives of this study, the
research paperisdivided into two main sections:

e The impact of intelligent systems on the
right to privacy;

e The impact of intelligent systems on
the constitutional principles protecting
litigants (In the French and Algerian ex-
periences).
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1. THE IMPACT OF
INTELLIGENT SYSTEMS
ON THE RIGHT TO PRIVACY

Despite the positive outcomes that can arise
from the digitalization of administration in gen-
eral, most notably the enhancement of public
services and the acceleration of fulfilling in-
dividuals’ needs, this process simultaneously
generates a range of challenges. Among these
is the issue commonly referred to as the right
to privacy, which has evolved into what is now
known as digital privacy. Therefore, this section
will first address the general concept of privacy
before discussing the legal safeguards designed
to protect the right to digital privacy.

1.1 The concept of the right
to privacy

Privacy, in general, refers to an individual's
right to protect their personal information and
to secure their life and private affairs from any
form of intrusion, violation, or exploitation by
others. Disclosing aspects of private life with-
out consent is generally regarded as a viola-
tion of the right to privacy! One manifestation
of this right is the protection of an individual’s
personal life from violations such as intrusion
into the sanctity of their home.

While traditionally this concept was lim-
ited to safeguarding an individual's private
life from interference, its scope has expanded
alongside advancements in information and
communication technologies, particularly with
the emergence of artificial intelligence technol-
ogies. Today, individuals’ lives and all related
information and data are integrally embedded
within complex information systems and digi-
tized platforms, as opposed to being confined
to physical, paper-based records. Consequent-

1 Saidani, N. (2021). Criminal protection of the right
to privacy in the field of informatics. Doctoral dis-
sertation, University of Batna 1, p. 14. Available at:
<https://dspace.univ-batna.dz/items/fe9fbbdb-ee56-
4cle-b68f-36ab7b404b58>.

ly, the right to privacy has evolved into what is
now known as digital privacy, which primarily
concerns the protection of data generated or
transmitted by users during web browsing via
mobile devices or desktops.?

Digital privacy can be defined as the ability
of an individual to control the collection, pro-
cessing, storage, and dissemination of person-
al information in cyberspace, and to be pro-
tected against unlawful access, surveillance, or
misuse of such data.> Modern legal scholarship
highlights that digital privacy goes beyond safe-
guarding against intrusion; it reflects broader
principles of transparency, accountability, and
fairness in data processing.“ In addition, compar-
ative legal research demonstrates a progressive
recognition of digital privacy as an autonomous
right, one that imposes positive obligations on
states and institutions to establish effective
technical and regulatory safeguards.

1.2 Legal safeguards for the
protection of digital privacy

Below, we examine aspects of the legislative
frameworks established by the Algerian legisla-
tor to safeguard digital privacy, followed by an
analysis of the impact of investigation and in-
quiry into crimes on the right to digital privacy.

2 Al-Sharif, Y., Mizghish, A. (2022). Legal mechanisms es-
tablished to protect the right to digital privacy in Alge-
rian legislation. Journal of Research and Business Law,
7(2), pp. 192-213. Available at: <https://asjp.cerist.dz/
en/article/192238>.

3 Finck, M., Pallas, F. (2021). They who must not be
identified—Distinguishing personal from non-per-
sonal data under the GDPR. Computer Law & Security
Review, 40, 105523. p. 3. Available at: <https://doi.
org/10.1016/j.clsr.2020.105523>.

4 Edwards, L., Veale, M. (2022). Slave to the algorithm?
Why a “right to explanation” is probably not the reme-
dy you are looking for. International Data Privacy Law,
12(1), p. 77. Available at: <https://doi.org/10.1093/
idpl/ipab020>.

5 De Gregorio, G. (2022). Digital Constitutionalism and
Privacy and Data Protection. In G. De Gregorio (Ed.),
Digital Constitutionalism in Europe: Reframing Rights
and Powers in the Algorithmic Society (p. 216). Cam-
bridge University Press, Cambridge, p. 216. Available
at: <https://doi.org/10.1017/9781009071215>.
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1.2.1 Selected legislative

frameworks for protecting

digital privacy

Successive constitutions have enshrined
the protection of the right to privacy, the most
recent being the 2020° constitutional amend-
ment. Article 47 states: “The protection of nat-
ural persons in the processing of personal data
is a fundamental right”.

This right has also been reinforced through
various specific laws. For instance, Article 59 of
the Postal and Telecommunications Law man-
dates that’ “Operators holding licenses, as well
as their users, under the penalties outlined in
Article 127 of this law, must respect the confi-
dentiality of correspondence transmitted via
wired and wireless communications, and up-
hold the conditions for protecting private life
and the personal information of subscribers”.

Additionally, Article 15 of Law No. 06-01 con-
cerning the prevention and combating of cor-
ruption specifies,® in the context of preventive
measures against corruption: “Enabling the me-
dia and the public to access information related
to corruption, while respecting privacy, person-
al honor and dignity, as well as the provisions
related to national security, public order, and
judicial neutrality”.

1.2.2 The impact of investigation
and inquiry into crimes on the
right to digital privacy:

One of the key legal protections of the right
to privacy acknowledged by the legislator in-
volves the limitations imposed even when cer-
tain crimes specified below occur. These lim-

6 Presidential Decree No. 20-442 promulgating the
constitutional amendment approved by referendum
on November 1, 2020. (December 30, 2020). Official
Gazette 82. Available at: <https://www.joradp.dz/FTP/
JO-FRANCAIS/2020/F2020082.pdf>.

7 Law No. 2000-03 on the general rules relating to post-
al and telecommunications services. (August 5, 2000).
Official Gazette 48. Available at: <https://www.joradp.
dz/FTP/jo-arabe/2000/A2000048.pdf>.

8 Law No. 06-01 on the prevention and fight against
corruption. (February 20, 2006). Official Gazette 14.
Available at: <https://www.joradp.dz/FTP/JO-ARA-
BE/2006/A2006014.pd>.

itations consist of two substantive conditions:
first, the necessity of investigation in flagrante
delicto crimes; second, the requirement of a
preliminary investigation for crimes of a serious
criminal nature. In addition to these substan-
tive conditions, there is a procedural require-
ment, which is judicial authorization.

A. The necessity of conducting investiga-
tions into caught-in-the-act offenses and pre-
liminary inquiries into high-risk crimes

Article 65 bis 5 of the Criminal Procedure
Code addresses certain crimes that require im-
mediate investigative and investigative actions
due to their high criminal risk.® Examples in-
clude drug-related offenses, terrorism, trans-
national organized crime, offenses affecting au-
tomated data processing systems, and money
laundering and currency crimes.

When the necessity outlined in the article
is established, authorization may be granted to
initiate investigative procedures, which include
intercepting correspondence, recording audio
and video communications, and entering resi-
dential premises without requiring the consent
or approval of the individuals involved.

B. Judicial authorization

The mere necessity to initiate electronic
surveillance, investigation, and monitoring pro-
cedures, even in cases involving offenses listed
under Article 65 bis 5, is insufficient. It is imper-
ative to obtain judicial authorization from the
Public Prosecutor. Furthermore, when a judicial
investigation is opened concerning these pro-
cedures, authorization must be secured from
the investigating judge. These powers grant-
ed to the latter were established through the
amendment to the Code of Criminal Procedure
under Law No. 06-22.°

9 Ordinance No. 15-02 amending and supplementing
Ordinance No. 66-155 of 8 June 1966 (Code of Crim-
inal Procedure). (July 23, 2015). Official Gazette 40.
Available at: <https://www.joradp.dz/FTP/JO-FRAN-
CAIS/2015/F2015040.pdf>.

10 Law No. 06-22 amending and supplementing Ordi-
nance No. 66-155 of 8 June 1966 (Code of Criminal
Procedure). (December 20, 2006). Official Gazette
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2. THE IMPACT OF
INTELLIGENT SYSTEMS ON
CONSTITUTIONAL PRINCIPLES
IN LITIGATION

Intelligent systems have not only affected
individuals’ lives by digitizing their data and
privacy but have also extended to their judi-
cial rights, placing these rights at the center of
a dispute between opponents and proponents,
for reasons we will outline. With Reference to
the French Experience in Comparison to the Al-
gerian Experience:

2.1 The nature of remote
electronic litigation

Some define the electronic judicial system
as: “The authority of a specialized judicial court
to electronically adjudicate disputes presented
before it via the Internet or a private external
communication network (Extranet), using tech-
nical electronic mechanisms aimed at expedit-
ing dispute resolution and facilitating access
for the parties involved”". Accordingly, litigation
procedures occur simultaneously despite the
physical distance between the parties®, allow-
ing for the hearing of testimonies, the exchange
of pleadings between the parties or their repre-
sentatives, and the examination of witnesses or
interrogation of the defendants.”

From this definition, it is clear that electronic
litigation procedures are conducted through the
transmission and receipt of documents and evi-

84. Available at: <https://www.joradp.dz/FTP/jo-ara-
be/2006/A2006084.pdf>.

11 Jayyashi, A. F. M. (2014). Remote litigation: A legal
study. Kufa Journal of Legal and Political Sciences,
1(21), pp. 100-129. Available at: <https://journal.
uokufa.edu.ig/index.php/kjlps/article/view/9644>.

12 Osmani, L. (2016). The electronic litigation system
as a mechanism for achieving development plans.
Elmofaker Review, 11(1), pp. 215-225. Available at:
<https://asjp.cerist.dz/en/article/62437>.

13 Mahmoud, S. A. (2007). The role of the computer in
front of the Egyptian and Kuwaiti judiciary: Towards
judicial e-process and electronic judiciary. Dar al-Nah-
da al-Arabiya, Cairo, p. 30.

dence via electronic platforms, eliminating the
need for the parties to physically appear repeat-
edly at the courthouse, as traditionally required
in conventional judicial systems. Opponents are
also interrogated, their statements are heard,
memoranda are exchanged between them or
their representatives, and witness statements are
heard, all via electronic means* After that, the
judge then only needs to ask a few straightforward
questions before issuing a ruling promptly, with-
out the need to postpone due to case backlog.

This contributes to saving time, reducing ef-
fort, and minimizing expenses, thereby allevi-
ating the issue of overcrowding in courts and
striving to improve the quality of services pro-
vided to litigants.®

2.2 The legislative foundations
of electronic litigation in Algeria

Electronic litigation, or remote video con-
ferencing, which the Algerian legislator refers
to using the French term “Vidéo-conférence” in
the context of investigations and witness hear-
ings, derives its terminology from the United
Nations Convention against Transnational Or-
ganized Crime, ratified by Presidential Decree
No. 02-55 issued in 2002.* However, its practical
application only began to emerge in 2007, spe-
cifically with the inauguration of the 2007-2008
judicial year, when the electronic litigation bill
was introduced for parliamentary discussion.
The bill received implicit approval from parlia-
ment members, but further debate was post-
poned until 2014, during the nineteenth public
session held on Monday, November 24, 2014.
These developments ultimately culminated in
the enactment of Law No. 15-03 concerning the
modernization of justice.”

14 Mahmoud, op. cit., p. 30.

15 Osmani, op. cit., p. 218.

16 Presidential Decree No. 02-55 ratifying, with reser-
vation, the United Nations Convention against Trans-
national Organized Crime. (February 5, 2002). Official
Gazette, No. 9. Available at: <https://www.joradp.dz/
FTP/JO-FRANCAIS/2002/F2002009.pdf>.

17 Law No. 15-03 on the modernization of the justice
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Although this law represents a modest and
somewhat delayed step, considering the time-
line from the ratification of the United Nations
Convention against Transnational Organized
Crime,® it can nonetheless be regarded as a
positive advancement towards embracing tech-
nology, specifically what has come to be known
as the electronic administration system.

Article 1 of this law articulates three funda-
mental objectives it aims to achieve:

e Establishing a centralized information

system for the Ministry of Justice;

e Transmitting judicial documents and re-

cords electronically;

e Utilizing remote video conferencing

technology in judicial proceedings.

2.2.1 Applications of electronic

litigation in Algeria

Since the enactment of the Justice Modern-
ization Law, the majority of courts across the
country have seen significant uptake in utilizing
its provisions, with 153 remote video trials re-
corded within the first year of implementation.
The inaugural session took place on October 7,
2015, at the Court of El Kalaa in the misdemeanor
division. Officials involved in this initiative em-
phasized that this technology aims to alleviate
courtroom overcrowding, reduce the burden of
travel for defendants, security personnel, pris-
on administrations, and witnesses, while also
accelerating the pace of case processing.”

Regarding remote international trials, it was
the first of these pleadings on July 11, 2016, be-
tween the Court of Msila in Algeria and the Court
of Nanterre in France. Many legal scholars and at-
torneys who participated in these remote hear-
ings praised the process for its numerous advan-

sector. (February 1, 2015). Official Gazette 6. Available
at: <https://www.joradp.dz/FTP/JO-ARABE/2015/
A2015006.pdf>.

18 notably since the issuance of Presidential Decree No.
02-55 in 2002, its discussion in 2007, and its eventual
enactment in 2014.

19 Radio Algeria. (October 8, 2015). Conducting the
first remote visual trial at Kolea Court. Radio Algeria.
Available at: <https://radioalgerie.dz/news/ar/ar-
ticle/20151008/54527.html>.

tages, including the provision of simultaneous
interpretation from Arabic to French, and for pro-
jecting a positive image internationally regarding
the integrity of the Algerian judiciary, highlighting
respect for the right of defense and adherence
to fundamental trial principles. Furthermore, this
form of trial eliminates the need for physical pres-
ence in court, especially for individuals unable to
travel due to health conditions. Overall, the use
of remote video trial technology offers significant
savings in effort, cost, and time.?°

2.2.2 The position of legal
doctrine and judicial practice on
the digitalization of justice

An examination of the implementation of
justice digitalization laws and their impact on
various international judicial systems, as well
as the reactions they have provoked, reveals the
existence of two opposing trends. The first trend
expresses satisfaction, relying on the advan-
tages demonstrated through judicial practices
conducted via electronic platforms. The second
trend, however, is not entirely opposed to these
technologies but raises reservations concerning
certain aspects, particularly those touching upon
the fundamental principles of due process.”

In order to assess the legal value and broad-
er implications of these laws, it is necessary to
analyze the arguments and justifications ad-
vanced by both positions, with the aim of reach-
ing practical outcomes that may contribute to
the harmonization of diverse legal and judicial
systems at the international level.

A. Perspectives of the supportive approach

to judicial digitalization
e This perspective is grounded in the prin-
ciple of synchronizing technological ad-

20 Echorouk Online. (July 11, 2016). Hearing of a French
witness in the first remote trial in the history of Al-
gerian justice. Echorouk Online Newspaper. Available
at: <https://www.echoroukonline.com/ wdg - jslos-
D0 s-Slad-pzlLps-g o0-0f />.

21 Selcuk, S., Konca, N. K., Kaya, S. (2025). Al-driven civil
litigation: Navigating the right to a fair trial. Comput-
er Law & Security Review, 57, p. 106136. Available at:
<https://doi.org/10.1016/j.clsr.2025.106136>.
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vancement with the evolution of crime.
Since offenders have developed sophis-
ticated technical methods relying on
electronic means to commit crimes, it is
only logical to respond by updating laws
and electronic tools to counter this phe-
nomenon effectively.?

The rapid completion and execution of
litigation procedures through the elec-
tronic exchange of pleadings and doc-
uments, unlike traditional correspon-
dence and postal communications,?
which often result in case adjournments,
thus fulfilling the principle of procedur-
al economy.

Empirical evidence suggests that the
adoption of electronic litigation and dig-
ital case management systems has led
to a tangible reduction in court back-
logs and a decrease in the frequency of
adjournments. For instance, in England
and Wales, the shift from paper-based to
digital processes in criminal and family
courts has resulted in improved accu-
racy—error rates dropping below 1%—
expedited case progression, and fewer
delays caused by clerical inefficiencies.?
Facilitating the categorization of cas-
es which streamlines their processing
and automated storage while reducing

22

23

24

Al-Badaynah, D. M. (September 2-4, 2014). Cyber-
crimes: Concept and causes. Paper presented at the
Scientific Symposium “Emerging Crimes in Light of Re-
gional and International Changes”, College of Strategic
Sciences, Amman, Jordan, p. 6. Available at: <https://
www.researchgate.net/profile/Diab-Al-Badayneh/pu-
blication/328064682_aljraym_alalktrwnyt_almfhwm
walasbab/links/5bb5be4392851ca9ed37abf3/al-
jraym-alalktrwnyt-almfhwm-walasbab.pdf>.
Al-Zahrani, N. S. (October 15, 2008). The electronic
court in the information technology era. Al-Riyadh
Newspaper. Available at: <https://www.alrivadh.
com/380971>.

Bhatt, H., Bahuguna, R., Swami, S., Singh, R., Gehlot,
A., Akram, S. V., Gupta, L. R., Thakur, A. K., Priyadar-
shi, N., Twala, B. (2024). Integrating industry 4.0 tech-
nologies for the administration of courts and justice
dispensation — a systematic review. Humanities and
Social Sciences Communications, 11(1), Article 1076,
p. 15. Available at: <https://doi.org/10.1057/s41599-
024-03587-0>.

the physical storage space required in
courts. This also helps prevent the loss
or haphazard filing of case files.

e Preserving electronic documents of all
kinds from the initial complaint, records,
session minutes, to all case-related pa-
pers, thereby ensuring the protection
of rights.

e Alleviating the pressure and workload on
judges and sparing them from confron-
tations with litigants, particularly in cas-
es where judges personally oversee pro-
ceedings without legal representation.

e Allowing electronic access to case files
and enabling review of all procedures
taken without the necessity of physically
attending court.®

B. The viewpoints of those opposing elec-
tronic litigation, on the grounds that it conflicts
with constitutional principles

At the international level, the attitude to-
wards remote litigation between countries ap-
pears to oscillate between relative rejection
and conditional acceptance. There is no dispute
that digitization and artificial intelligence have
contributed to the development of the judicial
system. However, studies have shown that the
lack of technology in some judicial systems in
some countries has negatively impacted the
effectiveness of digital justice, while other sys-
tems have adapted well.?®

We will limit our analysis to the French
model in comparison with the Algerian experi-
ence, in consideration of the scope of this re-
search paper:

One of the most notable recent decisions
of the French Constitutional Council?” provided

25 Utani, S. (2012). The electronic court: Concept and ap-
plication. Damascus University Journal for Economic
and Legal Sciences, 28(1), pp. 165-208. Available at:
<https://www.damascusuniversity.edu.sy/mag/law/
images/stories/1-2012/a/165-208.pdf>.

26 Gaffar, H. (2024). Implications of Digitalization and
Al in the Justice System: A Glance at the Socio-legal
Angle, Law and World, vol. 10, no. 31: 154. Available
at: <https://lawandworld.ge/index.php/law/article/
view/585>.

27 Decision No. 2020-872 QPC of the French Con-
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that: “While technological progress necessitates
the digitization of courts and trials, this must
not come at the expense of the right to physical
presence and the right to respond during the
various stages of the trial. While this may not
affect the judicial panel, it is fundamentally dif-
ferent for the accused and their defense”.

This ruling followed the legislative measures
adopted by the French Parliament in response
to the COVID-19 pandemic, which resulted in a
considerable expansion of remote trial hear-
ings through video conferencing technologies.
The practice provoked substantial debate, par-
ticularly after the French Constitutional Coun-
cil, on 16 October 2020, was seized of a decision
delivered by the Criminal Division of the Court
of Cassation.?® The ruling of the French Council
of State (Conseil d’Etat), Judgment No. 2351 of 13
October 2020, concerned a constitutional mat-
ter regarding the protection of rights and free-
doms guaranteed by Article 5 of Ordinance No.
2020-303, which amended the Code of Criminal
Procedure in response to the COVID-19 pandem-
ic on the basis of Law No. 2020-290 adopted to
address the spread of COVID-19.#

Article 5 of the aforementioned Ordinance
No. 2020-303 provides that: “By way of deroga-
tion from Article 706-71 of the Code of Criminal
Procedure, audiovisual communication may be
used before all criminal courts, with the excep-
tion of the Cour d’assises, without the need to
obtain the consent of the parties... while re-
specting the rights of the defense and ensuring
the adversarial principle in the proceedings”.

In this regard, the French Constitutional

stitutional Council. (January 15, 2021). Available
at: <https://www.legifrance.gouv.fr/jorf/id/JORF-
TEXT000042993586>.

28 Judgment No. 2351: Use of videoconferencing be-
fore criminal courts in the context of the state of
health emergency. (October 13, 2020). Conseil d’Etat
(France). Légifrance. Available at: <https://www.legi-
france.gouv.fr>.

29 Ordinance No. 2020-303 of 25 March 2020 adapting
the criminal procedure rules under the Emergen-
cy Law No. 2020-290 of 23 March 2020. (March 26,
2020). Official Journal of the French Republic, JORF
No. 0074, p. 5809. Available at: <https://www.legi-
france.gouv.fr/jorf/id/JORFTEXTO000041755529/>.

Council issued two consecutive decisions. The
first was rendered on January 15, 2021 (Decision
No. 2020-872 QPC), in which the Council ruled
against the legitimacy of using audiovisual
communication technology in criminal pro-
ceedings without the consent of both parties,
as provided for in Article 5, even in the context
of the health emergency. The Council held that
the substance of this measure “undermines the
rights of the defense”, particularly the right of
the accused to be physically present before
the judge.*®

In its second decision, issued on 4 June 2021
(2021-911/919 QPC), the French Constitution-
al Council reaffirmed the same position, em-
phasizing that the use of videoconferencing in
criminal proceedings without the defendant’s
consent undermines the right to physical con-
frontation, particularly during pre-trial deten-
tion. The Council therefore rejected the request
to remove the requirement of the defendant’s
consent for trial by video in detention cases,
considering that such a measure could deprive
the defendant of appearing before a judge.
This, according to the Council, constitutes an
infringement of defense rights that cannot be
justified by the health emergency context, de-
spite acknowledging the importance of protect-
ing public health and ensuring the continuity
of justice.”

Indeed, the Constitutional Council declared
the first paragraph of Article 5 of the afore-
mentioned Ordinance No. 2020-303 uncon-
stitutional.®

30 Décision n° 2020-872 QPC. (January 15, 2021). Inval-
idating video hearings without consent as violating
rights of defense. Constitutional Council. Available
at: <https://www.conseil-constitutionnel.fr/deci-
sion/2021/2020872QPC.htm>.

31 Décision n° 2021-911/919 QPC (June 4, 2021). Cen-
suring unrestricted use of videoconferencing without
legal safeguards. Constitutional Council. Available
at: <https://www.conseil-constitutionnel.fr/deci-
sion/2021/2021911 919QPC.htm>.

32 Al-Qadi, R. M. (2022). Comment on the Decision of
the French Constitutional Council on the Unconstitu-
tionality of the Use of Audio-Visual Communication
before the Criminal Judiciary in the Context of a State
of Health Necessity. Journal of Legal and Economic Re-
search, Faculty of Law, Mansoura University, 12 (79),
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An analysis of these two decisions reveals
that the Constitutional Council does not reject
digitization per se, but rather requires clear
safeguards and conditions to ensure respect
for the rights of the defense and the legitimacy
of proceedings. It reflects a delicate constitu-
tional balance between the protection of liti-
gants’ fundamental rights and the flexibility of
the judicial system in times of crises such as the
COVID-19 pandemic. On the one hand, it allows
the use of video trial technologies, but only
within a narrow and temporary scope, linked
to the circumstance of the ‘health emergen-
cy, rather than as a permanent generalization,
while observing defense guarantees in partic-
ular: legal representation and the defendant’s
consent to video hearings, especially in cases
of pre-trial detention.

After this analytical presentation of the de-
cision of the French Constitutional Council, it is
particularly important to highlight the most re-
cent studies that have addressed the manage-
ment of procedures in France, including the ap-
plicable technical and legal standards as well
as their practical outcomes:

The ELI-Mount report emphasizes that re-
mote trials must respect the European stan-
dards for judicial independence, ensuring that
geographical, economic, and procedural factors
do not hinder access to justice. The report rec-
ommends that all countries, including France,
adopt technical and legal safeguards for re-
mote hearings. These safeguards include secure
communication channels, verification of partic-
ipants’ identity, and measures to prevent tech-
nological bias or interference. The report also
highlights that training of judicial personnel
and continuous monitoring of the effectiveness
of remote hearings are essential to maintain
fairness and public trust in the judicial system.*

p. 177 ff. Available at: <https://mijle.journals.ekb.eg/
article_235640.html?lang=en>.

33 ELI-Mount. (2023). European standards of judicial in-
dependence. Institut Européen du Droit, pp. 12-15.
Available at: <https://www.europeanlawinstitute.
eu/fileadmin/user_upload/p_eli/Publications/ELI-
Mount_Scopus_European_Standards_of Judicial_In-

dependence.pdf>.

The aforementioned principles have been
reinforced by Article 706-71 of the French Code
of Criminal Procedure,* as well as by the French
Code of Civil Procedure,® particularly through
its relevant provisions Articles 748-1 to 748-9,
which set forth requirements to ensure parties’
identity, the integrity and confidentiality of ex-
changed files, and the extension of procedur-
al deadlines to mitigate technical risks. One of
the main tools employed is the Lawyers’ Private
Virtual Network (RPVA), which allows attorneys
to submit documents electronically and com-
municate directly with courts, thus accelerating
procedures and reducing the need for physical
appearances.’®

Technologies such as artificial intelligence
(Al) and data analytics are increasingly used to
improve the effectiveness of e-litigation. For in-
stance, natural language processing (NLP) tech-
niques have been applied to extract legal in-
dicators from court judgments, helping reduce
information asymmetry between parties and
enhancing access to justice.”

All of these studies suggest that remote lit-
igation may affect the dynamics of courtroom
interactions, which calls for the development
of new protocols to ensure procedural effec-
tiveness and protect the rights of the parties
involved.®®

34 French Code of Criminal Procedure, Articles 706-71.
Légifrance. Available at: <https://www.legifrance.
gouv.fr/codes/article_Ic/LEGIARTIO00051751938>.

35 French Code of Civil Procedure. (2024). Légifrance.
Available at: <https://www.legifrance.gouv.fr/codes/
texte_|c/LEGITEXTO00006070716/>.

36 CMS. (n.d.). CMS Expert Guide to Digital Litigation
in France. Available at: <https://cms.law/en/int/ex-
pert-guides/cms-expert-guide-to-digital-litigation/
france?utm_source=chatgpt.com>.

37 Boniol, P., Panagopoulos, G., Xypolopoulos, C., El
Hamdani, R., Restrepo Amariles, D., Vazirgiannis, M.
(2020). Performance in the Courtroom: Automated
Processing and Visualization of Appeal Court Deci-
sions in France, p. 1. Available at: <https://arxiv.org/
pdf/2006.06251>.

38 European Law Institute. (2024). European standards
of judicial independence. Institut Européen du Droit,
pp. 1-62. Available at: <https://www.europeanlawins-
titute.eu/fileadmin/user_upload/p_eli/Publications/
ELI-Mount_Scopus_European_Standards_of Judi-
cial_Independence.pdf>.
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In Algeria, some legal professionals have
expressed objections to electronic litigation for
the following reasons:*

It allows for the remote trial of defen-
dants who are fugitives abroad, partic-
ularly in countries that lack extradition
agreements with Algeria, thereby en-
abling such defendants to remain free
and avoid punishment;

Although the use of video sessions is a
promising tool to mitigate the issue of
trial postponements, trying defendants
through this technology conflicts with
the procedural system currently prac-
ticed before the courts;

Moreover, this approach infringes upon
defense rights and undermines funda-
mental litigation principles. This is be-
cause existing legislation assumes the
principle of public hearings and trials, as
well as the mandatory presence of the
defendant during the session. Without
the defendant’s presence, the defense is
deprived of the right to advocate, which
could lead to significant legal complica-
tions under this system.

2.3 An assessment of the
digitalization of justice and
the extent to which it upholds
the fundamental principles of
litigation

2.3.1 The Advantages of Judicial
Digitalization

In our assessment, the adoption of re-
mote litigation technology has the po-
tential to provide substantial procedural
safeguards related to the proper admin-
istration of justice, provided it is imple-
mented in a manner consistent with the
spirit of the law and guarantees the par-

39

Boumediene, B. (2021). The law of modernizing jus-
tice and its impact on achieving basic principles in
litigation: Read in project Law No. 15/03 issued on
01/02/2015 related to modernization of justice. Jour-
nal of Legal and Social Sciences, 6(4), p. 1261. Avail-
able at: <https://asjp.cerist.dz/en/article/170253>.

ties' rights to a fair trial.

Regarding documentation, evidence,
electronic preservation and notifica-
tion, as well as access to case files via
the court’s website, we believe that re-
placing traditional paper-based meth-
ods with electronic means does not un-
dermine the fundamental principles of
litigation. Rather, it contributes to bet-
ter documentation of trial procedures,
ensures speed, accuracy, and reliabil-
ity, and introduces greater flexibility to
judicial processes compared to classi-
cal methods.

What proves our previous point, Studies
have demonstrated that the use of artifi-
cial intelligence in criminal cases signifi-
cantly enhances judicial efficiency while
incurring relatively lower costs com-
pared to traditional justice systems.*
Digital platforms, such as the Lawyers’
Private Virtual Network (RPVA), allow
for the electronic submission of docu-
ments and direct communication with
courts. This facilitates the acceleration
of judicial procedures and reduces the
necessity of physical presence in court
hearings.”

The digitalization of justice enables
the online publication of court records,
thereby increasing transparency and
allowing citizens to monitor judicial
proceedings. Nevertheless, it remains
essential to strike a balance between
digital openness and the protection
of privacy.”?

40

41

42

Nouri, Z., Ben Salah, W., & Al Omrane, N. (2024).
Artificial Intelligence and Administrative Justice: An
Analysis of Predictive Justice in France. Hasanuddin
Law Review, 10(2), p- 119. Available at: <https://doi.
org/10.20956/halrev.v10i2.5541>.

Singh, M., Upadhyay, S. N. (2024). Digitization of Legal
Aid Services and Criminal Justice. Law and World, p.
5. Available at: <https://lawandworld.ge/index.php/
law/article/view/471>.

Allard, T., Béziaud, L., Gambs, S. (2020). Online pub-
lication of court records: Circumventing the priva-
cy-transparency trade-off. arXiv, p. 2. Available at:
<https://arxiv.org/pdf/2007.01688>.
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2.3.2 The disadvantages of judicial
digitalization:

Digitalization raises serious concerns re-
garding the protection of personal data,
as digital systems may be vulnerable to
breaches or misuse. Strong and effec-
tive security measures are therefore in-
dispensable.”?

Algorithms employed in digital justice
may contain embedded biases that in-
fluence judicial decisions, potential-
ly leading to unjust outcomes. Hence,
transparent and fair algorithmic design
is necessary to minimize these risks.*
Certain jurisdictions face challenges
in adopting modern technology due to
limited resources and weak digital infra-
structure, which undermines the effec-
tiveness of e-litigation and the broader
process of judicial digitalization.*”
Although remote video trials have be-
come a necessity driven by technologi-
cal advancement, the manner in which
these trials are conducted does not pro-
vide a comprehensive and accurate view
of courtroom proceedings in terms of
parties, witnesses, and the public. This
hinders the realization of the principles
of publicity and orality required by a fair
trial,*® particularly when technical fail-
ures occur that prevent communication
with the parties and their ability to be
questioned remotely.

CONCLUSION

In concluding this discussion, it is important
to present some key findings and, correspond-
ingly, propose certain solutions and recommen-

43
44
45
46

Allard, op. cit., p. 2.

Ibid., p. 2.

Allard, op. cit., p. 2.

Amarah, A. H. (2018). The use of videoconferencing
technique in the investigation and criminal proce-
dures. Dirasat wa Abhath: The Arab Journal of Human
and Social Sciences, 10(3), p. 68. Available at: <https://
asjp.cerist.dz/en/article/59930>.

dations, particularly given the challenges facing
the new government amid the rapid develop-
ment of artificial intelligence technologies. The
aim is to enhance the effectiveness of the legal
framework governing Al applications within the
judicial system.

Study Findings:

e The most critical phase in criminal pro-
ceedings is the pre-trial stage, during
which the legislator has enshrined safe-
guards to protect the life and privacy of
the individual under investigation.

e Even amid investigative and criminal
inquiry procedures, the legislator has
maintained the protection of individ-
uals’ rights to privacy and private life
by imposing stringent restrictions on
the use of electronic surveillance when
necessary.

e It has been established that Al systems
exert significant influence both during
the pre-trial phase, particularly in crime
investigations, which impact the right to
digital privacy, and during the electronic
trial phase, affecting constitutional guar-
antees in litigation, especially the princi-
ples of the right to defense and the prin-
ciple of oral proceedings.

e Based on both the French and Algerian
experiences, it appears that artificial in-
telligence systems have had a positive
impact in accelerating judicial proce-
dures and reducing financial burdens on
litigants, particularly in cases involving
parties located in different geograph-
ical areas.

e The technical standards applied in this
context demonstrate that the digital in-
frastructure constitutes a decisive factor
for the success of remote trials; however,
disparities in the technological readi-
ness of courts significantly affect the ef-
fectiveness of implementation.

e Furthermore, practical experience shows
that procedural safeguards—such as prior
consent of the parties, the reliability of au-
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dio-visual transmission, and the possibili-
ty of appeal—remain a fundamental chal-
lenge to ensuring the right to a fair trial.

Study Recommendations:
e Similartothe French and Algerian experi-

ences, states should adopt a comprehen-
sive legislative reform that guarantees
full recognition of electronic documents
and digitally rendered judgments, while
ensuring harmonization between crimi-
nal and civil procedural codes;

There is a critical need for the genu-
ine implementation of artificial intelli-
gence applications, which requires the
development of algorithms that ensure
a delicate balance between protecting
the right to privacy and safeguarding
the rights of litigants on one hand, and
meeting the demands of judicial mod-
ernization on the other;

All jurisdictions should invest in a uni-
fied digital infrastructure, including se-
cure platforms for document exchange
and data protection, while also ben-
efiting from successful comparative
experiences;

Mandatory continuous training should
be imposed on judges and lawyers in
digital technologies to ensure the effec-
tive and fair conduct of remote trials;
Strengthening appeal mechanisms and
judicial oversight over electronically is-
sued decisions is essential to guarantee
that the rights of defense and constitu-
tional safeguards are not compromised;
Clear procedural protocols should be
developed for the management of vir-
tual hearings, taking into account the
dynamics of communication between
judges, parties, and witnesses, whether
in domestic or international trials.
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with the demands of the digital age. The findings contribute to
the development of intellectual property scholarship and offer
a concrete basis for legal reform. Ultimately, this study aims
to strengthen the rights of Arab authors and promote the har-
monization of regional copyright frameworks with established
international standards.

INTRODUCTION

The enactment of international and regional
treaties related to copyright is an expression of the
necessity to regulate and protect authors’ rights at
both international and regional levels, given their
paramount importance in the age of technology
and cross-cultural exchange among nations, as
this imperative has manifested in the adoption of
various agreements, most notably the Berne Con-
vention for the Protection of Literary and Artistic
Works (1886) and its subsequent amendments -
Stockholm (1967), Paris (1971), and 1979 - which
reinforced copyright protections; additionally, the
TRIPS Agreement and the WIPO Copyright Treaty
(1996) emerged as critical responses to a pivotal
challenge in copyright protection: the digital dis-
semination of creative works.

The motivation behind subjecting copyright
to international and regional regulatory frame-
works lies in the widespread proliferation of
creativity across the globe, transcending na-
tional boundaries, as the profound economic,
social, and cultural impact of copyright pro-
tection on individuals and societies has driv-
en Arab nations to adopt the Arab Copyright
Convention (Baghdad, 1981), through which
signatories expressed their commitment to es-
tablishing an effective and unified legal frame-
work, where this framework aims to safeguard
authors’ rights, incentivize Arab creators,’ and
promote the advancement of literature, arts,
and sciences.

However, the evolution of publishing meth-

1 Arab Convention for the Protection of Copyright.
(1981). Preamble.

ods - marked by the ease of reproducing works
infinitely at minimal cost and their instanta-
neous global dissemination via the internet -
has rendered the Arab Copyright Convention
inadequate in addressing these rapid and trans-
formative developments; consequently, there is
a pressing need to revisit and adapt its provi-
sions to align with contemporary creative and
distribution methods, as well as the resulting
shifts in copyright paradigms - much like the
updates seen in relevant international treaties.

This paper seeks to establish a foundation-
al critique by examining the shortcomings of
the Arab Copyright Convention and proposing
amendments to align it with developments in
international copyright law, particularly the
WIPO Copyright Treaty (1996), as this treaty
serves as the benchmark for proposed revi-
sions, being the first international agreement
to address copyright in the digital environment
and the pioneering “Internet Treaty”.

Based on the above, this paper will seek to
answer the following question: What provisions
must be incorporated into the Arab Copyright
Convention to keep pace with evolving digital
copyright norms?

To address this question, the study relied
on the comparative legal approach in addition
to citing relevant case law and was divided into
two parts.

Part One: Analyzes key provisions of the
WIPO Copyright Treaty (1996) as the basis for
proposed amendments.

Part Two: Identifies gaps in the Arab Copy-
right Convention and outlines necessary addi-
tions to ensure its relevance in the digital age.
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1. THE PROTECTION
FRAMEWORK ESTABLISHED
UNDER THE WIPO COPYRIGHT
TREATY OF 1996

The 1990s witnessed a fundamental trans-
formation, driven by the tremendous advance-
ments in communication technologies and the
widespread adoption of the internet and dig-
ital tools, as the field of intellectual property,
particularly copyright law, was not immune to
these changes, where the intersection of copy-
right with digital technology and the internet
gave rise to new forms of artistic creations,
distinct from traditional works in terms of
their creation and distribution methods, which
prompted nations to actively seek solutions by
enacting treaties that keep pace with these de-
velopments, aiming to safeguard the moral and
economic rights of authors.

To achieve this, and to harmonize global
copyright norms?, the World Intellectual Prop-
erty Organization (WIPO) Copyright Treaty of
1996 was concluded and adopted by the Dip-
lomatic Conference on December 20, 1996. The
treaty consists of a preamble and 25 articles,
clarifying its relationship with the Berne Con-
vention (the foundational copyright treaty),
establishing rights for computer programs and
databases, and addressing distribution rights,
rental rights, obligations concerning technolog-
ical measures, rights management information,
as well as enforcement provisions and adminis-
trative clauses.

The WIPO Copyright Treaty of 1996° is re-
garded as the first international treaty to ad-
dress digital copyrights, extending protection
to works emerging from digital technology
and internet connectivity while ensuring the
safeguards provided by prior relevant treaties,

2 Sheinblatt, J. S. (1998). The WIPO Copyright Treaty.
Berkeley Technology Law Journal, (13) 535, p 550.

3 See: Hawi, F. H. (2014). Web Sites and Intellectual
Property Rights. Jordan: Dar Al Thagafa, p. 118.
Elbadraoui, H. (2007). The International Legal
Framework for the Protection of Copyright and
Related Rights, p. 9. Available at: <www.wipo/lip/
dipl/met/05/3>.

hence, itis commonly referred to as the “First In-
ternet Treaty”, where this treaty is classified as a
special agreement under Article 20 of the Berne
Convention for the Protection of Literary and
Artistic Works, it neither derogates from any ob-
ligations nor diminishes any rights established
by the Berne Convention; rather, it maintains a
close connection with it, as the treaty seeks to
address the gaps in protecting digital works un-
der the Berne Convention, as emphasized in its
preamble, which states that the treaty was for-
mulated in response to the parties’ recognition
of the need for new international rules and the
clarification of interpretations of existing provi-
sions to provide appropriate solutions to issues
arising from recent economic, social, cultural,
and technological developments* - particularly
the profound impact of the latter on the cre-
ation and dissemination of literary and artistic
works due to their integration with the internet.

1.1 Protected works

Article 2 of the 1996 WIPO Copyright Trea-
ty (WCT) stipulates that the granted protection
covers forms of expression, not ideas, proce-
dures, methods of operation, or mathematical
concepts as such; however, it refers, in defining
the scope of protection, to Articles 2 through 6 of
the Berne Convention®, which address protect-

4 Gami, H. (2004). International protection of copyright
and related rights, WIPO national symposum
on intellectual property for organization. The
International Protection of Copyright and Related
Rights: From the Berne Convention and the TRIPS
Agreement to the WIPO Copyright Treaty-WIPO
Performances and Phonograms Treaty, WIPO National
Seminar on Intellectual Property for Government
Officials, World Intellectual Property Organization,
Manama, p. 20.

5 Article 2: Protected Works: 1. Literary and Artistic
Works; 2. Possibility of Claiming ldentification; 3.
Derivative Works; 4. Official Texts; 5. Collections; 6.
Protection obligation, beneficiaries of protection; 7.
Works of applied arts, drawings and industrial models;
8. Daily news.

Article 3: Protection criteria: 1. Nationality of the
author; Place of publication of the work; 2. Author’s
residence; 3. Published works; 4. Simultaneously
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ed works, the possibility of limiting protection
for certain works, the criteria for protection, the
standards for protecting cinematographic and
architectural works, as well as certain works
of graphic and plastic arts, the guaranteed
rights, the possibility of restricting protection
for works of nationals from non-Union coun-
tries, and the determination of moral rights; In
contrast, the WIPO Treaty introduced additional
works necessitated by digital technology, em-
phasizing the need for their protection, primar-
ily including:

1.1.1 Computer programs

It is noteworthy that the first agreement to
include specific provisions regarding computer
programs and classify them as protected works
was the TRIPS Agreement,® unlike the Berne
Convention and its subsequent amendments,
and before the 1996 WIPO Copyright Treaty, as
Article 10(1) of TRIPS affirmed that computer
programs, whether in source or object code,
are protected as literary works under the Berne
Convention, and the 1996 WIPO Treaty reaf-
firmed this in Article 4, stating that computer
programs are protected as literary works under
Article 2 of the Berne Convention, irrespective
of their mode or form of expression.

The European Court has supported this,
stating in Case C 393/09 - Bezpecnostni soft-
warova asociace (BSA) that protection includes
any form of expression of a computer program
that allows replication in different comput-
er languages, such as source code and object

published works.

Article 4: Protection criteria for cinematographic
works, architectural works, and certain works of
graphic and plastic arts.

Article 5: Rights guaranteed: 1. and 2. Outside the
country of origin; 3. In the country of origin; 4. In the
country of origin.

Article 6: Possibility of restricting protection for
certain works of nationals of certain countries outside
the Union: 1. In the country of first publication and in
other countries; 2. Non-retroactivity of restrictions; 3.
Notification.

6 Article 10/1 of the TRIPS Agreement states: “1.
Computer programs, whether in source or machine
language, shall be protected as literary works under
the Berne Convention of 1971”.

code. Preparatory design work, from which a
program is later formed, is also included in the
protection if the design is of this nature.’

It is pertinent to highlight several concepts
closely related to computer programs and their
legal study:®

Source Programs: The initial form of pro-
gram writing in a programming language, vary-
ing in simplicity, complexity, and effectiveness
in achieving the program’s purpose.

Object Programs (Machine Code): The form
executable by computers.

Algorithms: A set of necessary steps to ac-
complish a task or calculation, either detailed
initially or left for later elaboration; also de-
fined as a sequence of instructions composed
of logical and arithmetic structures represent-
ing numerous operations to achieve a specif-
ic result.

Programming Languages: A set of programs
that convert high-level programming languages
or assembly languages into machine code, gen-
erally categorized into three types: assemblers,
compilers, and interpreters.’

1.1.2 Digital databases

The inclusion of databases as protected
works under the 1996 WIPO Copyright Treaty
necessitates reference to the TRIPS Agreement
as the first to incorporate specific provisions
for databases, classifying them as protected
works, as Article 10(2) of TRIPS states that da-
tabases, whether machine-readable or in any

7 Bsa v Ministert vo Kultury. (2010). Crc (Third
Chamber), ¢393/9. Available at: <https://op.europa.
eu/en/publication-detail/-/publication/3851211e-
aaaf-47a0-96e0-b5e5fccb41bf#>.

8 Issa, M. A. (2020). The Protection of Intellectual
Propety Rights for Digital Works under International
Law. King Abdulaziz University Journal, Arts and
Humanities, 30 (7), p. 73.

9 Ibid., p. 74.

10 Article 10/2 of the TRIPS Agreement states: “2.
Compilations of data or other material, whether in
machine-readable or other form, which constitute
an intellectual creation as a result of the selection or
arrangement of their contents shall be protected. This
protection does not extend to the data or material
as such and is without prejudice to the copyright in
respect of such data or material”.
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other form, constitute protected works if their
content selection or arrangement represents
intellectual creativity, under the Berne Conven-
tion’s provisions for literary and artistic works;
however, this protection does not extend to the
data or materials themselves and does not af-
fect any pre-existing copyrights on such data,
which was reaffirmed in Article 5 of the WCT,
which clarified that databases or compilations
of data enjoy the same protection as works
under the Berne Convention if they constitute
intellectual creations due to their content se-
lection or arrangement; nonetheless, the con-
stituent materials are excluded from protection,
and the article emphasizes that such protection
must not prejudice any copyrights applicable to
the data or materials within the database. This
was confirmed by the European Court in Foot-
ball Dataco Ltd v Yahoo! UK Ltd (Case C 604/10),
stating that the standard for copyright protec-
tion of a database depends on whether the se-
lection and arrangement of the data within the
database demonstrates the author’s intellectu-
al creation, through freedom of choice and cre-
ative arrangement.”

1.2 Special provisions

To address the need for regulating copyright
in the digital environment, the WIPO Copyright
Treaty, in addition to the newly included works,
established rules tailored to the intangible na-
ture of digitally published works,? primarily

11 Football Dataco Ltd and Others v Yahoo UK Ltd and
Others. (2012). CJEU, C-604/10. Available at: <https://
curia.europa.eu/juris/document/document.jsf?cid=1
199&dir=&docid=147582&doclang=en&mode=req&
occ=first&pagelndex=0&part=1&text=&utm>.

12 It is worth noting that some jurists consider the first
Internet Treaty to be of no importance. In fact, they
consider it a modest agreement, and this will not change
in the future, given that it cannot replace the Berne
Convention, the Copyright Convention, or replace the
TRIPS Agreement. Furthermore, they believe that it
does not serve the interests of some countries that
desire to be subject to lower-level obligations in the field
of international copyright, in addition to the desire of
countries to join the World Trade Organization. See in
this regard: Lewinski, S. V. (2006). The role and future of

encompassing the right of rental, the right of
communication to the public, the comprehen-
sive solution, limitations on rights in the digi-
tal environment, and technological protection
measures and rights management information.

1.2.1 Right of rental

The Treaty includes a provision granting the
right to rent digitally published works, as au-
thors of literary and artistic works hold the ex-
clusive right to authorize the public availability
of the original or copies of their works; addi-
tionally, the Treaty grants authors of computer
programs, cinematographic works, and works
embodied in sound recordings (as defined by
national laws of contracting parties) the ex-
clusive right to authorize commercial rental of
their works;® however, an exception applies if
the computer program itself is not the essential
object of the rental, or if the rental of a cine-
matographic work does not materially impair
the exclusive reproduction right*

1.2.2 Right of communication to

the public

Article 8 of the WCT grants authors the ex-
clusive right to authorize the communication of
their works to the public by any means, includ-
ing making them available in a way that allows
access at a time and place have individually
chosen, which aligns with the electronic publi-

the Universal Copyright convention. E-Copyright Bulletin,
p. 18. Abdullah, A. A. (2009). The Legal Protection of
intellectual Property Right on the internet. Egypt: New
University House, p. 260.

13 Hawi, F. H., ibid., p. 124.

14 Article 7 of the Convention states: “Right of rental. 1.
Authors of the following works: a. Computer programs,
b. Cinematographic works, c. Works embodied in
sound recordings, as defined in the national law of the
Contracting Parties, shall enjoy the exclusive right of
authorizing the public rental of the original or copies
of their works for commercial purposes. 2. Paragraph
(1) shall not apply in the following two cases: “a. If
the subject matter is a computer program and the
program itself is not the principal subject of the rental.
b. If the subject matter is a cinematographic work,
unless such rental has resulted in widespread copies
of that work that materially prejudice the exclusive
right of reproduction...”.
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cation of digital works on the internet, enabling
public access per the user’s discretion;® never-
theless, the article underscores that this must
not conflict with relevant Berne Convention
provisions.'®

1.2.3 The comprehensive solution

The 1996 WIPO Copyright Treaty adopted
the “comprehensive solution” for digitally pub-
lished works, granting authors the exclusive
right to authorize the transmission and dissem-
ination of their works by wire or wireless means,
including digital transmissions, ensuring public
access at any chosen time and place. National
legislators retain the authority to define its legal
nature, scope, and liability for infringement.”
The European Court has upheld the provisions
of the 1996 WIPO Copyright Treaty, in case C
306/05, SGAE v Rafael Hoteles S.A., brought by
SGAE (a Spanish copyright management associ-
ation) against Rafael Hoteles S.A., a hotel chain,
because the hotel provided broadcasts of au-
diovisual works (such as films and music) via
televisions in its guest rooms, on the basis that
this constituted “communication to the public”
and therefore required the authorization of the
rights holders. The court upheld this view, as it
was in line with Article 8 of the WIPO Copyright
Treaty (WCT), which states that an author has
“the exclusive right to authorize communica-
tion to the public of his works by any means,
including making them available to individuals
at a place and time of their choosing”®

1.2.4 Limitations on rights in the

digital environment

Article 10(2) permits member states to
adopt exceptions and limitations for digitally

15 Elsaghir, H. E. (2005). Emerging Global Issues in
Intellectual Property. p. 3. Available at: <www.wipo-
las/jiuru/cai/5/2>.

16 Article 8, last paragraph, states: “...without prejudice
to the provisions of Articles 11(1), 11(2), 11(1), 1(2),
11(1), 1(2), 14(1), 1(2), and 14(1), 1(1) of the Berne
Convention”.

17 Hawi, F. H., ibid. p. 124.

18 SGAE v Rafael Hoteles S.A. (2006). CJEU, C306/05.
Available at: <https://curia.europa.eu/juris/
document/document.jsf?docid=64884&doclang=EN>.

published works, provided they align with the
Berne Convention’s three-step test (no conflict
with normal exploitation or unreasonable prej-
udice to authors’ rights).”

1.2.5 Technological Protection

Measures and Rights

Management Information

Negotiating parties agreed on the necessity
of technological safeguards®® complementing
legal protections for digitally published works,
as effective legal enforcement relies on such
measures,” as the Treaty mandates member
states to implement legal protections against
the circumvention of technological measures
and the removal or alteration of rights manage-
ment information, deeming such acts copyright
infringements.?2 This is what the European Court
explicitly stated in the case of C 355/12, “Nin-
tendo Co. Ltd and Others v PC Box Srl and 9Net
Srl”, dated January 23, 2014, where it stated that
technological measures protected under Article
6 must be designed to prevent or restrict un-
authorized acts (reproduction, communication
to the public, distribution, etc.) that require the
right holder’s permission.

19 Article 10/2 of the Convention states: “2. In applying
the Berne Convention, the Contracting Parties shall
limit any limitations or exceptions to the rights
provided for in that Convention to certain special
cases that do not conflict with the normal exploitation
of the work, and do not cause unreasonable harm to
the legitimate interests of the author”; see: Elganbihi,
M. (2005). International Coperation in the Protection
of Intellectual Property Rights. Alexandria. Dar Al fikr
Al jam’i, p. 128.

20 Although digitization poses a clear challenge to
copyright principles, it can also reinforcing existing
rights or establishing others. Burchardt, D. (2023).
Does Digitalization Change International Law
Structurally? German Law Journal, Special Issue:
International Law and Digitalization, 24(3), p. 441.

21 Hawi, F. H., ibid. p. 126.

22 Articles 11 and 12 of the First Internet Convention.
Talhouni, B. A. (2004). The internet and digital rights
management. Muscat. p. 8.

23 Nintendo Co. Ltd and Others v PC Box Srl and 9Net
Srl. (2014). CJEU, C-355/12, Available at: <https://app.
livv.eu/decisions/LawlLex201400000076JBJ>.
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2. THE RULES TO BE
INCLUDED IN THE
ARAB AGREEMENT

The WIPO Copyright Treaty of 1996 stands as
one of the most prominent international trea-
ties that established new rules for the protec-
tion of authors’ rights in the digital age, making
it a benchmark for amending and adapting the
Arab Copyright Agreement. A meticulous re-
view of its provisions is essential to integrate
the substantive norms introduced by the 1996
WIPO Treaty, particularly concerning the condi-
tions for granting protection, digital rights, the
presumption of ownership, protected works,
exceptions and limitations, and technological
protection measures.

2.1. Conditions for granting
protection

International copyright treaties unanimous-
ly agree that any creative work meeting the
formal and substantive conditions for protec-
tion deserves safeguarding,? including the 1981
Arab Copyright Agreement. However, its regula-
tory provisions fall short of encompassing new-
ly emerging forms of creativity and their means
of dissemination.

2.1.1. Originality

The 1981 Arab Copyright Agreement adopt-
ed the same foundational principle as relevant
international copyright treaties - the criterion
of originality, as it stipulated that intellectual
creations must fulfill the condition of original-

24 It is worth noting that some jurisprudence calls
for the re-Reinstatement of formalities, given that
technological developments enable the adoption of
a “register once, register everywhere” regime. The
argument is that different national implementations
of official procedures result in incompatible records,
which increases the costs of searching for information
rather than reducing them. This necessitates a review
of the international agreement on this subject.
Samuelson, P. (2013). Is Copyright Reform Possible?
A critical evaluation of two major contributions to the
copyright reform literature. Harv. L. Rev, (126)3, p. 748.

ity to qualify for protection, expressed through
the term “innovation”, where the Agreement
also embraced the broad approach of the Berne
Convention by employing flexible terminology®
capable of accommodating evolving develop-
ments, including digitally published works; In
contrast, the 1996 WIPO Copyright Treaty im-
plicitly addressed digitally published works un-
der Article 8, which discusses the author’s ex-
clusive right to exploit their work by any means,
including electronic publication.?

The Arab Copyright Agreement relies on
flexible wording to accommodate new intellec-
tual creations, this does not exempt it from the
need to adapt to emerging standards of origi-
nality for digitally published works, as adopting
an expansive interpretation of originality — an
example of disputes over computer programs
brought before courts - is advisable; these rul-
ings favored a broad understanding of original-
ity,” shifting from the traditional notion of “in-
tellectual effort” to “intellectual contribution”,
as the former proved inadequate for new dig-
ital creations, which are characterized more by
intellectual or mental contribution than sheer
intellectual labor.?

Parallel to this, legal scholars, led by Coun-
selor M. Jorqueres, argue that applying the
classical standard of originality fails to protect
works originating in the digital sphere, partic-
ularly those generated by machines; conse-
quently, they advocate abandoning the classi-
cal criterion in favor of an impersonal standard,
incorporating principles akin to those in indus-

25 Issa, M. A., ibid. p. 67.

26 Ibid. p. 68.

27 The French Court of Cassation’s decision of March 7,
1986, in the Pachot/Babolat case, was considered a
developmentinthe concept of originality in the field of
computer software protection. It defined what could
be protected in a software program and provided a
definition of originality by stating: “The author has
demonstrated the existence of a special intellectual
effort that goes beyond simple, automatic, and
binding implementation, and that the embodiment
of this effort exists within an independent variable”.
See: Lucas, A. (1998). Droit d’auteur et Numerique.
Litec. Paris. pp. 32-35.

28 Wansa, D. . (2002). The protection of copyright on the
internet, a comparative study. Sader, Lebanon, p. 28.
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trial property law, as M. Jorqueres contends
that the intellectual effort must surpass mere
selection by the creator and incorporate an
element of novelty or original work. In other
words, objective concepts from industrial prop-
erty law should be integrated with the notion of
originality.”

In light of the above, it is advisable to refor-
mulate Article 1 of the Arab Copyright Agreement
as follows: “The authors of original intellectu-
al creations shall enjoy full moral and artistic
rights over their intellectual contributions...”.

2.1.2 The tangible embodiment

of the work

The formal or tangible embodiment of a
work is considered a prerequisite for granting
legal protection under copyright law, as it sig-
nifies the transition of the work from the realm
of thought into reality, acquiring a perceptible
form,*® as copyright law aims to protect the for-
mal aspect of works rather than their content,
leaving ideas® outside the scope of the literary
and artistic property, which applies solely to the
form ideas take and how they are expressed,*
consequently, an author’s rights pertain to the
tangible medium in which creativity manifests.

The Arab Copyright Agreement, in Article
1(c), stipulates that a work must have a tangible
embodiment to qualify for protection; however,
the agreement uses the term “material publici-
ty”, which is likely a typographical error, with the
intended term being “material support”, where
an adopting the former term deviates from the
objective of emphasizing the work’s tangible
embodiment.

Assuming the correct legal wording of Arti-
cle 1(c) is “material support,” influenced by the
Berne Convention (Article 2(2)), this does not

29 The European Union has adopted this principle in
determining the authenticity of computer software
in Article 1 of the Directive on the Protection of
Computer Software.

30 Lucas, A. lbid., p. 24.

31 Maskus, K. (2024). Intellectual Property Rights And
Knowledge Diffusion In The Global Economy, Review of
Economic Research on Copyright Issues, vol. 21. p. 10.

32 Wansa, D. L., Ibid., p. 23.

exempt it from the need for an amendment
to align with contemporary copyright realities,
as the emergence of an idea into existence is
not limited to material existence but extends
to perceptible existence, as the term “materi-
al existence” unduly narrows the scope of legal
protection for certain works, such as the public
recitation of the Holy Quran, which some copy-
right laws explicitly protect, because recitation
lacks a material existence consistent with the
internationally established interpretation of
the term “expression of a work”, which refers
to the means enabling a work to be perceived,
whether physically or intellectually, including
performance, recitation, fixation, material for-
mation, or any other suitable method;* this
interpretation was adopted by the WIPO Copy-
right Treaty of 1996, which, in Article 2, uses the
term “expressions of works” to encompass all
forms of creative manifestation; similarly, the
Berne Convention (Article 2(2)) references this
in the context of protecting works like publicly
delivered speeches and lectures.

Moreover, the tangible embodiment of a
digital work entails its occupation of a specif-
ic space in the digital medium, whether online
(on the internet) or offline* (such as CDs, flop-
py disks, or hard drives); thus, the embodiment
of a digital work poses no issue, as it remains
perceivable by the public, therefore, it would be
preferable to draft Article 1 of the Arab Copy-
right Agreement as follows:

“Authors of original creations shall enjoy full
moral and artistic rights over their intellectual
contributions from the moment of creation, re-
gardless of their merit, purpose, type, or mode
of expression, and whether or not they are fixed
on any medium that allows their communication
to the public”, where the phrase “any medium
that allows the work to be communicated to the
public”, accommodates the electronic publica-
tion of works, whether online or offline.

33 Kanaan, N. (2009). Copyright, Contemporary Models
of Author’s Rights. Dar Al Thaqufa, Jordan, p. 206.
34 Issa, M. A. lbid., p. 71.
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2.2 Digital rights

The Arab Copyright Convention recognizes
the rights of authors of intellectual creations
in Article 1/A, which states: “Authors of orig-
inal works in literature, the arts, and sciences
shall enjoy protection, regardless of the value,
type, purpose, or method of expression of these
works”, as despite the Convention’s reliance on
broad terminology, which could potentially in-
clude any new creations, and its stipulation of
a set of rights inherent to the author in Arti-
cles 4/A, 6/A, and 6/B, and its adoption of the
phrase “or any other means” in Article 7, Para-
graph 3, which can be relied upon to encompass
any new developments in the means of cre-
ativity or its dissemination, the Convention is
therefore considered to be inclusive of new de-
velopments and does not require amendment;
however, to keep pace with developments in
electronic creativity and publishing, it is advis-
able to refer to the digital rights applicable to
digital works published electronically; the text
of the aforementioned article should read as
follows: “Authors of original creations shall en-
joy full moral and artistic rights...".

The adoption of the broad term “full rights”
allows for the inclusion of digital rights generat-
ed by digital creations published electronically,
such as rental rights, the right to communicate
the work to the public, and the comprehensive
solution adopted by the 1996 WIPO Copyright
Treaty in Articles 6, 7, and 8, which also rec-
ognizes the obligations imposed by electronic
publishing on the publisher or electronic dis-
tributor, in addition to what is established in
the context of the publishing contract.

In parallel, it is necessary to point out the
necessity of the Arab Copyright Convention
stipulating that digital reproduction of protect-
ed works is a right granted to the author, similar
to what was adopted by the 1996 WIPO Copy-
right Convention, as Article 4/1 states that the
right of reproduction stipulated in Article 9 of
the Berne Convention applies fully to the digital
medium, whether it concerns the exploitation
or storage of the digital work; accordingly, this

can be referred to in the first paragraph of Arti-
cle 7 of the Convention by stating: “The author,
or his direct representative, shall have the fol-
lowing rights: 1. Reproduction of the work in all
forms that permit public access to or perception
of the work, whether by photography, cinema-
tography, or any other electronic means”.

In contrast, and in connection with discuss-
ing copyright within the Arab Copyright Con-
vention, it is worth noting that the Convention
extends protection for only 25 years after the
author’s death, which is in contrast to the Berne
Convention, which explicitly states in Article 7/1
that protection extends for the lifetime of the
author and 50 years after his death, which is
also the position taken by the 1996 WIPO Copy-
right Convention in Article 1/4; this requires the
Arab Copyright Convention to keep pace with
this by amending Article 19 and stating that the
term of protection extends for the lifetime of
the author and 50 years after his death.

Amending Article 1/A of the Arab Conven-
tion is an urgent necessity to keep pace with
the development in human creativity, which
has created rights for authors over their dig-
ital works, which jurisprudence has agreed to
call digital exploitation rights,*> and which has
been approved by relevant international leg-
islation, most importantly the first Internet
Convention, or the WIPO Copyright Convention
of 1996, as these rights have also seeped into
most national copyright legislation, and there-
fore, the amendment is considered to be keep-
ing pace with electronic publishing in Article
1/A, and to restore the status of the Conven-
tion within international and regional legisla-
tion concerned with copyright, where it is also
part of its efforts announced in its preamble,*
which seeks to encourage Arab authors to in-
novate, create, and develop literature, science,
and the arts.

35 Passa, J. (2001). Internet et Droit d’auteur. Juris-
Classeur. LexisNexis. France, p. 29.

36 See the preamble to the 1981 Arab Convention for the
Protection of Copyright, p. 1.
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2.3 Presumption of
ownership of rights

It is self-evident to state that the author
is the creator of the work; however, the focus
must be on how to establish proof of this cre-
ator’s identity, as typically, work is published
under the name of a specific individual, with
that name appearing on the cover and the first
page of the work, indicating authorship, which
constitutes a legal presumption that the person
named is indeed the author, and the burden of
proof falls on anyone who claims otherwise to
substantiate their claim by all available means,
as they are contesting a factual matter,*” where
the author may also choose to place a distinc-
tive mark on their work, in which case they must
prove —through all possible methods - that this
mark is uniquely theirs and leaves no doubt as
to their identity; alternatively, an author may
publish under a pseudonym or anonymously.®

The Arab Copyright Agreement aligns with the
presumption that ownership rights over a work
belong to the person under whose name it was
published or broadcast, as Article 4(a) clarifies
that the author of a work enjoys copyright pro-
tection, and authorship is presumed in favor of
the person who published,* broadcast, or is rec-
ognized as the work’s creator, which mirrors the
approach of the Berne Convention (Article 15(1)).

However, digital works present challenges
in attributing authorship, necessitating explicit

37 Talabah, A. (2006). The protection of intellectuat
property rights. Modern university office. Alexanderia.
p. 6.

38 Al-Sanhouri, A. R. (2005). Al-Wasit fi Sharh Al-Qanun
Al-Madani (Property Rights with a Detailed Explanation
of Things and Property Legal Publications). Lebanon,
p. 326.

39 The presumption of ownership of rights in digital
works submitted electronically raises several issues.
The first issue that must be taken into account is the
multiplicity of authors, which makes determining the
paternity of each author extremely difficult, especially
if the work is created and published directly online.
In addition, there is a diversity of contributions, as
the adoption of digital technologies leads to the
emergence of complex works that include computer
programs, a phenomenon evident in database works
and multimedia works.

provisions in the Agreement - even if broadly
worded - to acknowledge technological meth-
ods that establish ownership rights over digital
works; alternatively, civil and criminal penalties
could be imposed for tampering with electron-
ic rights management information, following
the model of the 1996 WIPO Copyright Treaty,
as Articles 12(1)(1) and 12(2) of the WIPO Treaty
stipulate that any interference with information
identifying the work, its author, the rights asso-
ciated with it, or any data essential for its ex-
ploitation - including electronic codes or meta-
data attached to the work upon publication
- constitutes an infringement of the author’s
rights under both the WIPO Treaty and the
Berne Convention, given that the former defers
to the latter in defining protected rights.*
Accordingly, it would be preferable to amend
Article 4(a) of the Arab Copyright Agreement as
follows: “The author of a work shall enjoy copy-
right protection, and authorship shall be pre-
sumed in favor of the person under whose name
the work was published, broadcast, or recog-
nized, or whose rights are indicated by a tech-
nological mechanism attached to the work upon
publication - unless proven otherwise”.

2.4 Protected works

The digital revolution has ushered in new
forms of creative works and methods of dissem-
ination, encompassing both works traditionally
protected by legislation - now digitized, such as
texts, images, and sounds — and works that owe
their very existence to digital technology, such
as digital databases, computer programs, and
multimedia works, as these innovations pose
practical and legal challenges, necessitating an
adaptation of the Arab Copyright Convention to
accommodate them, thereby fulfilling its stated
objectives.

The Arab Copyright Convention adopts a
non-exhaustive enumeration of protected
works under Article 1(b) and Article 2(1) and (2);

40 WIPO Convention regarding its relationship with the
Berne Convention. Article 1, para. s4.
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while following the footsteps of the Berne Con-
vention* by introducing its list with the phrase
“Protection shall include, in particular:” - imply-
ing that the scope of protection extends beyond
the explicitly mentioned works - it lacks broad
terminology that could implicitly encompass
digitally emerging works; consequently, its text
must be amended to align with the provisions
of the 1996 WIPO Copyright Treaty concerning
electronically published digital works, particu-
larly computer programs and digital databases,
where it would be advisable for the Convention
to adopt the inclusive language, such as adding
the phrase “regardless of the mode of publica-
tion, including electronic media” to Article 1(b)
(1), or introducing an additional paragraph un-
der Article 1(b) explicitly recognizing works pub-
lished on electronic media as protected under
the Convention’s provisions; furthermore, the
Convention should explicitly state that comput-
er programs are protected as literary works, in
line with the 1996 WIPO Treaty.

Notably, while the Arab Convention ac-
knowledges databases as protected works de-
riving originality from their arrangement or
selection, it fails to address machine-readable
or electronic databases, as to keep pace with
technological advancements, these should be
explicitly included in the enumeration of pro-
tected works under Article 1(b), or Article 2(a)(2)
could be revised as follows:

“Protection shall also extend, and author-
ship shall be recognized for this Convention,
to the authors of encyclopedias, anthologies,
or collections of independent works, data, or
other materials, systematically or methodically
arranged in a way that reflects intellectual cre-
ativity or demonstrates a substantive intellec-
tual contribution, and which may be accessed
or consulted individually by electronic means
or any other enabling medium”; Such a formu-
lation would ensure that the Arab Copyright
Convention comprehensively covers digitally
emergent works while remaining adaptable to
future innovations brought forth by the digital
revolution.

41 Ibid., Article 2, para. 1.

2.9 Exceptions and limitations

The recognition of digital works and their
associated rights under the Arab Copyright
Convention necessitates adapting copyright ex-
ceptions and limitations to accommodate the
unique nature of these rights, and while the
Convention establishes restrictions on copy-
right in Articles 9 through 16 under the head-
ing “Freedom of Use of Works” — laying out ex-
ceptions that align with the general principles
of the Berne Convention, primarily concerning
limitations and exceptions to economic rights -
these provisions allow for the use of protected
works without the copyright holder’s authori-
zation or remuneration, known as “free use”;*
in addition, they partially* adhere to the three-
step* test enshrined in Article 9(2) of the Berne
Convention, which requires that exceptions (1)
apply only in certain special cases, (2) do not
conflict with the normal exploitation of the
work, and (3) do not unreasonably prejudice the
author’s legitimate interests.*®

However, this does not exempt the Con-
vention from the need for reassessment to
ensure compatibility with digital works, as the
three-step test should be explicitly incorpo-
rated into the framework of exceptions and
limitations, following the model of the 1996
WIPO Copyright Treaty as articulated in Article
10; consequently, Article 9 of the Arab Copy-

42 The free use cases in the Berne Convention include
reproduction in certain special cases (Article 9/2);
quotation and use of works — by way of illustration —
for educational purposes (Article 10); reproduction of
newspapers or similar materials and use of works for
the purpose of reporting current events (Article 10B);
and temporary recordings for broadcasting purposes
(Article 11 B.3).

43 Arab Copyright Convention. Article 12.

44 Hugenholtz, B. (2009). Conceiving a document on
Limitations and Exceptions to Copyright Laws. The
Bibliotheca Alexanderia. Alexanderia. p. 31.

45 Berne Convention. Article 9/2: “The legislation of the
countries of the Union shall be a matter for the right
to authorize the making of copies of these works in
certain special cases, provided that such making does
not conflict with a normal exploitation of the work
and does not unreasonably prejudice the legitimate
interests of the author”.
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right Convention should be revised as follows:

“The use of protected works in certain spe-
cial cases without the author’s authorization
shall not constitute copyright infringement, pro-
vided such use does not conflict with the normal
exploitation of the work by the author and does
not unreasonably prejudice the author’s legit-
imate interests, as the following uses shall be
deemed lawful and shall not require authoriza-
tion from the rights holder: ... (remainder of the
article unchanged)”.

Moreover, the Convention must move be-
yond the traditional exceptions and limitations
derived from the Berne Convention and adopt
provisions suited to the digital environment,
such as those governing digital publishing, pri-
vate digital copies, and exceptions compatible
with modern educational and academic tech-
nologies, including digital libraries.

It would also be advisable for the Arab
Copyright Convention to incorporate, alongside
digital-specific limitations, exceptions catering
to persons with disabilities - particularly recog-
nizing accessible formats as a permissible ex-
ception for the visually impaired and individu-
als with physical disabilities that prevent them
from handling or using printed books with ease,
where this adjustment would ensure that the
Convention remains responsive to both techno-
logical advancements and the needs of vulner-
able groups.“

2.6 Technical
protection measures

The technical protection measures en-
dorsed by the 1996 WIPO Copyright Treaty aim
to safeguard the rights associated with digital-
ly published works; these measures generally
encompass any digital-based technical mecha-
nism designed to prevent any infringement of
the rights granted to authors over their works,

46 Bouzidi, A. T. (2023). Accessible formats as an ex-
ception to copyright in Algerian legislation. The Aca-
demic journal of legal and political research, 7(1), pp.
496-476.

as they are primarily divided into two catego-
ries: the first facilitates the identification and
designation of works by specifying rights hold-
ers,”” while the second seeks to prevent any act
that may violate authors’ rights.*®

The Arab Copyright Agreement does not in-
clude any reference to technological protection
measures, necessitating a revision of its provi-
sions to explicitly adopt these measures and
recognize them as tools or mechanisms avail-
able to authors or rights holders, as such mea-
sures would reinforce the legislative protection
granted to electronically published works, in
line with the 1996 WIPO Treaty; accordingly, it
would be advisable to amend Article 4 under
the second section, titled “Authors’ Rights,” to
read as follows: “The author of a work shall en-
joy authorship rights, and authorship shall be
attributed to whoever publishes, broadcasts, or
identifies the work under their name, or makes
it available to the public in a manner that allows
their recognition as the rights holder - includ-
ing technical systems for work identification
that aim to specify rights-related information”.

By incorporating this provision, the Arab
Copyright Agreement would align with advance-
ments in the field of creativity and its dissem-
ination, while further strengthening authors’
rights in the digital environment, which would
establish a presumption of ownership over
digital works and ensure their attribution to
their creators.

To reinforce the aforementioned, the Arab
Agreement - should it adopt technical systems
for identifying works in the digital environment
as a protective mechanism — must extend copy-
right protection to these systems and explicitly
stipulate that any infringement upon them con-
stitutes an infringement of the copyright in the
work itself.

Concurrently, the Agreement should include
an explicit provision enabling authors and rights
holders to employ technological measures that
prevent any unauthorized acts not permitted by
the rights holders or prohibited by law, in line

47 WIPO Copyright Treaty. Article 12/2.
48 Ibid., Article 11.
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with Article 11 of the WIPO Copyright Treaty of
1996;*° accordingly, Article 7 of the Arab Agree-
ment would be amended as follows: “Authors or
rights holders shall have the right to exercise the
following rights and prevent any infringement
thereof by any means, including the adoption
of any effective technological measure linked to
the work, which restricts acts they have not au-
thorized or that are prohibited by law...”.

To strengthen the role of protective techno-
logical measures, the Arab Agreement should
explicitly extend copyright protection to these
measures, provided they meet the three condi-
tions established by the WIPO Copyright Treaty
of 1996 under Article 11, which could be incor-
porated into Article 25 under the sixth section
titled “Means of Copyright Protection,” with the
addition of a second paragraph stating: “Mem-
ber states shall enact laws extending copyright
protection to any technological measure that is
linked to the work, effective, and implemented
by the author or rights holders to exercise their
rights or prevent any infringement thereof”.

CONCLUSION

In light of escalating digital challenges and
the flourishing creative economy, it has become
imperative to amend the 1981 Arab Copyright
Convention to incorporate the substantive pro-
visions enshrined in the 1996 WIPO Treaty, as
this legislative update does not merely repre-
sent compliance with international standards
but also constitutes essential protection for
Arab creators, enhances the competitiveness
of Arab culture in the global digital sphere,
stimulates investments in creative and digital
industries, holds sway over the efficiency and

49 Article 11 states: “The Contracting Parties shall
provide in their laws for appropriate protection and
effective remedies against the circumvention of
effective technological measures used by authors in
the exercise of their rights under this Treaty or the
Berne Convention, which prevent the performance
of acts concerning their works not authorized by the
authors concerned or permitted by law”.

innovation of the creative industries,* and fa-
cilitates harmonization with relevant interna-
tional agreements.

Accordingly, the study proposes the follow-

ing Suggestions:

1. Amending Article 1 of the Arab Copy-
right Convention as follows: “Authors of
original creations shall enjoy full moral
and material rights over their intellec-
tual contributions from the moment of
creation, regardless of their merit, pur-
pose, form, or mode of expression, and
whether or not they are fixed on a medi-
um that allows their communication to
the public”;

2. Amending the first paragraph of Article
7 of the Convention as follows: “The au-
thor or their representative shall have
the following exclusive rights: (1) the
right to reproduce the work in all forms
that enable public access or perception,
whether through photographic, cine-
matographic, or any electronic means
that facilitate such reproduction”;

3. Amending Article 19 to stipulate that the
term of protection shall extend through-
out the author’s lifetime and for 50 years
after their death;

4. Revising the text of Article 4(a) of the
aforementioned Arab Convention as
follows: “The author of a work shall en-
joy copyright, and authorship shall be
attributed to the person under whose
name the work was published, broad-
cast, or recognized, or whose name is as-
sociated with the work upon its publica-
tion through a technological mechanism
that identifies their rights, unless proven
otherwise...”;

5. The Convention should adopt broad ter-
minology encompassing digital works,
such as adding the phrase “regardless of
the mode of publication, including pub-

50 Muthoo, A. (2023). Some Remarks On Bargaining
Power, Innovation, and 21t Century Copyright
Law. Review of Economic Research on Copyright
Issues, vol. 20, p 7.
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lication on electronic media” in Article
1(b)(1), or introducing an additional para-
graph under Article 1(b) explicitly recog-
nizing works published on electronic me-
dia as protected under the Convention’s
provisions, also the Convention must
expressly protect computer programs as
literary works, in alignment with the 1996
WIPO Treaty;

Reformulating Article 9 of the Arab Con-
vention as follows: “The use of protected
works in specific, limited circumstances
without the author’s authorization shall
not constitute an infringement, provided
such use does not conflict with the nor-
mal exploitation of the work by its au-
thor and does not unreasonably preju-
dice their legitimate interests, where the
following uses shall be deemed permis-
sible and shall not require authorization
from the rights holder: ... (the remainder
of the article remains unchanged)”;

The Arab Copyright Convention should
incorporate, alongside digital limita-
tions, specific exceptions for persons

with disabilities, recognizing accessible
formats as an exception tailored to the
visually impaired and individuals with
physical disabilities that hinder their
ability to hold or use a book with ease;

. Amending Article 4 under the second

axis concerning authors’ rights to read
as follows: “The author of a work shall
enjoy copyright, and authorship shall be
attributed to the person under whose
name the work was published, broad-
cast, or recognized, or whose name is
associated with the work through any
means that identifies them as the rights
holder, including technical systems for
work identification designed to specify
rights-related information”;

. The Convention must include an explicit

provision permitting authors and rights
holders to employ technological mea-
sures that prevent unauthorized acts not
permitted by law, identify rights hold-
ers, and extend copyright protection to
such measures.
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Georgia provide a solution to it. However, through a reason-
able interpretation of the norm, the registered marriage does
not automatically establish a co-ownership regime over the
property. The purpose of this article is to emphasize, through
an analysis of judicial best practice, the importance of mar-
riage registration and the role of a household. In certain cas-
es, the existence of a household economy is a decisive factor
in deeming property as co-owned. With the development of
law, in relation to human rights, the classic exceptions given
in a separate norm, by systematic, substantive definition, give
a different rule for solving the issue, as the State acknowl-
edges and protects universally recognized human rights and
freedoms as eternal and supreme human values. While ex-
ercising authority, the people and the State shall be bound by

these rights and freedoms as directly applicable law.

INTRODUCTION

The family is a multifaceted social phe-
nomenon that combines biological and social,
economic and moral, ideological and psycho-
logical relationships. Although the family has
a centuries-long history of development, the
importance of the modern family and the need
to define the rights and responsibilities of its
members from a legal standpoint, in a way that
corresponds to contemporary life, remain rele-
vant today!

Article 30 of the Constitution of Georgia
provides for the concept of family. Family is a
marriage, as a union, of a woman and a man to
start a family, based on the legal equality and
free will of the spouses.? In the modern sense,
the family essentially has the same meaning,
although it is characterized by many specific
features. There is a general sociological and a
special legal concept of family. From a socio-
logical perspective, family is a union of persons

1 Japaridze, K. (2015). Personal and Property Relations
of Parents and Children. Dissertation, Thilisi, p. 27.

2 Constitution of Georgia. (24.08.1995). No. 786-RS.
Article 30. Available at: <https://matsne.gov.ge/ka/
document/view/30346?publication=36> (Last access:
07.09.2025).

based on marriage, kinship, and the upbringing
of children, conditioned by the factors of living
together, common interests, and mutual care.
The family relationship represents a complex
form of social relations, which reflects not only
the multifaceted interests of a defined circle of
persons but also the corresponding character-
istics of the society and the state of a given era.?
From a legal perspective, the family is the legal
bond of its members. Family relations acquire a
legal character through their regulation by legal
norms. This is possible by establishing manda-
tory rules within the limits of the state’s ability
to influence the behavior of family members.*
With the legislative amendments to the Civil
Code of Georgia of September 17, 2024, the con-
cept of marriage was formulated in a new edi-
tion. Specifically, marriage is a voluntary union
of a woman and a man to create a family, which
is registered at the territorial office of the legal
entity of public law, the Public Service Develop-
ment Agency operating under the governance
of the Ministry of Justice of Georgia (hereinafter,
the territorial office of the Agency). For this ar-

3 Shengelia, R., Shengelia, E. (2011). Family Law. Merid-
iani, p. 10.
4 Ibid., p. 11.
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ticle, a woman is a person identified as female
based on hereditary genetic characteristics,
and a man is a person identified as male based
on hereditary genetic characteristics.> Other
contractual relations may undergo changes, be
restricted or expanded, or fully altered by the
consent of the parties, but this cannot occur
with marriage. As soon as the parties express
their consent to marriage, legislative regulation
immediately takes effect, creating various obli-
gations for the parties.® Marriage is the founda-
tion of the family. It primarily reflects the unity
of spiritual, moral, as well as personal and prop-
erty relations.” After the dissolution of a mar-
riage, the issue of dividing property acquired
during cohabitation arises. When considering
this issue, the court is guided by such criteria as
marriage registration, household economy, and
the statute of limitations.

METHODOLOGY

The research is based on the doctrinal legal
method; the relevant norms of the Constitution
of Georgia, of the Civil Code of Georgia, and the
Civil Procedural Code of Georgia are analysed
within the framework of the mentioned meth-
od. A case analysis approach has been used to
identify interpretations related to marital prop-
erty relations, especially based on the practice
of the Supreme and Constitutional Courts, as
well as lower instances.

The legal comparative method is used to
analyse the foreign jurisdictions (Turkey, Bel-
gium, the Netherlands, Italy, the USA) and de-
cisions of the European Court of Human Rights
to see the place of Georgian regulations in a

5 Law of Georgia On Amendments to the Civil Code
of Georgia. (17.09.2024). No. 4438-XVIMS-XMP.
Available at: <https://matsne.gov.ge/ka/document/
view/6283255?publication=0#DOCUMENT:1;> (Last
access: 07.09.2025).

6 Maynard v. Hill. 125 U.S. 190, 2011 (1888). Avail-
able at: <https://supreme.justia.com/cases/federal/
us/125/190/> (Last access: 02.03.2025).

7 Civil Cases Chamber of the Supreme Court of Georgia.
(25.03.2021). Decision in the case No. s1-1226-2020,
para 69.

broader international context.

Based on doctrinal and scientific sources,
Georgian and foreign family and property law
is discussed in the research. The interpretation
of norms is carried out using systematic and
teleological approaches to ensure compliance
with constitutional principles and human rights
standards.

The research is done through the analysis of
normative-legal and judicial practice and does
not include empirical or sociological research.

1. THE IMPORTANCE OF
MARRIAGE REGISTRATION

Being in a registered marriage is a personal
right of an individual. Many couples cohabitate
without registration. The law does not create
a family; the law creates the structure through
which the family is recognized and protected.®
According to the firmly established practice of
the European Court of Human Rights, marriage
has gone beyond formal relationships; the exis-
tence or non-existence of family life significant-
ly depends on the actual existence of a close
personal relationship.® In its 1994 decision, the
European Court clarified that “the concept of
family relationships is not limited only to rela-
tionships based on marriage and may include
other de facto family ties where the parties live
together without marriage”.

In the modern world, interest in family law is
mainly determined by the social and econom-
ic aspects of the relationships between family
members, including the financial consequences
following the dissolution of marriage, among
others® Theoretically, the significance of mar-

8 Duncan, W. C. (2004). The State Interests in Marriage.
Ave Maria Law Review, Vol. 2, No. 1, p. 173. Available
at: <https://ssrn.com/abstract=2233190> (Last ac-
cess: 02.03.2025).

9 ECtHR, Kroon and Others v. The Netherlands.
(Case No. 18535/91; 27.10.1994). Decision. Avail-
able at:  <https://hudoc.echr.coe.int/eng#{%22i
temid%22:[%22001-57904%2211> (Last access:
02.03.2025).

10 Boele-Woelki, K. (2005). Common Core and Better
Law in European Family Law. Antwerp-Oxford, p. 5.
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riage registration is limited to the fact that
spouses acquire rights and obligations estab-
lished by law toward each other. Marriage gives
rise to mutual personal and property rights
and obligations of the spouses. In the Unit-
ed Kingdom, when a marriage is dissolved and
the parties cannot agree on the distribution of
property, they apply to the court, and the court
decides on the distribution of property, includ-
ing its sale.”

Article 1151 of the Civil Code of Georgia
links the emergence of spouses’ rights and ob-
ligations exclusively to the registration, and
concerning the moment of the emergence of
spouses’ rights and obligations, any different
interpretation of this provision contradicts
its normative content* An unregistered mar-
riage does not grant any rights over acquired
property.*"> Determining de facto “family life”
may have legal significance in other cases, for
example, in establishing paternity or in cases
concerning relationships between parents and
children® Hence, Georgian legislation does not

Cited in Meladze, G. (2022). Property Obligations of
Spouses. Law Journal, (2), p. 77. Available at: <https://
doi.org/10.60131/jlaw.2.2022.7021>;  <https://jlaw.
tsu.ge/index.php/JLaw/article/view/7021>.

11 Civil Cases Panel of the Batumi City Court. (29.09.2023).
Decision in the case No. 010210023006933423, para.
6.4.

12 Luthra, S. (2022). The Right to Property - Tracing the
Women'’s Right to Property Across USA, UK & India.
Indian Journal of Law and Legal Research, p. 9. Avail-
able at: <https://ssrn.com/abstract=4209214> (Last
access: 02.03.2025).

13 Civil Cases Chamber of the Supreme Court of Geor-
gia. (16.03.2016). Decision in the cases: No. sb-7-7-
2016; (14.02.2022) in the case No. sb-1760-2018;
(15.05.2008) in the case No. 51-968-1269-07.

14 Civil Cases Chamber of the Supreme Court of Georgia.
(08.10.2018). Decision in the case No. s1-1160-2018.

15 According to Article 1158 of the Civil Code of Geor-
gia: 1. Property acquired by spouses during marriage
constitutes their common property (co-ownership),
unless otherwise stipulated by the marriage contract
between them. 2. The right of co-ownership of spous-
es to such property arises even if one of them was en-
gaged in household activities, took care of children, or
did not have an independent income for another valid
reason.

16 ECtHR, Kroon and Others v. The Netherlands. (Case
No. 18535/91; 27.10.1994). Decision. See Civil

provide for equating the legal consequences of
cohabitation with those of marriage.”

The Cassation Court explained that Article
1158 of the Civil Code contains the legal regu-
lation of property acquired by spouses during
marriage. Practically, the norm determines the
ownership of property acquired by spouses
within a specific time frame (during marriage).
However, the mere registration of marriage is
not decisive for extending the legal regime of
a registered spouse’s ownership of property,
in cases where it has been established that,
at the time of acquiring the disputed property,
the spouses no longer maintained a common
household and the marriage, despite being still
registered, was factually terminated. The legis-
lator is guided by the presumption that, as per
rule, common property, for Article 1158 of the
Civil Code, is created through the spouses’ joint
funds, joint management of the household, and
joint labor®

The factual termination of marriage may
also serve as grounds for deprivation of inher-
itance rights. Specifically, according to Article
1341 of the Civil Code of Georgia, by a court de-
cision, a spouse may be deprived of the legal
right of inheritance if it is confirmed that the
marriage with the decedent was factually ter-
minated at least three years before the open-
ing of the estate and the spouses were living
separately.”®

Article 8 of the Convention for the Protec-
tion of Human Rights and Fundamental Free-
doms guarantees everyone the right to respect
for his or her family life. According to the prec-
edent of the European Court of Human Rights,
this provision is subject to broad interpretation
and encompasses all aspects of family life that
are established in a democratic society and

Cases Chamber of the Supreme Court of Georgia.

(24.10.2019). Decision in the case No. s1-205-2019.
17 Civil Cases Chamber of the Supreme Court of Georgia.

(28.03.2024). Decision in the Case No. s1-1159-2023,

para. 22.

18 Ibid. (25.03.2021) Decision in the case No. 1226-2020,
para. 71.

19 Ibid. (22.07.2015). Decision in the case No. sb-187-
174-2015.
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serve the well-being of that society.? Among
the categories protected by this norm are the
inviolability of a person’s family life, every indi-
vidual's legitimate possibility to freely choose
as a spouse the person with whom they wish to
establish family relations, as well as the right to
terminate family life.? In the case of Serife Yigit
v. Turkey, the European Court of Human Rights
established that the respondent state had not
violated Articles 8 and 14 of the European Con-
vention for the applicant. The Grand Chamber
of the European Court compared the case with
Munoz Diazv. Spain and explained that, unlike it,
Serife Yigit could not have had a legitimate ex-
pectation for the recognition of the legal conse-
quences of cohabitation by the state. The Court
emphasized the clarity and accessibility of the
civil marriage regulatory norms in the Repub-
lic of Turkey and confirmed the state’s right to
require the registration of civil marriage.? The
second book of the Turkish Civil Code is dedi-
cated to family law. Articles 134-144 of the third
section regulate the procedure for submitting
and registering a marriage application. Article
134 of the Turkish Civil Code defines that, man
and a woman to marry each other apply togeth-
er to the marriage registry office in the domicile
of one of the parties. The following articles de-
termine the form of application submission, the
list of required documents, deadlines, and oth-
er procedures related to registration.? On this
issue, the legislation is so clear that it cannot
be interpreted in other way.

20 Ibid. (15.07.2016). Decision of the case No. sb-458-
440-2016.

21 Ibid. (15.02.2019). Decision in the case No. sb-1753-
2018.

22 See ECtHR, Serife Yigit v. Turkey. (Case No. 3976/05;
02.11.2010). Available at: <https://hudoc.echr.coe.
int/eng#{%22tabview%22:[%22document%22],%
22itemid%22:[%22001-101579%22]}> Cited in the
Supreme Court of Georgia case No. sb-1760-2018.
(14.02.2022).

23 Civil Code of Turkey. Articles 134-144. Available
at: <https://rm.coe.int/turkish-civil-code-fami-
ly-law-book/1680a3bcd4> (Last access: 14.08.2025).

2. THE IMPORTANCE

OF THE ESSENCE OF
HOUSEHOLD ECONOMY
IN PROPERTY DIVISION

Similar to the legislative regulation in Bel-
gium,* for property acquired during cohabita-
tion to be considered jointly owned, the first
and essential prerequisite is the existence of
a registered marriage. A marriage certificate is
prima facie evidence of the existence of mar-
riage.”® There are countries where, despite an
unregistered marriage, couples still have rights.
For example, in the Kingdom of the Nether-
lands, citizens are given the freedom to choose
between civil partnerships and marriage, and a
special municipal service establishes and main-
tains a register for persons in unregistered mar-
riages.?® As for the American approach, it differs
from state to state. In some states, a religious
certificate is sufficient for marriage, but in some
states do not recognize de facto cohabitation
and require registration for the validity of the
marriage. Israeli law chooses a religious na-
ture for marriage, and its authority is exercised
by the relevant hierarchy. Based on the exam-
ple of Italy, it can be said that this is a hybrid
model where both religious and civil marriag-
es operate. According to the current legislation
in Georgia, no lever would legally equate a de
facto (unregistered marriage) with a registered
marriage.”

24 Verbeke, A. P. G. (2013). A New Deal for Belgian Fam-
ily Property Law; Verbeke, A.-L. (2013). A new deal
for Belgian family property law, in Alofs, E., Byttebier,
K., Michielsens, A., Verbeke, A.-L. (eds.). (2013). Liber
Amicorum Héléne Casman, Antwerp/Cambridge, In-
tersentia, p. 471. Available at: <https://ssrn.com/ab-
stract=2312659> (Last access: March 02, 2025).

25 Barker, R. A., Alexander, V. C. (2006). Hearsay Excep-
tions Where Availability of the Declarant is Immate-
rial. In 5 N.Y. Prac., Evidence in New York State and
Federal Courts § 8:56.

26 Sumner, I., Warendolf, H. (2003). Family law legisla-
tion of the Netherlands, p. 245; See Misabishvili, G.
(2025). Issues of Perfecting the Ranks of Legal Heirs in
Georgian Legislation. Law and World, 11(33), pp. 60-
80. Available at: <https://doi.org/10.36475/11.1.5>.

27 Misabishvili G. (2025). Issues of Perfecting the Ranks
of Legal Heirs in Georgian Legislation. (2025). Law and
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If there is no registered marriage, then per-
sons in an unregistered domestic cohabitation,
as per the general rule, initiate a dispute over
ownership of the acquired property?® under the
regulatory norms of unjust enrichment.?

Property and marriage are both ancient
and almost universal social institutions.*® Un-
der family law, the property of spouses is di-
vided into two parts: individual (i.e., separate)
and common property. Individual property is
the property that belongs to one of the spous-
es and is disposed of exclusively by them. This
rule is regulated by Articles 1161 and 1162 of the
Civil Code. Joint property is considered to be all
property (movable and immovable) acquired
during the spouses’ cohabitation, which was
acquired (or created) through the joint labor
and funds of both spouses, as well as property
acquired by one of the spouses, even if one of
them was engaged in household activities, took
care of children, or, for another valid reason,
did not have an independent income.”

World, 11(33), pp. 60-80. Available at: <https://doi.
org/10.36475/11.1.5>.

28 In general, the purpose of the legal institution of un-
just enrichment is to reclaim unjustly and unjustifiably
acquired property and thus restore the balance and
justice of property circulation. For this purpose, the
benefit must be returned to the person at whose ex-
pense the property of another person was increased,
i.e. their unjust enrichment. The main purpose of this
institution is not to fill the property deficit, i.e. com-
pensation for damage, but to recover the property
increase, restore the person to their original proper-
ty-legal status, i.e. equalization of enrichment. Restor-
ing a person to their original property-legal status and
equalization of enrichment arising from unjust enrich-
ment is not a form of civil legal liability. See Civil Cases
Chamber of the Thilisi City Court. (19.12.2022). Deci-
sion in the case No. 330210021005025429.

29 Persons in an unregistered cohabitation may purchase
property with common funds and register the proper-
ty not as joint ownership, but as the individual proper-
ty of one of the persons.

30 McCormack, J. L. (2008). Title to Property, Title to
Marriage: The Social Foundation of Adverse Pos-
session and Common Law Marriage. Valparaiso Uni-
versity Law Review, Vol. 42, No. 2, Loyola University
Chicago School of Law Research Paper No. 2011-012.
Available at: <https://ssrn.com/abstract=1885811>
(Last access: March 02, 2025).

31 Civil Cases Chamber of the Supreme Court of Georgia.
(16.03.2016). Decision in the case No. sb-7-7-2016,

The Supreme Court of Georgia provided an
important interpretation in one of the cases.®
Specifically, the Cassation Court did not uphold
the claimant’s (cassator’s) argument and noted
that although the disputed immovable proper-
ty had been purchased by the respondent with
money gifted by his father, it could not be con-
sidered the respondent’s individual property.
The Cassation Court explained that, in deter-
mining the ownership form (personal or joint)
of an item received as a gift by a spouse during
marriage, the donor’s intent is of essential im-
portance. In the present case, the intent of the
respondent’s father was directed toward ensur-
ing the well-being of the respondent’s family
and serving the family’'s common interests. This
is confirmed by the fact that the respondent
lived in the disputed immovable property to-
gether with his spouse and child. The claimant
himself confirmed that the location of the dis-
puted house was chosen at the request of the
plaintiff, close to the mother’s house (see sub-
paragraph 11.3 of this ruling). Based on all the
above, the disputed residential house, which
the claimant purchased during marriage with
money gifted by his father, was intended for the
entire family and, as a gift, lacked the character
of individual use.*

Each spouse’s personal property includes:
a) property that belonged to them before mar-
riage; b) property received as a gift or by in-
heritance. The spouses’ personal property also
includes items of personal use (clothing, foot-
wear, etc.), even if they were acquired during
the marriage with the spouses’ common funds,
except for jewelry. A spouse’s individual prop-
erty may be recognized as the spouses’ joint
property if it is established that, as a result of
expenses incurred during marriage, the value of
this property significantly increased (capital re-
pairs, completion of construction, reconstruc-

16.03.2016; (24.11.2017) Decision in the case No. sb-
1169-1089-2017.

32 Civil Cases Chamber of the Supreme Court of Georgia.
(23.04.2019). Decision in the case No. s-963-2018,
para. 22.

33 Dzlierishvili, Z. (2018). Gifting and Life Annuity. Pub-
lishing House “Meridiani”, Thilisi, p. 306.
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tion, etc.). A similar regulation is also found in
Belgian family law.>

Property acquired by spouses during mar-
riage refers to all types of property (immovable
and movable) acquired (or created) through the
joint labor and funds of both spouses during
the marriage period. Joint marital property in-
cludes salaries and other monetary income,
regardless of whose name they are registered
under. Marital common property is proper-
ty jointly acquired by the spouses. Acquisition
does not mean merely the payment of money,
but also that both spouses expressed their will
for the property to become their joint owner-
ship. Hence, when determining whether immov-
able property should be considered as spouses’
common property, the decisive factor is the ac-
quisition of the property jointly, with common
funds, during a registered marriage.®

In one of the cases, the court rejected the
respondent’s claim and stated that, although
the disputed immovable property was pur-
chased by the respondent with money received
from selling an agricultural land plot (cadastral
code ...... , area 2,052 sg. m.), it constitutes the
spouses’ common property. By combining the
undisputed and determined facts, the court
concluded that, on 28 May 2008, the Municipal
Council of Khelvachauri recognized the respon-
dent’s ownership of a 2,052 sq. m. agricultural
land plot, which was registered in the Public
Registry as the respondent’s property on 22
February 2012 and was sold on April 13, 2017, for
USD 143,780.

The same decision further elaborates that
the disputed apartments purchased on 27 Octo-
ber 2017 cannot be considered the respondent’s
personal property. The court explained that, in
determining the ownership form of acquired

34 Verbeke, A. P. G. (2013). A New Deal for Belgian Fam-
ily Property Law. Verbeke, A.-L. (2013). A new deal for
Belgian family property law, in Alofs, E., Byttebier, K.,
Michielsens, A., Verbeke, A.-L. (eds.). (2013). Liber
Amicorum Héléne Casman. Antwerp/Cambridge, In-
tersentia, p. 466. Availabl at: <https://ssrn.com/ab-
stract=2312659> (Last access: March 02, 2025).

35 Civil Cases Chamber of the Supreme Court of Georgia.
(25.04.2019). Decision in the case No. s1-963-2018.

property (personal or common), the purpose
of the acquisition is of essential significance. In
the case at hand, the respondent’s purchase of
the property was aimed at ensuring the fami-
ly’s well-being and served the family’s common
goals, which is confirmed by the fact that the
respondent lived in the disputed immovable
property with his spouse and child. Before mov-
ing in, the apartments were rented out, and the
income was used for the family. It was also an
undisputed fact that the plaintiff was employed
during the marriage, had an income, and raised
the child. The respondent’s purpose in purchas-
ing the disputed apartments was directed to-
ward the family. The court could not accept the
statement of the respondent’s mother (one of
the respondents) that the land, the proceeds
from the sale of which were used to purchase
the disputed apartments, was ancestral proper-
ty. The court noted that, at the time of purchas-
ing the disputed apartments, the respondent
was in a registered marriage; therefore, the
property acquired during that period is consid-
ered the spouses’ joint property.>*

The decisions of the common courts of
Georgia confirm how essential a household
economy is.

3. LEGAL CONSEQUENCES OF
THE DISPOSAL OF PROPERTY

ACQUIRED DURING MARRIAGE
BY ONE SPOUSE

It happens rarely that the property acquired
during marriage is registered in the joint own-
ership of both spouses. Once problems arise in
the personal relationship, the spouse in whose
name the property is registered often attempts
to hinder the other by formally transferring the
property to another person. Judicial practice is
also abundant in this regard.

Article 1160.1 of the Civil Code of Georgia
requires mutual consent of spouses for the

36 Civil Cases Board of the Batumi City Court. (02.09.2022).
Decision in the case No. 010210122005629412, para.
6.7.
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disposal of common marital property, regard-
less of which spouse disposes of it. Therefore,
the disposal of the co-ownership share by the
registered owner is relatively voidable, and its
validity depends on the consent of the other
spouse. However, under the second paragraph
of the same article, the interests of the acquirer
are protected against claims by a spouse who is
not registered as the owner in the Public Reg-
istry but has such a right by virtue of property
acquisition during a registered marriage. This
legislative framework demonstrates that the
right of the unregistered spouse to property
acquired during marriage is not absolute. In
the event of the disposal of spouses’ co-owned
property (including the other spouse’s share)
by the registered owner, the realization of the
unregistered spouse’s proprietary rights de-
pends on specific circumstances, particularly
on proving the bad faith of the acquirer. Analys-
ing the provisions of Article 1160.2 and Articles
312.3 and 312.4 of the same Code (“3. If an owner
disposes of immovable property or encumbers
it with a right, it is inadmissible to require the
consent of a co-owner for concluding the trans-
action (or registering the right), if the co-owner
is not registered as such in the Public Registry.
In the situation as described in paragraph 3 of
this article, in the interests of the acquirer, the
transferor shall be deemed the sole owner if
registered as such in the Public Registry, except
when the acquirer knew that, apart from the
transferor, there was another co-owner”), the
court reckons that, when disposing of jointly
owned property, the dispute raised by a spouse
who is not registered as an owner will result in
the invalidation of the transaction only if it is
proven that the acquirer not only knew about
the existence of another co-owner but was also
aware that the unregistered spouse objected
to the disposal of the property.”’” In all other
cases, it is presumed that the registered own-
er acts in agreement with the spouse, and the
acquirer is believed to have acted in good faith
regarding the acquisition. It is also noteworthy

37 Civil Cases Chamber of the Supreme Court of Georgia.
(30.04.2010). Decision in the case No. al-571-879-09.

that, in the competition of interests between a
good-faith acquirer and a spouse unregistered
as a co-owner, the legislation, based on the for-
mulation of the above-mentioned norms, gives
priority to the good-faith acquirer.®

The parties enjoy the principle of freedom
of contract and have the right, within the scope
of the law, to freely conclude contracts and de-
termine their content (Article 319 of the Civil
Code of Georgia). A contractual term is not pre-
determined; parties may agree on any matter.
For this, they do not require any special per-
mission or adherence to a specific content. The
main requirement is that their agreement must
not contradict the law, must comply with mor-
al standards, and must not violate public or-
der. To evaluate a transaction, the features of
the transaction must be analysed. According
to Article 56(1) of the Civil Code of Georgia: “A
transaction made only for appearance, without
the intention of producing the corresponding
legal consequences, shall be void (a simulated
transaction)”. Paragraph 2 of the same article
stipulates that "If the parties wish to cover up
another transaction with a simulated one, then
the rules applicable to the concealed transac-
tion shall apply (a sham transaction)”.

A transaction is simulated when both the
declarant and the recipient of the will agree
that the declared will shall not take effect
and shall not produce the legal consequenc-
es typical of the transaction; in other words,
they simulate the achievement of an outward-
ly expressed intention. For a transaction to be
deemed simulated, the decisive fact is that
the parties did not intend to bring about the
legal consequences indicated in the transac-
tion. A simulated transaction is void because
the agreement between the parties lacks au-
thenticity. Unlike a simulated transaction, a
sham transaction is valid. The burden of proof,
in both simulated and sham transactions, lies
with the person who asserts that such a trans-
action exists. According to the judicial practice,
in the case of simulated transactions, the bur-

38 Civil Cases Chamber of the Supreme Court of Georgia.
(22.01.2020). Decision in the case No. sb-1432-2019.
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den of proving the inauthenticity of the parties’
will be upon the person who believes that the
simulated transaction has violated their right.
The court must establish the circumstances
that indicate a defect in the expression of will,
an agreement on a fictitious transaction, and a
shared purpose inconsistent with the expres-
sion of the parties’ will.* When discussing the
invalidity of a transaction, the court pays at-
tention to the time of transfer, as well as the
relationship between the transferor and the
acquirer,and decides based on this. If the court
determines that the disposal of the property
was simulated, the plaintiff’s claim will be up-
held, and the property will be recognised as a
part of the plaintiff’'s co-ownership.

4. STATUTE OF LIMITATIONS

According to Article 133 of the Civil Code of
Georgia, as long as the marriage exists, the stat-
ute of limitations is suspended for claims be-
tween spouses. The same rule applies to claims
between parents and children until the children
reach adulthood, as well as to claims between
guardians (custodians) and their wards through-
out the entire guardianship period. Under Ar-
ticle 1171, a three-year statute of limitations is
established for claims regarding the division of
jointly owned property of divorced spouses. Ac-
cording to Article 1281 of the same Code, the
statute of limitations applies to the right to de-
mand that another person perform an act or re-
frain from performing an act. Article 130 further
provides that the statute of limitations begins
from the moment the claim arises. The moment
of the claim’s origin is considered to be the time
when the person became aware or should have
become aware of the violation of their right. The
purpose of establishing a statute of limitations
is to eliminate the risk of disproportionate or
abusive exercise of rights by the creditor. In ad-
dition, a) The statute of limitations facilitates
the process of establishing and examining facts

39 Chanturia, L. (2017). Commentary on the Civil Code.
Book I, Article 56, fields 4, 7, 8, 19, 21, 22.

in court, thereby contributing to well-reasoned
decisions; b) It promotes stability in civil turn-
over; c¢) It strengthens mutual control among
subjects of civil law relations and creates an
incentive for the prompt restoration of violat-
ed rights.*

The statute of limitations for the claim re-
fers to a specific period during which a person
whose right has been violated has the oppor-
tunity to demand the enforcement or protec-
tion of their rights through legal (coercive)
means. Once this period expires, the person
loses the right to exercise such an opportunity;
the right is invalid. “The litigation opportuni-
ties of the parties are often limited by time. In
civil law, after the expiration of the statute of
limitations, a person loses the opportunity to
protect their right through the court”* Accord-
ing to Article 1171 of the Civil Code of Georgia,
the objective moment for the commencement
of the statute of limitations is the registration
of the divorce. This is because divorced spous-
es are presumed to be immediately aware of
the existence of their right to claim, especially
given that the existence or absence of a prop-
erty dispute between the parties is one of the
criteria determining the procedure for resolv-
ing the issue of divorce.*? After the termination
of the joint household, the parties may regis-
ter the divorce after a certain period; however,
the statute of limitations begins to run only
from the moment of the official registration of
the divorce. Therefore, a person still has the
right to claim ownership of property acquired
during cohabitation, provided that the claim is
filed within three years.

40 Supreme Court of Georgia. (2007). Recommendations
on problematicissues of civil law judicial practice. Thili-
si, p. 63, cf. Supreme Court of Georgia. (11.06.2012).
Decision in the case No. sb-547-515-2012.

41 Constitutional Court of Georgia. (30.04.2003). De-
cision in the case No. 1/3/161, “Citizens of Georgia
— Olga Sumbatashvili and Igor Khaprov vs. the Parlia-
ment of Georgia”.

42 Civil Cases Chamber of the Supreme Court of Georgia.
(09.12.2013). Decision in the case No. sb-531-505-
2013.
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5. THE DISTRIBUTION
OF THE BURDEN OF PROOF

In a civil case, the only way to reach a rea-
soned decision is through assertion, which es-
tablishes the factual circumstances significant
for the case. The process of proof implies the
activities of the parties and the court, aimed
at determining the existence or non-existence
of facts relevant to resolving the case. The evi-
dentiary activities of the parties and the court
include the following stages: determination
of the subject of proof; collection of evidence
(disclosure of evidence, its gathering, and sub-
mission to the court); examination of evidence
in court; evaluation of evidence. The circum-
stances that require proof are those that sub-
stantiate the claim and the factual grounds of
the lawsuit, the denial of the factual grounds
and the claim by the opposing party, as well as
the circumstances essential for the substantive
resolution of the case.”®

The judicial process of assertion is an activi-
ty carried out by the parties and the court with-
in the framework and according to the rules es-
tablished by law. The parties present evidence
to the court to prove the facts on which they
base their claims and defence. The court, com-
plying with the principles of admissibility and
relevance of evidence, accepts such evidence
and evaluates it according to its inner convic-
tion. In other words, although different partic-
ipants in the judicial process of proof perform
different functions, their actions are directed
toward one common goal: to establish the truth
and determine the circumstances crucial for the
correct resolution of the case.

In civil proceedings, the process of asser-
tion, as a mediated notion, is sufficiently reg-
ulated by law. For example, according to Arti-
cle 102 of the Civil Procedure Code (CPC), each
party must prove the circumstances on which
they base their claims and defence. The law de-
termines which party must prove which factual

43 Civil Cases Chamber of the Supreme Court of Georgia.
(24.02.2017). Decision in the case No. s1-1206-1166-
2016.

circumstances; it also establishes which party
bears the burden of stating and proving facts,
which facts do not require proof, what means
of proof are admissible or inadmissible, as well
as how evidence is collected, verified, and as-
sessed. Civil law follows the principle of “af-
firmanti, non neganti incumbit probatio” (the
burden of proof lies on the one who asserts, not
on the one who denies).

The plaintiff can achieve a favourable out-
come and have their claim granted only based
on certain facts to which the law links the grant-
ing of the plaintiff’s substantive legal claim. The
same applies to determining the range of facts
relevant for substantiating the parties’ claims
or defence. It is the obligation of the parties
themselves to indicate the facts supporting
their claims and defence.

The Cassation Chamber clarified that Arti-
cle 1158 of the Civil Code establishes the pre-
sumption that property acquired by spouses
during marriage constitutes their joint property
(co-ownership). This norm defines the co-own-
ership regime of spouses, which determines
their rights regarding property acquired during
marriage and serves the purpose of protect-
ing family interests. Specifically, it is presumed
that property acquired during marriage is ob-
tained for managing the household and achiev-
ing common family goals. Therefore, in case of
a dispute, the fact of acquiring property during
marriage (except in cases explicitly provided
by law) is sufficient to consider such property
as co-owned by the spouses. Within the frame-
work of this presumption, the burden of proving
the contrary lies with the party disputing this
circumstance.*

CONCLUSION

The analysis of court decisions, various dis-
sertations, academic articles, and literature in
this field of law once again confirms that family

44 Civil Cases Chamber of the Supreme Court of Georgia.
(02.03.2018). Decision in the case No. sb-1426-1346-
2017.
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law is directly linked to the customs and tradi-
tions of society. Unlike other branches of law,
which can be unified relatively easily, family law
is so deeply intertwined with a country’s val-
ues that any changes in this area require great
precaution.

According to legislative provisions, for prop-
erty acquired during marriage to be considered
joint marital property, the registration of the
marriage is the primary prerequisite. Only af-
ter this does the court examine the existence
of a household. If the court establishes that the
property was acquired within a household and
served the interests of the family, the proper-

ty must be considered joint marital property,
regardless of the source of the funds used for
its acquisition. However, once the household
is dissolved, the regime of co-ownership no
longer applies to property acquired within the
scope of a registered marriage.

Court decisions in this field must be timely
and responsive to the challenges of contempo-
rary society. When interpreting legal norms, the
court applies the principle of reasonable judg-
ment. Through such interpretation, even laws
enacted decades ago gain vitality and practical
applicability in modern judicial practice.
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BMY630L BoghHmMmom. mgobymo 3ogdomo Bo-
MIMoagbL dgho MMM LadmasmgoMmng
30 009M0MOsMs BanMbabgmMoob, Mmdgendog
o0bobgos oMy doMmbm doMmms gobLodmzmy-
oo 6M0b dMogzomBobbogmzabo nbdhgmagbygodon,
0Myd90 o8 0y 00 93mJab LadMgoEmMYdNLY
©o LabgMABogzmb Tdgbodsdobo ™o30L70Y-
M90900.2 LadoMOWxOMN30 3oggonm, myabo
dnbo 693Mn0nb nyMooymo 3o3dnmas. bom-
s0bm yMmogmomdgob oyMmooym bsboomb
0b0ggdLb domn Mygamomgds LodoMmomyod-
Mn30 bmMm3gdnm. gb 30 dgbodmydgmns mEo-
bob 693Mmo 393009 Lobgmadboxmb dbMmog
990mJ0909000b dgbodmgdamonbs o Dbo-
DM3My00b RaMamMgodn LogzomEydyMm 69-
Lgo0b B9dMJ3gx00L Va9600.4
LodommzgmmL bodmgomagm 3mEgqjbdo
2024 Bonob 17 LYdbHoddMOL LOISOMBDYO-
oM (3300MJg09000), sbamo MHLJEn0m,
Aodmyomnds Jmmbnobgdnb 36900, 3gMdme
Jm@mb0bgds oMmob mzobolb d94ab6ob Todbom
Jomobs @o 003535300 6300yMmBmMoOnm0
393dnfmo, MmIgmoE MognbhMoMmydymos Lo-
Jommzgmmb 0gbdogoob badnbabHMmmbL 8ds-
Mozgmmonb bggmmdn dmgddgn Logomm
LadoMmommob ogMoogmo 3oMob - bobgum-
d6ogm bLyM30LYONL gobznmamMgdalb bLoV3]-
BHmL hgMmohmmoyan bLodbobyM3o (Igdgmd
- bY93gbHML HgMabhmMoymo badbsbyma). 53
dgbanob 3096900LbM30L Joma sMmob 390330-
oMmgmonmo ggbghngngma dobsboomgdmydnb
dnbg3nm 0gbdhnxznznMydymn dyoMmm-
0omo bJgbob dEsdnobn, bmmm BodozoEn
- 090330Mgmonmon ggbghnggmo dobobno-
090mgonb d0bg300m nEYbhHoBoEnMgdyma
90dMmmonmo bJgbob ssdnsbn.> bbgo bobgmm-
dg3fymadm yhmogmomogods dgodmmgods

3 396905 M., 3969305 9., (2011) Lomysbm Lsdsm-
s, mdnmobon, 8gMmonsba, 3. 10.

4 0J33, 83 11.

5 Logommzgmmb 306mbo ,,LagoMo3zgmmb bLadmgomo-
Jm 3meggdbdo 33emamgdals dgBsbal dgbobgd”’, 2024
fomol 17 Lgd@g8ogmo, N4438-XVIOL-XA3, <https://
matsne.gov.ge/ka/document/view/6283255?publicati
on=0#DOCUMENT:1;> [7 bgd®a00dgfn, 2025].
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396035ML  bobgazmomgods, d900MYEML
ob goxoMmom3zaL, 96 LMo d70E33ML
dboMmgme mMbbIMONm, 8o3Med ombndbymaon
396 dmbgds JmMmb0bgdsLMb o3e3dnMyg-
00m. MmgmME 3n dbomMggon godmmg30996
006bdmMoOsL gmmBnbydody, 8080639 dmdgadg-
39050 06Yyg0L LOZBbMBbIYdMM MyaymMnMyg-
00, M3 BoMIMIMOL TboMmyms Lb3oILb3
30MEY07mMa090L.. gmMmBobyds mzabalb Lo-
®3d39mns. Jmmbobgds BsMIMIMOL dgym-
g0 MMIbM0g, 30Mo s JMbydMng yi3myg-
090L o dM3zamMgMogdL. LEMMgE sdothmad
0930mgme dmMob ©o30Lb gowabyzghobab
0600369mm30600 d939bmm 03 Lognmbob go-
©36y39hoL, Mo3 d99b908 JmMmB0b9dnb go-
dm3nbamy 0060LY3YMNMYOL.” JMMBNBHONL
89693000L 99093 E®ob 6gbMgdn 3o
00603bm3zMyd0b Mmb dgdgboemn gmbydab
394ma30b bognmbo. sb0dbymn bognmbob go-
Bbomznbab 30 LobodoMmmmm bymddm3se69-
omonb obgomo 3MohaMmnydgdom, Mmammog
afMab gmmbBobgonb MgagabdHMmogns, Lomgabm
099MbgmO0 o bobEBTYMMONL Foo.

ddoMoEMmMMmang

33M93s  9®8Ydbgos  omIhmobym  bo-
doMmomgomng dgomeb, MMImob goMmg-
m90dnE3 @oobomndgogmns bojommzgmmb
3MbLbobhysne, Lodmgomogm 3mEodbo o
Lodmgamagm badmmEgbm 3mwgdLbob dgbode-
d0bo bmMT9d0. Igymmagms JmbydMmog yMomo-
9M00M050006 o3e3dnMydymn nbhgMm3my-
Ho30900b godmbozmgbo Fodmygbgodymny
Logdd0b obomNBOL ToEamds, Zobbogymmy-
000 3%96090b0 o LO3MBLEHOBHIENM LabLLDS-
MmommbL, sbY39 J399amadn nbLHEbENYONL
3MagdHn3nb dogomnmyovy.

399mygbgoymons  dgoMmydnmn  Lodo-
Mmoob dgomeon, Mmdgmdog dgbbogmo-
oo g3bm J39y60b 0nMmoboogdisngdo (M-

6 Maynard v. Hill, 125 U.S. 190, 2011 (1888), <https://
supreme.justia.com/cases/federal/us/125/190/> [02
doMm&on, 2025].

7 Logomm3zgmmb YBgbsgln Lobovdsorgnml Ladmgs-
ansgm Lagddgos 3semo@nb 2021 fanal 25 BomEals go-
059yYy39& 0o bogd836g Nesl-1226-2020, 3sMog 69.

Jgomon, 0gmagns, boammsbogdn, adomaoy,
009) s 5®330360L JBWMYdsms g3MmM3ymo
LobLodOMNEMML  goobyzgdhomgdgdn, Mo-
00 Jomoymo  M9g3moEns  gabmagbab
gomom  bLogMmomsdmMmobm  3MmbHgdLHTo.
331939, 90939, JYMEObMOS EPMIHMNbI™ ©s
Lodg3b0gmm Bysmmgob Mmammz Jommym,
0bg 33bmyM Mmzsabym o Jmbgdnm LodsMmme-
odo. 6mMm3g00b 06dHgmM3MghaEns gabbmmin-
99030y bobAHIdMmo s Hamgmmmanymn
d0aMadgonm, 3mbbhobhyznym 3M0bEn3g0LY
o 330560L JxrmMydsms LHIbIMBYO-
006  d9Lo0s30bMONL  POMYB3gMbLYMTBO.
33mM930 dg0mngomamgds bmmaAsthnym-bo-
00MMg0Mn30 o Lobodsmmemm 3Maghnznb
0bamadom o oM AMoEo3L 9a3nMoye 86 bm-

BoMEM3nYM 33 93sL.

1. 3M&™6B06J60L MIBNLOMABONL
A30J00L 3603363CM MBI

M9anbhMoMmydye JmmBobgdsdn yma3bo
3390060b 30M30 JRMIOS. JodMmogzn 6y3n-
oo 96930 Mmabogbmagmgosb MmggnbhMmognnb
x30gdhob gomydg. 306mba oM Jabob myabb, 3o-
Bmb0 gabab bHm™ygdhamob, MmAmomsE Mmzabo
dM0L 3N3MxOYMN O EOEIYMN.E 3d3N3060L
IBMIOIMS O Md30LIBRWMGOdMS 93MmM3Y-
om0 LoLOBoMOMML dYyoMo® OEE]bomo
3Magh030L 0obobdo, JmMB0bgds gobEws
gmmdsmym 3MN0gMomogoL, mxabymo gbm-
3M300L oMLYOMOS-3MIMLYOMONL Logznmbon
9609369mMmmM3b0® oIM30©g0xMNs dgnMmmM
30Ma@0n gmhmogmomonb MgamyMo oMbY-
0monb x3g®Hd9.° 93Mm3ymads babsdsMmmemad
1994 Banob goobyzghomgdsdn gobdomdo,
Mmd ,,mzabymo yghmnogmomogonob 36900 oM
0dMy90s dbmmme Jmmbnbydedy odyo-

8 Duncan C William, The State Interests in Marriage
(March 14, 2013). Ave Maria Law Review, Vol. 2, No.
1, p. 173, 2004, <https://ssrn.com/abstract=2233190>
[02 8o B0, 2025].

9 5500560l  PBEMIdsMS  J3Mm3ymo  Lobods-
Mognmb 1994 §amals 27 mg&mddmal #18535/91
890059y33®&0mds bogddgbg Kroon and others v. The
Netherlands. <https://hudoc.echr.coe.int/eng#{%22it
emid%22:[%22001-57904%22]}> [02 8sf®n, 2025].
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M9dymn yMmmogmomodno o dgodmgds dm-
0393©9L bb3gs g RaJHM Mmzobym 303d0M7-
oL, MmEgLoE AboMggdn gMmmo 3bmzmMmogb
Jm@mb0bgdob goMmgdag”.

msb60dgMmm3zyg dbmamomdo 0bhgmgbab
Logeb0 bomgabm bodommmab dndsMmm, dofMo-
033, 3ob3nMmogdymns mzabab B6y3zmmo
3M009M0mMoO900L bmEnsmmyMmo s 93mMbmadon-
3960 sb39gHadom, dom dmMmab, JmmBnbgoNL
d96y39hnb dgdamdn xnbsbbyMmo F9w39-
00 0y bbze.® mgmMmoymo, Jmmbobydnlb
M9anbhManob 860dzbgmmods ndoo dgdmo-
RuMamgdy, MmI dg3mmggob gmmdsbgmab
9000Mmm BoMIMgAmMOom 3ob6mMBIdMMONm
©o39060mM0 JRmydgon s Im3amgmodgoo.
Jmmb06g0s BomAmImOL Tgymmgms mMmadb-
M03, 30Mo® o JmbydMng IRWx0g0L O
dm30mam0o90L." 3ogMmnsabgdym LodguMAIn
JmmBabgo0b d96y39hnb MmbL my dbsMygdon
3960 0006b370006 JMbB7dNL gobobngnndody,
0b0b0 3080M™M3396 LobLVTOMNEMMD O LabLo-
dommmm 0mgob goobyzghomgdsb gmbg-
00L gobobnmyx0sdg o, Jom dmMab, Jmbydnb
M90m0BIENBY3."

Logommzgmmb  Lodmgomodm  3mEad-
bob 1151-5 dybomo dbmemme MyzobEHMo-
Mmodymn gmmBobgdob RdJHL P303d0M70L
9990Mg00  JRmMIYds-dm3zsmgmogonlb  Bo-
MAMIMOoL. T9ymmMams  JRMYOS-dM3aM Y-
m0900L BsMIMIMONL dmdgbhmob Bndo-
Mmg0sdn, dnmnmyodymo bmm3nb bb3sgzsamo
39630MHg00 960650393900 dnb BmMIshn-
Jm d0650MLL.E sMMggznbHMMydYmMn JmM-

10 Boele-Woelki K., Common Core and Better Law in
European Family Law, Antwerp-Oxford, 2005, 5.
d0m00gdomns  dgamsdy 3. (2022). dgnmamgoms
JmbgdoMoszn 35 ©J10YmMY0700. Us>dsthoranols
J9Mmbsann, (2), 84-98 (Geo) 77. <https://doi.
org/10.60131/jlaw.2.2022.7021>.

11 0500180 Lagogmogm Lobsdshommml badmgsmagm
Logdgoms 3menganol 2023 Haol 29 Lgd@gddmab
3o005§y33&nmyds, Logdg N 010210023006933423,
35Mog 6.4.

12 Luthra Somya, The Right to Property — Tracing the
Women's Right to Property Across USA, UK & India, p.9
(September 3, 2022). Indian Journal of Law and Legal
Research 2022, <https://ssrn.com/abstract=4209214>
[02 3o, 2025].

13 LogoMmo3xmmb PB9bsgLb0 Lobsdsormml Ladmgs-
magm Logdgms 3oamo@nb 2016 Homab 16 BomEab go-

606900 oM BoMIMAMOL dgdgbom gmbgdady
Mo0dg Lobob JBMWYASL.“® Y BaJH™M ,MFo-
byfmo 3bmzMgdab” ©o@agbob Lbgs (Bsge-
MOMd©, 30dMO0L aEagbnL, o6 AIMOMIOLY
©s 830amgob dmMmab yMmnngmonmonb) bogdg-
90%9 dgndmyods 3gmbogb LodommmadMngzn
©3(h30MmM30."° 3896, Lagommzgmmb 3o-
bmb3gommods JmmB0bgosLMab Mobozbm-
3M900L LodoMmmmMydMngn d9Yax00L omo-
Bo0M700L oM 00M30¢M0LBNBYOL.”

Logobognm  Lobodommmmd  gMmm-gMm
Lagdgdn gobdomdo, MmMA LadmJomogm 3m-
©99bob 1158-5 dxbamo dg0303L gymEgmy
d0gfm Jm@mbnobgonb gobdogmmosdn d5dgbo-
@0 Jmb6900L bodsmmnmydMmng MYggmomydsb.
3MogMhngnmo, bmMmdnm gobobodmgmgds
ommab gsbLbsdmzmym dmbs33gmdn (JmmM-
B069g00b 3s6853mmoOsdn) dgymmgms dngm
d9dgbom gmbgoodg LogyMMYdaL bLognmbo,
03093y, dbmomo Jmmbnbgdab Mggaobhmo-
300 of 3Mob gobadLodM3zMamo bLogymMmyds-
v MggnbHMmomadym Jmmbnbydsdn dyman
999mmob yx3mgdmozn M971080L obo3zmMEg-
mgome, 0obygm Jdgdmbznzedn, MmEoLLE
©oa9bnmas, MmMA3 Loogm bnzmgdab dg-
dgbobob Tgymmggdn smom dBoMIMydb7b

50y33&0mgds bagddgbg bogdg Nesl-7-7-2016, 2022
famob 14 ;gdgMmamol bogdg Nesl-1760-2018, 2008
famob 15 onbol bogddg Nesb-968-1269-07.

14 LogoMo3gmmb PBgbsgL0 Lobsdsmoreml Ladmgs-
magm bagdgoms 3oamo@nbl 2018 fenals 08 mJEmaod-
Mol 3oofy3a@nmgds bogdgbg Nesl-1160-2018.

15 Logommzgmmb Ladmgomogm 3megjbols 1158-3 8y-
bomolb sbobBoce 1. dymmangms dngm Jmmpnb9o0l
3560530mmosdn  dydgboamn Jmb90s> (3 dmsp9bL
0500 bsgMmorm Jmb9dsL (01565633m00M905L), 00y dson
dmtol byImMmfobm bgandgmmaengdoo LE3S M3 SM
sl espgboan. / 2. slgo Jmb9065%9 dgmmangos
01565033m00M900L 103aM905 f3MIM0dmdS 0530653, 001
2Mo-9Mmo0 0503560 JfIMmeoS Lsmysbm b57dn56modsL,
13am0geS d30an90L 56 b3S L35 0m dobyabol 3sdm st
39mb0n> 05dm13000909am0 d90mbs35an0.

16 5580560l YRy J3Mm3mo bdbsdshormmls
1994 famol 27 mj@mdomol #18535/91 goo-
§y30B0mMgds Logdgby Kroon and others v. The
Netherlands, ab. Loagofmm3gmmlb PBgboglbo Lobo-
domoemb Lodmgomogm boagdgoms 2019 fmals 24
md@madmob gosfy3zg@omgods bogdgby Nesb-205-
2019.

17 Logdommzgmmb YBg6so5L0 Lslsdsommb Ladmgo-
magm bogddgms 3sesBnl 2024 famals 28 dom@ab go-
35§Yy39@0mMa0s Logdgbg Nob-1159-2023, 3oMog 22.
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Logmamm 3gyMbgmosL o JmMBnbgods, dnybg-
o300 M93nbHMmaEnnb sMbydMONLY, BIJHM-
0M0ngo nym dgb6yzgdomoa. 306mbIydgmon
bgmddm3069mmOL 03 3aMoyom, MmMA Mm-
3mmz Bgbo, bogmom gmbgods LLZ-0bL 1158-9
99bmab 80%6900bsM30L 0936900 TgyEMgmM
amomomngn bobbMgdom, bomgsbm TgyMmbg-
monb gMomomagn gadommons s Jhom-
omogn dMmano.™

Jm@mb0bg00b goghmdmogzom d96y39do
dgodmgds gobgb, obaygzg, 899330MGMONDL
JImgonb ASdmMmm3g30L Loggydzgmogs, 39M-
dme, LL3-0L 1341-9 dgbenob Mvbobdo, Lo-
Lodomomm goobyzghomgdom dgodmyds
0930mgb  AddMgMmm3sb 3obmboom 890330-
©MYMonb YJRWYos, 0y EsLHYMIOYMO
0g6g0s, MmMI JmmbBobgds 0dod330MYO M-
006 oghmOMn300 LOT330MML gobLbodY
0M3b603mg06 Lodn Benabo dg6y39dH 0o nym
0990mYg00 BoM-39M39 BbM3MMOb96."

#000000600 JBWMgOs0s o doMoMOE M-
30L9xmMyds0  ©o330L 3MB3g6EnabL” 09-8
9gbmoor goMmsbhnMyogmos Yzgmob YBMY-
00, 39(hn3n bLEgb oL mMmzobym EbmgMaodLL.
0030360L YRMgdsme 93Mm3xma Lobodo-
MHommb 3MYE9IOHIM0 3osby3ahomyodg-
00b 30bg300), J0M0MxO M0 JOYMYOS RBo-
Mmo)m gobdoMmbHgosb 9939000900MY0s o dobdn
dm0nadMmgds mzobymo gbmzmgonlb yzgms ob
sb39ddn, MMIIME EsF3300MIOYMNS ©I-
dmzmahngem LodMoEMYdsdn s gabobymyg-
00 00 LOBMBOEMYONL 3gMNMEOIMOLL.2° dn-
0009090 6mMBN0 EOE33P 39HI3MMNsmMY
mogb 809390036908 30Mnb mzobyMmo 3bmgzmg-
00b bygmdgybgdemmods, ymzgmn 3oMmob ng-
30Mhndymo dgbodmydmmody, Ma33® s0MAnmML
0990mg 3oMo, MmIgmmsbsg LML  Lo-
mgobm yMmmogmomonlb odysmgods, sb33g,

18 LogoMmm3xmmb YB76s7L0 Lobsdsmormml Ladmgs-
aoadm Logdgoms 3oamo@nl 2021 fenols 25 dom@ab
839005y33&0mgds bogdgbg Nesl-1226-2020 25 do-
M@0, 2021 Hamo, 3ofog 71.

19 LogoMmo3gmmb YB76s7L0 Lobasdsmomml Ladmgs-
madm bagdgms 3oemo@al 2015 fenols 22 n3mabob
8390059Yy33&0mds Logdgbg Nob-187-174-2015.

20 LogoMmo3gmmb YB76sgL0 Lobasdsmomml Ladmgs-
aoadm bagdgms 3oemo@nl 2016 fenols 15 n3emabob
8390059yYy33&0mds Logdgbg Neol-458-440-2016.

©IEIWMNe myabymo gbmgmgdnlb dgbyzgdob
JIRMY0? 3©3305600L JBMgosMS §3MM3IYMIS
Labodsmmema Logdgdo ,d9M0axy 00 CYM-
99000 606000M3H3" POaN0s, MMI IM3sLY-
bg LobgMdbogMbL AMTANZ060L dndsmm H3Mm-
390 3mb396300L 89-8 o 39-14 Bgbegdn oM
©a9MM393008. 33303b60L JBmMydsms g3Mm-
33m0 LOLYBIMEML EOEDTS 3oMo®od gob-
babogmggmo Logdg dgoams bogdgb - ,896mbL
©03%0 9L306900b 606SdMIIYZ“ o Fobdo-
Mo, MM o3 d900bzn30Lgob gobLbbzsegzgdnm,
dgmoxzg nombL 3960 99690m@s LobyABoaMbL-
390 Mm0b53bmzMxonL LodsMmmmydmnzn dgY-
3200L dmNaMyonlb dommmdMIngMao dmem-
©060. bobodsMnMA bado gogbzs MmyMJgmab
Mm9L3x0M0ngzadn  bLodmdomodm JmmbobgdaL
00M939™m0Mydgmo bmmIgd0b bogboyby o
bgmd0bLeb3MIAMOL o bobymdboxgmb dngm
bodmgomogm gm@mbobgdob MyagobHMaEnnL
dmombmzbolb yxmMgds EisLHYMS.2 ;myM-
9900L bLodmgomogm 3mgqdbob dgmMyg Bog-
60 9dm36900 Lomgobm bLodommomb. d9body
Lgdonb 134-144 dybegdn 9MY3YMnMx096
JmmB0bg00L gobogbonb BoMEagbobs @
M930bHMaEnnb BgbL. myMggomab bodmdo-
magm 3mgdbob 134-5 Tgbamo gobdoMmbagL,
Mm3 Jomads o 300030309 JMmMB0bBgd0LamM30L
9MHMoOMN30 gobEboadnm nbws dndsmmmb
JmmbB0obgdob doMmggobhmomgdgm mmagobmb,
Mmdgmo domagabob bLogbmzmMgdgmon sEgn-
mob dobg300). dgdamadn dgbmgdn gobLo-
D03M1396 gobobonb BoMmagbob ymmasL,
0sbamoygma LOdYMxonLb ByLboL, 39HdL
©o M930LHMIENLMD EV3e3dnMgdym Lb3
3MME9YMY0L.2 306MbIEmOMMOs 00Ybo
Bomgmns obndbym LognMbmob oze3dnMyg-
00m, MM dobo Lb3dg39MeE gobdoMmbgds dg-

9dgogmoe.

21 LogoMmm3gmmb YB76s7L0 Lobsdsmormml Ladmgs-
modm bsgdgoms 3omsBal 2019 Hmols 15 ;gdgm-
3m0b gosHy3za&nmds bagddgybg Nesl-1753-2018.

22 ob. SERIFE YiGiT v. TURKEY, no. 3976/05, 2010
fanols 02 6mgyddgmMma, https://hudoc.echr.coe.int/en
g#{%22tabview%22:[%22document%22],%  22item
id%22:[%22001-101579%22]}) dooomgdnmos byLba
bogdg Nesl-1760-2018, 14 ongdgizsma, 2022 faamo.

23 onmJgool Lodmgdomogm 3megdbn dybemo 134-
144 https://rm.coe.int/turkish-civil-code-family-law-

book/1680a3bcd4 [14 5330bEm, 2025].
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2. dM63Jo0Lb 839MBALAL
LOMSEIbM 3JIMBIMBOL IMLAL
db0d36dM™Mady

09ma00b L3obMbAgdMM MyaxmnMmyg-
00L obobdoE,* mobogbmzgMmgdob w@MML
dgdgboamn gmbgdob mobobogymmgds do-
ABgznbomznb 30M39M0 o d7ENMHYO0 0
Bobodnmmodss gmmbBobgoob MygobhHMmoznob
R3JHoL oMLgoMds. Jm@Mbnbgdob dMmBIMdOY
ofMob prima facie 3h3n039073mg0s, MMI Jmm-
606900 oMLYOMOL.Z 3M0N0b J39Yyb900, Lo,
d0ybgmagzam sMmoMmggabdmnmgdymo Jmmbo-
6900by, 6y3z0mgdLb o063 gdmMa3000 JRWI-
0900, dogomoma: boymmsbmgodnlb bLodg-
amdn dmgdomogdqgqgob 9bn0ggdom sMAY3560L
0030093 g0s Ladmgomogm Jampbommm-
00LY s JMMBNbgdsL dmMmab, sMmamyanbhMo-
Mooy JmmBnbgdsdn dyman 3oMgdabomznb
M990 HML d©3agbL O v6aMTMgoOL dnbnEndoe-
omobhgdob L3gEemyMmo  LodbobyMo.22 Moy
d99bg0s v39Mn3 dnamadsh, ngn gabLbbgoe-
3909m0o dhohgonb dobgznm — dmangMm
dhohdn  Jm@mbobgdabomznb  Mgmognymao
0mBIMOnm BoxxmMmadgds LogzdoMmobos, MYIB
dmagngmomn dhoho o EbmOL gogdhmomong
00603bMm3Me0L o JmmMBnbgdob bod30n-
mmonbomzab Mygobhmognsb ombmgzb. ob-
Mogmob  3o0bmb3admmds JmmB0bgdaLSL
Momogoym bsboosmb 0MAg3L s Tobo dogm-
dmbomyds JRMYdIMbons gobsbmMmEng-
oMb dgbodsdnbads ngMomgds. adhomonb do-

24 Verbeke A. P. G.,, A New Deal for Belgian Family
Property Law (April 19, 2013). Verbeke, A.-L. (2013),
A new deal for Belgian family property law, in Alofs,
E., Byttebier, K., Michielsens, A., Verbeke, A.-L.
(eds.), Liber Amicorum Héléne Casman, Antwerp/
Cambridge, Intersentia, 2013, p. 471, <https://ssrn.
com/abstract=2312659> [02 8sM@&0n, 2025].

25 Robert A. Barker & Vincent C. Alexander, Hearsay
Exceptions Where Availability of the Declarant is
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00mon, 0obg mzsmmdsagd@ymo goMngnogdoab
390mb393580) 9693L 03 30ML, 3063 sd(30-
390L, Mm3 oMbyomoLb dmAzgbgdnmn O
0M35MmM3agd3aM0 goMnggondn. babsdsMmmenm
3Maghnznb dnbgznm dmA39b6g00m0 goMo-
3909000L EMmL dbsMmyms 6700L godmazmabab
0Mbsd30mmonb dh3039000L HznMmmo 830b-
M0o 3oL, 30bsE d0ohbns, MM dMLLAZH090-
M3 IEIOI™MON gaMmnggdnm dgomasbs dnbo
IRmMgds. LobsdsMmmmbomzab sy3nEYgoY-
mod  0bgon @aghmomogzn gomgdmygogonb
0Mmbgomoy, MMAMydn3 J0ymnmygdgb 6900L
390m3mabnb bozmdy, i30gdE0yMo goMngqgdnb
dgbobgd G9mobbdgdedy, LogMmom B0d6BY,
Mmo@ of 0990L008390s Fom TogMm FoMygebo

6900L godm3zmgbob > goMnggonlb docmnmm-
0009 dLxgEMONL MML Lobodsmmem yy-
MoMydsb 99393L gobbznbgdolb 3gMomeb,
00939 30300ML godbbznbgdgmbe o d93dgbL
dmMmab, Mob Loxyyd3zgmdBIE 0MYdL gooby3zg-
Hhomaosb: oy LobodoMmmm EO3EagbL, MM
gmbgdob gobzoMmazs dmAzgbgdomons, dmbL-
MAgmob dmmbm3zbs ©o3doymRNMEYds ©O
gmbgds smamozbgds dambamMAgmMob Mobsbo-
3gmMmygosdo.

4. babLAMAIMM
bab@u%33™MMsNOb 300y

LodommzgmmbL bodmgomogm 3mwgdbob
133-9 99baob M060bdo, L8bE JmMBNbgd
oMby OMOL, Fgymmams dmMmab dmmbmzbgod-
99 bobEodIPmmonb 3oob by AgMmy-
00. 03039 69b0 dmMJgagEgoL FIMOMYOLY O
d30myoLb dmMmob dmmbmzbnddy 003939000
LOYMBM336900L0 EOEEMBITEY, 93MJM39
999M39900L0s (BDMY639m™90LY) s LBgM3gM
30M90L dmMmob dmmbmzbgddy dgyMm3zgmonb
dmgmo 39Momenb gobdsgzemmosdon. 1171 9y3-
bomob dobgzom, gebgmmbnobgdym Tgym-
™mg0s M0bsL3YMNMxdaL Jmbydab goymanb
0M0M0ddY IMmMbmMzbgonLsM3z0L Eaggdbomny
bobodIgmmdaLb bLsdbNsbn 3Fows. bLodo-
M39mmbL  bLoadmdomagm 3mEgqdbob 128-9
dybanob 30M39m0 6o6ogmab Mmobobdo, bb3o
300M0bogeb Mondg dmJdgodnb dgbMmymg-
00b o6 IMJ070000bYZeb ™Mo30L F93039000L
dmnbm3zbob JRMmxdsdy 3MEgmMEods bob-
©3dTPYMO. 88939 3MmgJLob 130-9 dgbmab
00600300, bobEodIYMMdS 06ygds Immbmg-
6oL BomMAMIMONL dmdgbdHnab. dmmbmzgbob
BoMIMIMOnL dma3gbho Asnmzmyds Mmm,
MmmEs 30M3s dgndhym ob nbws d99hym gx3mg-
00bL aMmM3930L dgbobyo.

bobodIPmmdab 300g00L ©obgbgdnm,
390mbagdmab dndobns godmmogbmb 3Mg-
oobhmmob 383madab gobbmmiEngmgdab sMo-
0063dM309Mo© o6 dmMmbo gedmynbydab

39 $6@HM0s an., LudmJsmagm 3megdbol 3mdgbEsmo,
§0aba |, ob6&mMmas (Myc0.), 2017, 3ybamo 56, 39ama 4,
7,8,19,21,22.
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LogMMbY. oMo 330bLY: 8) babEIBIYMMONL
3000 Lobadsmmemb y3LYOYJgOL BdgdHadaL
©o3960Ls o dgLBsgmab 3MmMEgLL o o0
3b0m bgmb P6ymoL abodyMxOYMN Foo-
6Yy39h0mgdab godmpsbasb; o) bgmb yBymob
bodmgomogm 0MY630L bHsdaMABIENSL; 3)
odmngMgoL Lodmgomogm LodommnmgdMmngzn
3M009M0mo0b bdnggdHd0b yJMomngmmniMb-
OMHMMLY s EIMDIIYM0 JBMIO0b YYM-
369003 00©3960b bH0TYmb ndyzs.%°
LoLoMAgEM bobEOdIYMONL oo gI-
mobbdmob mmob goM3zgam dmboz3zgmb,
MmImob gobdogzgmmodsdoyg 30ML, MmImab
IRMIos3 ©anmmazs, dgboadmgdmmos o430,
dmombmgmb  bLoggmoMmo  Jxmxoq00b  Lo-
dsmmmydmnzn gdoo (ndyangdoom) gobbm-
ME0gmg0s o6 ©OB33s. o0 3000L goEwbs 30
39em0bbdmoL o3 3nMms dngm sbgoma dgbod-
mgommoOnb godmynbgdob yx3mgdaob dmb3m-
000, godombymygodsb. ,dbsmgms LoboMmAgmm
dgbodmydmmogon bdoMo oMob 3oom
dodmyoymo.  bLodmgomogdm  bodommomdo
LoLoMAgEM bobEIBAYMMONL Zonb Fob-
3mob dg0gg 30M0 30Maa3Lb 3x3mydnb bLo-
LodoMmmmm gdom oE30L dgbodmgdmmods-
0”4 LogoMmmM3gMmbL bodmgomadm 3magbob
1171-9 dgbemab Loxzyd3zgmdy, bobodIPMm-
00L 300000 ©@b60L ©obByYygdob MmONggbHMo
0mdgbdn gobgdmmbnbgdnlb MyaobhHMoEnsy,
30000000, 3obgmmbnobgdymo Tgymmagdo-
Lomznb 0dmogz0m3yg 3bmdomo Pbs aymb
dmmbm3zbob 3a3mgdab sMLbYOMONL MaMOSdY,
0o y3mm 0d 30MMog0d0, MMmEgbeE dboMmy-
90L dmMmob gmbgdMn30 o30L 3MLHOMOBS-o-
MoMmLOMOS ghm-gMon 3Modamoydns, M3
3o06LodM3MO3L gobgmmbnbgdolb bLoznmbab
3vs6y39hob 690LL.2 gMmoMdmngzn bomgabm

40 LogoMo3xmmb nB655L0 Labsdshomml My3mayb-
0530900 Lddmgsmagm Ladsmormals Lobsdsorgnm
3Mod@030l 3Mmomgds@nm Lajnmbydby, ;mdomo-
Lo, 2007, 33.63; deoMm. bnbg 11.06.2012 Logdy Nesl-
547-515-2012).

41 Logomozgmmb  LazmbLENEGNEM  Lobsdsmommb
2003 fanol 30  s3Mmogol  goeshy3zg&omyds
Ne1/3/161 Lsg83%7 ,Lajomm3zgamml dmgomsdggdn
— s bYF0smdd30mo s ngmM badmm3n bogom-
039mb 39Mmad76@ 0l Hnbossmdga”.

42 LogoMmo3gmmb YB76sgLb0 Lobsdsmormml Ladmgs-
anoadm bogdgoms 3omaBnl 2013 Hamol 9 y338dMal

093MbgmonLb dgbyzghob 99dwag, dboMygod-
3o d9bodmmy gobgmmbnbgdnb MygabdHMmaEns
39M3399m0 39Momonb d90093 dmobnbmb,
003M00 bobodIYemmonbL 30l sz Esn-
6y900 935mmE gobgmmBnbgdnb MygnbhHmo-
3000L 39093 s Mbs3bmzMyonL 3gMomEdn
dgdgboam dmbydodg LOgyMMdaL YIRMYONL
dm3m3900 LOABEMN60 bobEBIYMONL 3o-
©0b EE30m 33mog3 dggdmgods 30ML.

9. d0308Js0L O30MOINL
806060JdJ

Lodmgdomogm bogddgdy abLLOYMYOYON
3o006y3ghomgonb domygdab gMmogMmoo
3%o 9(h3039009, MMAMomsE ©3069ds Log-
d0bom3nb 360d369mmoNL dJmby xJHMO-
Mngn goMmgdmgogdn. dh3n3gdab 3MmEgbdn
033mobbdgos 3MmEgbob dmbobomyg bYdO-
99®H900L Logd0sbmods, TndosMmmyma bLsgdnb
3o006y39hnbomznlb 360d369mmMdnb dgmby
3304 Hg00L 3MLYOMONL 36 3MMLYOMONL o-
LoEgbs@. 3MmMEgLbaL dMbsbomg dboMmgmo
©@o bLabodommmmb dhH30Eg00m0 LoJdnsbm-
00 dm0Eo3Lb 390093 LAHONYOL: hH303900L
Logbob 3obLOdM3zMY; TH3INEIOPMgdsms d9-
aMm3g0s  (0(h30390yMgdsms  gadmamgby,
9000 39360900 o LobsdsMmmnemdn BoMag-
6s); 9(h303909Mgdsms Lsbodsmommmdn go-
0m33ma3s;  9h303I0OYMYOs0s  FgBILYOS.
©3dh3n03900L LognMmmyoL ab goMydmgdgdn,
MMIM7go0E sLYOYMgOL LobomAgmm dmmbm-
360L0 o LoMAgMOL Goghmomogzg gomgdm-
9090L, dMmb0bosMA@Y3gg dboMmab TogMm Lo-
MAgemob @oghmomogn goMmgdmyogdabs o
LaboMmAgEM AMmmbm3zbob yamymasb, sbY39,
Logdd0b oMbydnmM0 Foabyzghnbomznb 8600-
369mmonb 3Jmby gomMgdmyo900.4

bLodmgomagm LodommomBomMAmMydodn
9(h303900L 3MmEgLo, MmamMmME godyomydy-
om0 d909936909, bogdam bobMymomss AMBYL-

8390059yYy33@&0mds Logdgbg Nesl-531-505-2013.

43 LogoMmo3gmmb PB76s7L0 Lobsdsomml Ladmgs-
modm bagdgoms 3omaBal 2017 Hnol 24 ogdgM-
3mob goshyzg@omads bogdgby Nesl-1206-1166-
2016 §aamo.
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M0ggomo 3obmboo. dogomoma, LLLZ-0L
102-5 dgbaob mobobdo@, moomyyeds dbe-
M98 P6o @1sdhH30EML goMygdmgdsbn, MmI-
®m90%93 030 38YysMmgob ma3n0b dmmbmzbgoLy
o d9LVgx0gML. 306Mbn gobLdM3ML3L, 0y
Mmdgmads dboMyd MmIgmo gogbhmoMnzng
39M9dmM90900 6o osdH3nEmL. 3obmbo
3ob6LadM3MO3L 9g3Mgm3g, 0y Mmdgmm dbo-
ML 930bM750s RagHdnb Tomomydabs o
00 }30gH900L odMH303900L H3nmmo, MmIg-
™0 odhHg00 oM bognmMmmgdgd dH3nEg0sD,
9h3039000 Mo LOIYOMY0900 ESNJ3900 ©O
Mo oM ond3900, MmagmM s My Baboo bog-
00 3h303909™Mgdsmo d93Mm390s, d9dmbag-
00 o J9x83L7Y0s @ 0.d. badmgamagm bodos-
Mmoomdn dmJddggob 3Mnbindn ,affirmanti,
non negati, incumbit probatio” (dh303g00L
h30Mmomo 9300Mx0s dob, 3063 03(H30390L @O
oMy Asb, 3063 JomymaL).

dmbomMAgaobamzob bobyMzgmo dgI-
30L aamMas, dnbo bobomAgmm Immnbmzbab
©o300ymanmgds dgbodmgdgmons dbmemme
39M3399M0 Bag(Haonb boxydzgmdy, MMI-
mgoboi3 3obmbo 3303d0MadoL ImboMmAgmabL
dohgMoomym-bodommnmgdmngzn  dmmbma-
6oL  ogdoymxyaamgdsh. dybhe 0303900-
0o Pb6o gobbodmzmmb 03 RgHadnb
6My, MMIMydLoE P393d0MEYds dboMmgmo
dammbmgbob  (JgLoggomab)  @oghmoOMma3zn
©obYOMxOMMOs. doymoomb xsJHgody,
MmIMgonE obodY™MY096 dboMmgms dmmbm-
36900 o dgLoggdgmML, oMb Mm300mmb dbo-
Mgmo Im3omgmodo.

Logobogom domohod gMmm-gMmo Logdgdo
396doMmdo, MmMA bL3-0L 1158-5 Aybmo va96L
d990mgms dngm JmmbBnbgdob gobdsgzmm-
0000 dgdgbomo gmbgdab dom LogMmom Jm-
69000, M3bob3nMyde oMbLyOMOAL 3M7-
B909300L. bMMTS gobLOBMZMOZL TgyMMym
0060L037MMx00L MY708L, MMIAWMOMSE ©o-
©39bomos domn JxRmWYdgon Jmmbobydnb
39Momedn dgdgbogmo dmbgdob TndoMmo ©o
90LbsbyMmgds mzobob 0bhHgMaLydoL oE3nL
90%060L, 39Mdm@, n35Ma7YdY, MM gmmbo-
6900bL 3gMomedn dgdgboman gmbyds d9dg-
bomos mgabob godommab, bogMmom d0B67-
00b PBMYb39MbLOYMRBSE, 03Ybo®, ©o30b

d90mbggzodn gmmbobydnlb gobdogzmmodsdn
gmbgonb 99dgbab gsgho (306mboo o©E]-
Boamo godmbagannbgdab goMs) Ly3BsMabo
bo®yd3zgmons gmbgdob dgymmams 0obo-
LaggmMydo d0Abg3nLamM30L. Loogzm Jm-
6900b0  00bsbLO3YMgos  3MyBYTnMmgdab
x}oMamgodn, LSBNbsOMAEYamML dH303900L
h30Mmo0 9300Mx0s 0@ dbsmgl, MMAgmoE Lo-
©33M@ b0l o3 goMydmgdsb.+

©abd3by

LobodsMmEmb 3o006y39hnmgdgonb,
bbgoobbgze LoabgMmbognm 63dMmMANDL, Lo-
993609Mm bLHIHNgO0L o Lodommenob o3
bazgmmdn sMLYOYMO enohgMobmMab sbamo-
600 39009890, 30093 IMNLIM PIEILHIMD
39M93mMg0s obLBdY, MM bomgabm LadoMmm-
oo 3doMmesdnm 3ozdomdns Ladmgomyodnb
69L-A399mM9090006. LodsmMmmab bLb3s -
M3900b 36033030300 FoMmbngam dgboadmgdg-
™0y, MY9Es bamgabm Lodommomo ndgbow
9MBydob 9Mob oMydoxdgoL, MMAD o0 Eo-
Madn 6500LTNgM 33NEMYdg00L gobbmMmEn-
9m300LsL oo bogmmnbomgs bagoMmm.

LO3obMbIEd™MM  3Bs6YLNELD  Fodm-
donboMmy, JgmmB0byd0L @MmL dgdgbogn
gmbgds MmM3 mabobogymmgdem 0gdbsb To-
Abgymn, 30M3gm ymzmoabs 8yEnIOIMNY
Jm@mBobgoab MggobHMmognob Rogwon, dbm-
Mm@ od0b 399093 033™93L LabodsMmmem
bomgabm Tgn@MbBgmMdaL oMLYOMOSL. ™My Lo-
LadoMOM 33E3aIoL BWaJHL, MMD Jmbg-
00b Jdgdgbs Ombs Lomgobm dgxMbymdNL
R3M3mgodn ©o Jabobymgdmes mzobob
06hgMabL, dogbgaga Jmbydab dgbsadgbo
390639003600 00bbob  BoMIMBo3MONDLY,
gmbgds dggmmams M0bsb3MNMgos© Y6
0gbob d0Abgymn. bLomgsbm dgyMmbgmdabL
dmdmob 39993, MyanbhHMamgdymo JmM-
6069000L g3oMmagmgddn dgdgboem Jmbgdsdg 30
0360L33xM700L MY7g0d0b gogzmMEamgds go-
dmMogbymos.

44 Logomozgammb nBgbogbo  Lobsdsmoeml Lodm-
Jomagm bogdgoms 3semaBol 2018 fenals 02 oGl
390050y33E0myds bogddgby Nosl-1426-1346-2017
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LabLodoMNEMML goobyzghnmgds 36
0ymb g3mgjomyMmo o 3obybmdgb LoBMGS-
©mg00b d0dnboMmy godmb39390L. BmMANL
39630MH700bOL Lobodommmm TmJdgEyoL
3mbogMmymo gobLzob 3MobEndnm. BmMANL

39630MM9d0Lb Fgggo LobLodsMmmmm go-
©oby39thnmadg0dn 0dgbb bLogmEbmobybe-
M0obmosL smggmmonm 6mob 606 domydy-
o 3obmbo.

309MYI630J0 LNOIMIOTVMY

bmMasdh oo sghHgodo:
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Verbeke A. P. G., A New Deal for Belgian Family Property Law (April 19, 2013). Verbeke, A.-L.
(2013), A new deal for Belgian family property law, in Alofs, E., Byttebier, K., Michielsens,
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LobodommmMm gooby3zgdhnmydgdn:

Loagommzgmmb 7B9659L0 LOLBsMOMML Mg3MBgbEEngdn Ladmgsmagm bodommmab
LobodsMmmm 3Magdhngnb 3MmdmMgdathym Lognmbyoddy, mdoabo, 2007, 33.63; M.
byLE 11.06.2012 bogdg N2sb-547-515-2012).

Lodommzgmmb bogmbLbhodhygom Lobodommemb 2003 Beab 30 s3Magab owsbyzgho-
agos N21/3/161 bagdgdyg ,LagdoMmzgmb dmJsmsdggdo — Mm@y LYIOIMSB30MN O
0gmM badmmzn badoMmmzgmmb 3ammoednbhob 60bs0Md®IF".

Lodomm3zgMML PB9655L0 LobsdoMmmEMbL bodmJamagm bogddgms Jamahnb 2024 Benab 28
doMmbHob gooebyzghnmgds bogddgdg Nob-1159-2023, 3oMvg. 22.

LagdoMmmzgmmMb 399609L0 Lobodommmmb badmgomagm bogdgms domodnb 2021 Benab 25
domH0b goabyzghomads bagdgdg N2sb-1226-2020 25 domn, 2021 Bgn, 3oMog 71.

LagoMmm3zgmmb 1B9659L0 LLssMNML Lodmgomagm Lagdgms domodnb 2020 b 22
0063M0L goobyzghnmgds bogddngdg N2sL-1432-2019.

Lodomm3zgmML PB96s9b0 LobsdsMmEMb badmgomagm bagdgms domadnb 2019 Banab 25
03Mamab goabyzghomgods bogddgdg Nob-963-2018.

Lagommzgmmb 399bsgbo bobodsmmmb badmgomagm bLogddgms domahob 2019 Beab 15
0909M3mab goabyzahnmgods bagdndg N2sb-1753-2018.

Lodomm3zgmmL PB96050b0 LOLsFIMMEML Ladmdogmagm bagdgms domanb 2019 Bnab 23
03Maab goobzghnmgods bogddgdg N2sbL-963-2018, 3oMog. 22.

LagdommzgmmMb 1B9659L0 LLsFsMNEML Lodmgomogm bagdgms domadnb 2018 Baab 02
domH0b goabyzamomgds bogdgdg N2ob-1426-1346-2017.

LagoMmm3zgmmMb 1B9659L0 LSLIFMOML Lodmgomagm Logdgms 3omahnb 2018 Benab 08
mghmaomob goobyzghomgods bogddgdg N2sb-1160-2018.

Lodomm3zgmML PB9609b0 LLOTIMONMML bLadmgomagm bogddgms 3amadnb 2017 Banab 24
0909M3mab goabyzghomgods bogdgdg N2sbL-1206-1166-2016 6.

Lagommzgmmb 399609Lb0 Lobodsmmmmb badmgomagm bLogdgms domodnb 2016 Banob 15
03m0bob gowabyzghomgds bogddgdy N2sb-458-440-2016.

Lodomm3zgmML PB96090b0 LoLsTsMMNEML Ladmgomagm Lagdgms domathob 2016 Benab 16
dompobL goobyzghomgods bogddgdg Nob-7-7-2016, 16.03.2016 6., 2017 6ol 24 Bmydo-
Mob goobyzghomgos bogddgdg Nob-1169-1089-2017.

Lagommzgmmb 3996s9b0 Lobodammmb badmgomagm bagdgms domadnb 2016 Banab 16
dompob goabyzghomgds LoJdgdg bogdg N2sbL-7-7-2016, 2022 Banob 14 MxdgM3b
bogd9 N25b-1760-2018, 2008 Begnab 15 donbab Logdg N2sbL-968-1269-07.

Lodomm3zgmMmML PB96090b0 LobsdsMMML badmgomagm bagdgms domathnb 2015 Banab 22
03™m0bOb gowabyzghnmgds bogddgdy Nob-187-174-2015.

LagoMmm3zgmMbL PB960900 LobodsMmmemmb bodmgomagm boagdgms domobnb 2013 Benab 9
093900000 goobyzghnmagods bogddgdg N2sb-531-505-2013.
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LogoMmM3gMbL 1B9659L0 LLsTsMNEML Lodmgomagm bagdgms domodnb 2010 Ganab 30
303M0mab goobyzghnmagods Logddgdg Nob-571-879-09.

000930L Logomogm Lobodommemb bLodmjomagm bogddgms 3Mmaggnnb 2022 Benob 02
LgJHYBOMAL gosbygzahomyds, bogddg N 010210122005629412, 35Mvg 6.7.

000330Lb Logdomagm LoLoTsMOMML bodmgomagm Loagddgms 3menggnab 2023 Bmab 29
L9gH9B0MNL Foobyzghnmygds, bogdg N 010210023006933423, 30Mog 6.4.

000mabob bogomagm bobodommenmb bodmgomoagm bagdgms domathnb 2022 Banob 19 Y-
3900M0b goobyzghomds bogdg N330210021005025429.

3003003600 yJxRmMgosms 93Mm3ymo bLobodsMommb 1994 Banab 27 mgdhmadmab #18535/91
3os6yYy39dhomgods bogdgdg Kroon and others v. The Netherlands. <https://hudoc.echr.
coe.int/engt{%22itemid%22:[%22001-57904%221}> [02 dsMdn, 2025].
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The enhancement of cybersecurity represents a corner-
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in the integrity and confidentiality of data, protecting it from
manipulation, breaches, or unauthorized disclosure. This, in
turn, fosters a secure and transparent digital environment for
information exchange, which enhances institutional perfor-
mance and reduces operational costs arising from security
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The findings of this study indicate that nations and or-
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strengthens national sovereignty. Cybersecurity thus emerg-
es as a strategic instrument for digital defense and the pro-
tection of national interests at both domestic and international
levels, positioning it as a vital element in achieving compre-
hensive and sustainable digital transformation.

INTRODUCTION

Contemporary society is situated at the core
of the knowledge and information era, an era
defined by the ubiquity of the web and perva-
sive networked communication, where the flow
of information now surpasses any previously
known form of exchange in human history. The
transformations that characterize this phase
represent a qualitative leap that far surpasses
previous stages of human development, partic-
ularly in terms of scope, speed, capacity, and
informational richness.

This evolving reality has shifted the world
from geographical proximity to a condition of
spatial convergence, transcending even Mar-
shall McLuhan’s seminal notion of a “global vil-
lage”. The unprecedented velocity and volume
of information circulation have resulted in what
is often termed the “information explosion”, a
phenomenon that carries profound positive and
negative implications for the global community.

Simultaneously, this explosion has engen-
dered a spectrum of security challenges of
varying magnitude and impact, affecting both
individuals and nation-states. These challeng-
es increasingly necessitate intervention to pro-
tect sensitive information, especially that which
pertains to national sovereignty and state secu-
rity, within the framework of what is now under-
stood as “cybersecurity”.

In today’s increasingly digital societies, in-
formation functions as a core axis across eco-
nomic, political, and social dimensions, render-
ing it highly susceptible to threats and attacks.
This underscores the urgent need to implement
robust safeguards against cybercrime in its

many forms. The imperative becomes all the
more acute as information continues to serve
as a primary source of both wealth and intel-
lectual capital.

The deepening interconnectivity among in-
stitutions worldwide compounds the risk: a sin-
gle breach within one entity’s digital infrastruc-
ture can rapidly cascade into broader systemic
vulnerabilities due to the intricate web of infor-
mational dependencies that now characterize
global institutional operations.

Moreover, cyberattacks have evolved into
a formidable instrument within the landscape
of international competition, particularly in
the economic domain, where such attacks may
serve espionage or sabotage functions between
states. The severity of these threats escalates
dramatically when critical infrastructure is tar-
geted, as such incidents have the potential to
trigger geopolitical conflict, especially in al-
ready volatile regions.

Consequently, cyberattacks now pose a di-
rect threat to regional and global peace and se-
curity. These dynamics make it increasingly nec-
essary to recognize cybersecurity not merely as
a technical concern but as a strategic impera-
tive, an essential dimension of national security
and a cornerstone of any comprehensive digital
transformation agenda. Given the strategic sig-
nificance and high-stakes nature of cybersecu-
rity risks, an increasing number of nations are
integrating cybersecurity measures into their
overarching national security doctrines.

In light of the foregoing, this study is
guided by the following research question:
Is there a measurable correlation between the
various dimensions of digital transformation
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and the level of cybersecurity implemented
within institutional frameworks? Furthermore,
to what extent does digital transformation con-
tribute to reinforcing, or potentially undermin-
ing, cybersecurity?

To address this question, the research
adopts an inductive approach, beginning with
partial observations and analyses of real-world
and contemporary cases associated with digi-
tal transformation and its implications for cy-
bersecurity. This includes the monitoring of in-
cidents such as cyberattacks targeting critical
infrastructure, data breaches, and the imple-
mentation of modern protective strategies by
specific countries and institutions. Additional-
ly, the analytical method is applied to examine
these incidents and discern the nature of the
relationship between digital transformation
and the increasing necessity for cybersecurity.

METHODOLOGY

This research is based on a doctrinal-ana-
lytical approach, which involves the examina-
tion of international and national legal docu-
ments, strategic frameworks, and policy acts. A
comparative legal method has also been em-
ployed, entailing a systematic comparison of
models from different jurisdictions. In addition,
the study integrates a case study approach, fo-
cusing on detailed discussions of specific ex-
amples of legal practice. The research materials
include: normative acts and official documents
(international conventions, EU directives, U.S.
federal standards, Algerian national legisla-
tion); reports of international organizations
(current publications of ENISA, NIST, and oth-
er institutions); academic literature (scholarly
works published over the past decade reflect-
ing contemporary trends in digital transfor-
mation and cybersecurity); and practical cases
(decisions of international courts and real-life
cyberattack examples illustrating the issues
under examination). The article relies primarily
on normative and documentary sources. Quan-
titative analysis, including modeling or statis-

tical processing of cybersecurity indices, does
not fall within the scope of this study; however,
this direction is identified as a perspective for
future research.

1. DIGITAL TRANSFORMATION
AS A CATALYST FOR

THE EVOLUTION OF
CYBERSECURITY

Amid the rapid proliferation of digital tech-
nologies and the growing dependence of insti-
tutions on intelligent solutions across a wide
array of sectors, digital transformation has
emerged as a foundational force in reshaping
the landscape of work environments and ser-
vice delivery.

Parallel to this transformation is the esca-
lating urgency to safeguard data and protect
digital infrastructure from a surge in cyber
threats, rendering cybersecurity a critical and
continuously evolving domain. Within this con-
text, digital transformation can be seen not
only as a driver of innovation and operation-
al efficiency but also as a catalyst for the ad-
vancement of cybersecurity mechanisms and
methodologies. These advances align with the
increasing complexity of digital threats and the
elevated expectations placed on institutions to
secure information effectively.

1.1. Digital transformation and
the variables of the digital age

Contemporary global dynamics are charac-
terized by transformative changes spurred by
the digital revolution, which has redefined eco-
nomic, social, educational, and security para-
digms. With the relentless acceleration of tech-
nological innovation, digital transformation
has shifted from being a strategic option to be-
coming an imperative, imposed by the defining
variables of the digital era, including artificial
intelligence, big data analytics, and the Internet
of Things.
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These technological variables do not merely
influence the nature of services and infrastruc-
ture; they also reshape fundamental notions
of operational efficiency, responsiveness, and
communicative interaction. As a result, both
individuals and institutions are compelled to
embrace innovative digital frameworks capable
of adapting to the pace and demands of this
transformation.

1.1.1. The concept of digital transformation

The current era is marked by an intensifying
digital transformation, which has established
itself as a global trend permeating all domains
due to persistent technological advancement.
This transformation has redefined how efficien-
cy and effectiveness are conceptualized with-
in institutional structures and has led to the
emergence of new perspectives concerning in-
stitutional performance and excellence.

As a result, adopting digitalization has be-
come a strategic imperative, one that enables
the initiation of systemic change and the pur-
suit of excellence across a range of sectors.
Consequently, the discussion must address the
concept of digital transformation by first pro-
viding its definitions and then exploring its core
dimensions.

1.1.1.1. Definition of digital transformation

Digital transformation is defined as: “A mod-
ern business model that utilizes digital technol-
ogies to develop innovative products and ser-
vices, as well as the methods through which they
are delivered, with an emphasis on addressing
the needs of customers or end users”

It is further defined as: “The process of inte-
grating digital technologies into business oper-
ations, resulting in a radical and comprehensive
transformation in the way value is created and
delivered to the end user, while simultaneously
reflecting a cultural shift that institutions must
adapt to”.

In a similar vein, it is described as: “Inno-

1 Slaimi, D., Bouchi, Y. (2019). Digital transformation be-
tween necessity and risks. Journal of Legal and Politi-
cal Sciences (2), Algeria.

vation driven by a comprehensive transforma-
tion process that incorporates existing digital
technologies into methods for generating value,
conducting production, and managing business
operations, particularly by redefining the under-
lying thought processes”?

Accordingly, digital transformation can be
defined as a comprehensive and strategic pro-
cess aimed at the systematic integration of
digital technologies across all facets of institu-
tional operations. Its purpose is to foster the
innovation of new products and services, refine
the mechanisms through which value is deliv-
ered to the end user, and instigate cultural and
organizational transformation. This process
compels institutions to fundamentally recon-
sider their business models, leadership meth-
odologies, and cognitive frameworks to align
with the complex and evolving demands of the
digital age.

1.1.1.2. Dimensions of digital transformation

Digital transformation represents a multi-
faceted phenomenon, within which two princi-
pal dimensions are particularly prominent:?

1.1.1.2.1. Digital technologies

At its core, digital transformation is driven
by ongoing advancements in digital technolo-
gies. Scholarly literature consistently identifies
three primary technologies as central to institu-
tional digital transformation: the Internet, digi-
tal analytics, and cloud computing. These tech-
nologies are interrelated and have witnessed
exceptional development in recent years. Their
combined capabilities have enabled institu-
tions to restructure and optimize their internal
processes and service delivery in a digitally in-
tegrated and comprehensive manner.

2 Ferhane, F. (2017). The skills and core capabilities es-
sential to the success of digital transformation in en-
terprises. Revue des Sciences Economiques, 13(15), p.
52.

3 Henriette, E., Feki, M., Boughzala, I. (2016). Digital
transformation challenges. Mediterranean Confe-
rence on Information Systems (MCIS). AIS Electronic
Library (AlSel), p. 3.
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1.1.1.2.2. User experience

Digital transformation places the end user,
be it a consumer or an employee, at the center
of institutional priorities. Contemporary users
increasingly demand superior quality, enhanced
flexibility, and personalized engagement in the
products and services they consume. They also
expect immediate, context-aware responses to
their shifting needs. This reality is especially
pronounced among digital-native generations,
who display heightened technological literacy
and a pronounced inclination to share their ex-
periences through social media platforms.

To accommodate these continually evolv-
ing expectations, institutions must reassess
their operational behaviors and adopt market-
ing strategies that resonate with contemporary
consumption patterns. Consequently, digital
transformation often initiates with a reconfig-
uration of marketing functions through the de-
ployment of advanced customer relationship
management (CRM) tools. These systems are
progressively integrated with social network
analysis functionalities to enrich the inter-
active and participatory aspects of customer
engagement.

This transformative impact extends further
to human resource management, particularly
through the utilization of employee relationship
management (ERM) systems. Within this frame-
work, employees are perceived as “internal
customers”, and significant efforts are directed
toward delivering a workplace experience that
mirrors the standard of service extended to ex-
ternal clients.

1.1.2. Requirements of digital

transformation

The implementation of digital transforma-
tion spans several domains, notably technol-
ogy, data, and human capital. These require-
ments are outlined in greater detail below:

1.1.2.1. Technologies

Digital transformation is predicated on a
cohesive and sophisticated technological eco-
system encompassing hardware, data reposito-

ries, storage infrastructures, and software plat-
forms, all of which function within advanced
IT environments and data centers designed to
guarantee both high performance and opera-
tional continuity. This ecosystem must be capa-
ble of delivering consistent service quality that
satisfies the expectations of the organization’s
personnel, clients, and external partners.

To ensure these outcomes, it is essential to
deploy specialized technical teams tasked with
overseeing and maintaining the technological
infrastructure and communication networks
with precision, dependability, and efficiency.

1.1.2.2. Data

Business organizations must engage in con-
sistent and effective data management and
analysis to ensure the availability of qualita-
tive, reliable, and comprehensive information.
This requires the implementation of advanced
statistical analysis tools and the development
of predictive capabilities that assist in shaping
future strategic orientations. Continuous moni-
toring of data flows, coupled with their optimal
utilization, is essential for achieving institutional
objectives and realizing broader strategic goals.*

1.1.2.3. Human resources

Human resources constitute a fundamental
pillar in advancing digital transformation, as
they represent one of the most critical assets
for confronting the complex challenges and
pressures that institutions currently face. These
resources serve as a driving force for progress
and development across various sectors.

Nonetheless, many countries, particular-
ly those in the developing world, grapple with
substantial obstacles stemming from the scar-
city of skilled professionals equipped to navi-
gate and adapt to the demands of the digital
environment. This deficiency poses a significant
barrier to the integration of advanced technol-
ogies and the effective implementation of digi-
tal transformation initiatives.

4 Chaouchi, K., Khellouf, Z. (2023). Digital transforma-
tion in Algeria. Journal of Accounting, Auditing, and
Finance (01), Algeria.
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Therefore, there is a pressing need to for-
mulate strategic plans aimed at cultivating and
enhancing human capacities. This includes at-
tracting new talent with a deep understand-
ing of the digital transformation landscape
and leveraging existing technological resourc-
es to support institutional advancement in
this domain.

1.2. The evolution of
cybersecurity in response to
digital transformation

In tandem with the accelerating momen-
tum of digital transformation and the growing
institutional dependence on intelligent sys-
tems and digital platforms, the protection of
data and digital systems has assumed critical
importance. This evolving reality has given rise
to a complex threat landscape that demands
sophisticated security solutions capable of ad-
dressing the emerging risks within cyberspace.

As a direct outcome of this transformation,
the cybersecurity field has undergone notable
expansion, particularly in the development of
new tools and strategic approaches. Increasing-
ly, cybersecurity operations rely on artificial in-
telligence, data analytics, and machine learning
to anticipate, detect, and neutralize potential
cyberattacks. Consequently, digital transfor-
mation has not only introduced novel security
challenges but has simultaneously driven the
evolution and enhancement of cybersecurity
capabilities.

1.2.1. The concept of

cybersecurity

This section outlines the concept of cyber-
security by presenting its definitions and iden-
tifying its principal dimensions.

1.2.1.1. Definition of cybersecurity

Cybersecurity is a relatively modern con-
cept, first introduced in the United States
during the late 1980s. However, it did not attain
widespread recognition and application until

the early 2000s, coinciding with the rapid accel-
eration of technological development and the
parallel escalation of cyber threats and vulner-
abilities, which have since emerged as signifi-
cant global security concerns.

Cybersecurity is defined as: “A set of techni-
cal and administrative measures used to prevent
unauthorized access to computer networks or to
prevent their misuse, in addition to the recovery
of the electronic information they contain, with
the aim of ensuring the continuous operation
of information systems and safeguarding the
security, confidentiality, and privacy of data for
actors within cyberspace”?

The American Institute of Certified Public
Accountants (AICPA) defined cybersecurity as:
“a set of practices and procedures designed
to protect data and information from cyber
threats”.® The American Institute of Certified
Public Accountants (AICPA) has established a
comprehensive set of cybersecurity standards
for the accounting profession, including the
Statements on Standards for Accounting and
Review Services (SSARS) and the Trust Services
Principles and Review Services. These frame-
works are intended to assist accountants in
safeguarding the digital business environment
through the implementation of effective data
security and privacy controls, thereby rein-
forcing confidence in the systems and process-
es underpinning the delivery of professional
services.” Conversely, the National Institute of

5 Bougrara, Y. (2018). Cybersecurity: The Algerian strat-
egy for security and defense in cyberspace. African
and Nile Basin Studies Journal (3), Democratic Center,
Berlin.

6 Daoud, M. M., Serag, A. A. (2022). A proposed Frame-
work for Studying the Impact of Cybersecurity on Ac-
counting Information to Increase Trust in The Finan-
cial Reports in the Context of Industry 4.0: An Event,
Impact and Response Approach. Trade and Finance,
42(1).

7 Through these standards, the American Institute of
Certified Public Accountants (AICPA) seeks to assist
organizations in protecting their data and ensuring
business continuity. These standards include: 1. Risk
Assessment: ldentifying potential threats and eval-
uating the risks associated with systems and data; 2.
Access Control:Regulating who can access sensitive
information and how it is used; 3. Encryption: Apply-
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Standards and Technology (NIST, 2024) has ad-
opted the Cybersecurity Framework (CSF 2.0) as
a key international reference for the develop-
ment of protection strategies and the manage-
ment of risks at the institutional level.®

The Securities and Exchange Commission
(SEC) has defined cybersecurity as the pro-
tection of systems, networks, and digital data
from cyberattacks and unauthorized access. In
other words, the SEC addresses cybersecurity
in the context of safeguarding sensitive infor-
mation belonging to investors and registered
companies.®

As such, cybersecurity encompasses a do-
main dedicated to formulating procedures and
adopting standards and protective measures to
address threats, prevent security breaches, and
reduce the potential impact of such incidents
to the lowest possible level, even in worst-case
scenarios.

From an operational perspective, cyberse-
curity can be summarized through the following
key elements:

1. Cybersecurity comprises a collection of
defensive tools and mechanisms de-
signed to detect intrusions and prevent
unauthorized access;

2. ltincludes the safeguarding of computer
networks and their associated data from
infiltration, malicious tampering, or dis-
ruption attempts;

ing cryptographic methods to safeguard data during
storage and transmission; 4. Awareness and Training:
Educating employees on cybersecurity best practices
and how to recognize potential attacks; 5. Incident
Response: Establishing plans for a rapid and effective
response in the event of a security breach.

8 NIST. (2024). Fiscal Year 2024 Annual Report on
Cybersecurity and Privacy Program (SP 800-236).
National Institute of Standards and Technology.
Available at: <https://www.nist.gov/publications/
fiscal-year-2024-annual-report-nist-cybersecuri-
ty-and-privacy-program>.

9 Rahmawati, M. L., Sukoharsono, E. G., Rahman, A. F,,
Prihatiningtias, Y. W. (2023, June). Demistifying of Tri-
ple-Entry Accounting (TEA): Integrating the Block Eco-
nomics Education, In Ninth Padang International Con-
ference on Economics, Business and Management,
Accounting and Entrepreneurship (PICEEBA 2022),
Atlantis Press, pp. 23-31.

3. Cybersecurity involves the mitigation
of risks posed by malicious attacks on
software, hardware, and networks. This
includes tools for intrusion detection,
virus mitigation and removal, the appli-
cation of authentication protocols, and
the activation of secure, encrypted com-
munications;"

4. More broadly, cybersecurity is under-
stood as an ensemble of practices and
technologies developed to defend sys-
tems, networks, and software infrastruc-
ture against all forms of digital attack,
whether originating from hacking at-
tempts, malware infections, or other cy-
ber threats targeting the integrity of in-
formation and digital assets.

1.2.1.2. Foundations of cybersecurity

In a digital world where dependence on
technology is continuously growing, cybersecu-
rity has become an indispensable necessity for
safeguarding data and systems against cyber-
attacks. Recognizing the true significance of cy-
bersecurity is critical at both the individual and
institutional levels. In general, cybersecurity is
centered on three primary objectives:

1.2.1.2.1. Confidentiality

e Protection of personal data and sensi-
tive information: Cybersecurity offers ef-
fective mechanisms to control access to
data, ensuring that only authorized indi-
viduals or entities can retrieve or manip-
ulate it. This is essential for protecting
personal data such as names, addresses,
and financial records, as well as sensi-
tive institutional information, including
patents and proprietary designs.

e Prevention of data theft and fraud: Cy-
bersecurity plays a pivotal role in pre-
venting attempts by intruders to steal
data, thereby substantially lowering the
risks of fraud and identity theft.

10 Bara, S. (2017). Cybersecurity in Algeria: Institutions
and policies. Algerian Journal of Human Security, (04),
Algeria.
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1.2.1.2.2. Integrity

e Ensuring data accuracy and complete-
ness: Cybersecurity safeguards the integ-
rity of data by preventing unauthorized
alterations or damage. This function
is vital for maintaining the precision
and reliability of data, which direct-
ly influences operational effectiveness
and the soundness of decision-making
processes.

e Protection from destructive attacks: Cy-
bersecurity counters malicious activities
aimed at damaging or corrupting data,
thereby preserving information reliabili-
ty and supporting the continuity of busi-
ness operations.

1.2.1.2.3. Availability

e Ensuring business and service continu-
ity: Cybersecurity ensures the constant
availability of systems, services, and in-
formation, thus enabling uninterrupted
business functions and service delivery.

e Avoidance of financial losses: By ensur-
ing consistent access to digital resourc-
es, cybersecurity helps minimize poten-
tial financial damages associated with
service downtime or data loss."

1.2.1.3. Cybersecurity legal framework

The Budapest Convention on Cybercrime
(2001) is regarded as the first binding interna-
tional instrument aimed at harmonizing nation-
al legislations, developing advanced investiga-
tive techniques, and enhancing international
cooperation in combating cybercrime. It explic-
itly criminalizes acts such as illegal access to
systems, data interference, system interference,
and computer-related fraud, while also estab-
lishing detailed mechanisms for mutual legal
assistance among member states.

In contrast, the Algerian legislator has
gradually incorporated provisions related to
cybersecurity within its legal framework. Law

11 Hamidi, H., Taileb, N. (2022). A conceptual introduc-
tion to cybersecurity. Madar Journal for Digital Com-
munication Studies (Issue unspecified), Algeria.

No. 04-15" of 2004 and Law No. 06-23" of 2006
amended the Penal Code to criminalize illegal
access, modification, deletion, or destruction of
data. Furthermore, Law No. 09-04" of 2009 in-
troduced specific rules for the prevention and
combating of offenses related to information
and communication technologies, including
measures such as electronic surveillance, co-
operation with service providers, and the ex-
change of international judicial assistance.

Despite these efforts, Algerian legislation
remains less comprehensive compared to the
Budapest Convention, particularly regarding the
harmonization of cybercrime definitions, the ex-
pansion of procedural powers for digital inves-
tigations, and the establishment of structured
mechanisms for international cooperation.

Accordingly, aligning Algerian legislation
with the standards set forth in the Budapest
Convention would significantly enhance its ef-
fectiveness in addressing cross-border cyber
threats and strengthen its capacity for interna-
tional collaboration in this critical field.

Practical case study: Microsoft v. United
States (2016)

In 2013, a U.S. federal court issued a warrant
to Microsoft under the Stored Communications
Act (SCA) compelling the company to disclose
the contents of an email account belonging to
a suspect in a narcotics trafficking case. While
Microsoft provided the non-content data stored
within the United States, it refused to release
the email content stored on its servers in Dub-
lin, Ireland, arguing that U.S. warrants could not
extend beyond national borders. The govern-
ment, on the other hand, insisted that Microsoft

12 People’s Democratic Republic of Algeria. (2015). Law
No. 15-04 of 11 Rabi’ al-Thani 1436 AH establishing
the general rules relating to electronic signature and
certification (Official Gazette, No. 6).

13 Ibid. (2006). Law No. 06-23 of 29 Dhu al-Qi’dah 1427
AH amending and supplementing Ordinance No. 66-
156 of 18 Safar 1386 AH (June 8, 1966) relating to the
Penal Code (Official Gazette, No. 84).

14 Ibid. (2009). Law No. 09-04 of 14 Sha’ban 1430 AH con-
taining the specific rules for the prevention of crimes
related to information and communication technolo-
gies and their combating (Official Gazette, No. 43).
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retained control over the data regardless of its
physical location. After prolonged litigation, the
Court of Appeals for the Second Circuit ruled in
July 2016 that the SCA does not authorize U.S.
courts to issue warrants for data stored abroad,
thereby overturning the lower court’'s deci-
sion and vacating the contempt order against
Microsoft.”s

In conclusion, the judgment affirmed that
U.S. warrants are territorially limited and can-
not be applied to data stored overseas. This
outcome reinforced the principle of data sov-
ereignty and highlighted the pressing need for
coherent international legal frameworks, such
as the Budapest Convention, to effectively ad-
dress cross-border cybercrime.

1.2.2. Cybersecurity
requirements in the context of
digital transformation

In light of ongoing technological advance-
ments and the acceleration of digital transfor-
mation, cybersecurity has become one of the
most critical and urgent concerns. It functions
as the primary defense mechanism for protect-
ing digital systems and networks, with the core
objective of securing sensitive data and infor-
mation from unauthorized access and potential
cyber threats.

Ensuring effective cybersecurity necessi-
tates the adoption of comprehensive, multi-lay-
ered strategies encompassing prevention, re-
al-time monitoring, and robust threat response
mechanisms. These include the deployment of
advanced technologies such as encryption and
software-based defense systems, along with
the promotion of digital security awareness
through user education and training on best
practices.

A major challenge confronting the field lies
in the ever-evolving nature of cyber threats.
Malicious actors continuously seek innovative
techniques to breach digital infrastructures. As
a result, cybersecurity specialists must remain
informed about the latest developments and
threat vectors to effectively counter these risks.

15 Microsoft v. United States, No. 14-2985 (2d Cir. 2016).

Despite the complexity of these challenges,
robust cybersecurity can be achieved through
strategic investment in modern technologies,
widespread promotion of digital security aware-
ness, and reinforced cooperation between insti-
tutions and relevant governmental authorities.

Thus, cybersecurity constitutes a shared
responsibility involving individuals, organiza-
tions, and state institutions. Heightened aware-
ness and collaborative action form the essential
foundation for protecting and securing digital
ecosystems.

2. CYBER CHALLENGES
IN THE DIGITAL ERA AND
RESPONSE STRATEGIES

In light of the massive expansion in the use
of digital technology, cyberspaces have become
arenas for increasing challenges that threat-
en the security of individuals, institutions, and
states alike. The digital age, despite its ad-
vantages in terms of speed and information
exchange, has simultaneously generated new
forms of complex and advanced cyberattacks,
ranging from data theft and cyber extortion to
threats targeting critical infrastructure.

In the face of these growing challenges, it
has become imperative to adopt comprehen-
sive and flexible cybersecurity strategies that
combine technical, human, and organizational
dimensions to ensure business continuity and
protect sensitive information from any poten-
tial breach.

2.1. Key cyber threats in the
digital age

With the growing reliance on digital sys-
tems and the expansion of IT infrastructure, ad-
vanced cyber threats have emerged that align
with the nature of the digital era. These threats
have become a growing concern for both insti-
tutions and governments, making it essential to
identify the most prominent ones and analyze



126

#35, september, 2025

their impact within the context of accelerating
digital transformation.

2.1.1. Cyberattacks

Cyberattacks are among the most significant
challenges facing cybersecurity, as they can
lead to the leakage of sensitive information and
financial data, causing severe damage to gov-
ernmental institutions, companies, and even
individuals. Addressing these threats requires
strengthening protection against cybercrimes
by securing computer systems and networks
against malicious attacks, including viruses,
malware, ransomware, and denial-of-service
(DoS) attacks.®

In this regard, the European Union Agency
for Cybersecurity (ENISA, 2024) underscores that
ransomware and supply chain attacks consti-
tute some of the most severe threats confront-
ing states and organizations in the digital era.”

2.1.2. Phishing

This involves attempts to deceive users into
providing sensitive data, such as passwords
or bank card information, often through fake
email messages.

2.1.3. Social engineering

Social engineering is one of the techniques
employed by cybercriminals, who impersonate
influential individuals to deceive the victim and
manipulate them into revealing sensitive infor-
mation that serves specific purposes. This of-
ten includes requests for financial payments or
access to confidential data. Attackers use vari-
ous tools to breach computers and gain unau-
thorized access to service providers, enabling
them to steal credit card numbers, passwords,
and other personal information from net-
work users.'”®

16 Manasra, Y. (2023). Reconciling internet governance
and state cybersecurity. Voice of Law Journal (2), Alge-
ria.

17 ENISA. (2024). ENISA Threat Landscape 2024. Euro-
pean Union Agency for Cybersecurity. Available at:
<https://www.enisa.europa.eu/publications/eni-
sa-threat-landscape-2024>.

18 Hamidi, H., Taileb, N. (2022). A conceptual introduc-

2.1.4. Attacks on the Internet of

Things (loT)

The Internet of Things (loT) is considered
an emerging technology that connects billions
of computing devices to the Internet. Sensors
and computing devices communicate through
Internet protocols to exchange information and
share data.”

loT devices face several security risks due to
their vulnerabilities:

e Device weaknesses: |oT devices are de-
signed with limited processors and
memory, making them susceptible to
vulnerabilities. Weak default configura-
tions, outdated software, and a lack of
security updates make these devices
ideal targets for attacks;

e Data privacy: loT devices collect mas-
sive amounts of sensitive data, includ-
ing personal information. Insecure
storage, weak encryption, or poor data
management can lead to unautho-
rized access;?

e Network security: Devices rely on wire-
less protocols such as Wi-Fi, Bluetooth,
and cellular networks. Attackers may
target these channels for eavesdropping
or data tampering. Insecure configura-
tions and weak encryption compromise
network security.”

tion to cybersecurity. Madar Journal for Digital Com-
munication Studies (Issue unspecified), Algeria.

19 Gunduz, M. Z., Das, R. (2020). Cyber-security on
smart grid: Threats and potential solutions. Com-
puter Networks, 169, 107094. Available at: <https://
doi.org/10.1016/j.comnet.2019.107094](https://doi.
org/10.1016/j.comnet.2019.107094)>.

20 Admass, W. S., Munaye, Y. Y., Diro, A. A. (2024). Cy-
ber security: State of the art, challenges and fu-
ture directions. Cyber Security and Applications, 2,
100031, p. 5. Available at: <https://doi.org/10.1016/].
€sa.2024.100031](https://doi.org/10.1016/].
€sa.2024.100031>.

21 AsSadhan, B., Moura, J. M. F. (2014). An efficient
method to detect periodic behavior in botnet traffic
by analyzing control plane traffic. Journal of Advanced
Research, 5 (4), pp. 435-448. Available at: <https://
doi.org/10.1016/j.jare.2013.11.005>;  <https://doi.
org/10.1016/j.jare.2013.11.005>.
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2.1.5. Cloud computing

The increasing reliance on cloud comput-
ing services exposes organizations to new risks
such as data breaches, unauthorized access, in-
secure APIs, and shared infrastructures, which
can lead to data loss and disruption of critical
services.?

2.2. Protection and
response strategies against
digital threats

Amid the escalating cyber threats and the
continuous evolution of attack techniques, the
adoption of effective strategies has become im-
perative for safeguarding digital infrastructure,
securing information, and ensuring the conti-
nuity of business operations. The most promi-
nent among these strategies include:

2.2.1. Enhancing

security awareness

Fostering a cybersecurity-oriented culture
among all users within institutions through
continuous training sessions and workshops
is essential. These initiatives focus on rais-
ing awareness regarding the identification of
phishing attacks, social engineering tactics, and
malware threats.

2.2.2. Regularly updating

systems and software

Routine security updates constitute a pri-
mary defense mechanism against vulnerabili-
ties that may be exploited by malicious actors.
The implementation of patch management
systems is necessary to ensure that software
remains consistently updated and resilient
against known threats.

22 Thakur, K., Qiu, M., Gai, K., Ali, M. L. (2016). An in-
vestigation on cyber security threats and security
models. InProceedings of the 2" IEEE International
Conference on Cyber Security and Cloud Computing
(CSCloud 2015) — IEEE International Symposium on
Smart Cloud, IEEE, pp. 307-311. Available at: <https://
doi.org/10.1109/CSCloud.2015.71>; <https://doi.
0rg/10.1109/CSCloud.2015.71>.

2.2.3. Using advanced

protection tools

It is crucial to deploy integrated security
solutions that encompass firewalls, antivirus
programs, intrusion detection and prevention
systems (IDS/IPS), and robust encryption pro-
tocols to safeguard data during both transmis-
sion and storage.

2.2.4. Implementing access

control policies

Access to sensitive information must be re-
stricted based on the principle of “least priv-
ilege”, with strong enforcement of user au-
thentication procedures through multi-factor
authentication systems.

2.2.5. Backup and

emergency response

The establishment of a comprehensive data
recovery and emergency response strategy is
vital. This should include routine data backup
processes and the execution of simulated cy-
berattack exercises to assess readiness and en-
sure swift response capabilities.

2.2.6. System monitoring and

log analysis

The use of network monitoring tools and log
analysis facilitates the detection of abnormal
activities and supports the early identification
of potential intrusion attempts.

2.2.7. Compliance with standards

and regulations

Adherence to international security stan-
dards and regulatory frameworks such as ISO/
IEC 27001 and the General Data Protection Reg-
ulation (GDPR) significantly enhances the over-
all security posture and reduces legal and com-
pliance-related risks.

2.2.8. Behavior-based security

This approach involves the detection of
threats by monitoring and analyzing communi-
cation patterns between users and devices on a
network. Any deviation from established behav-
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ioral norms is flagged as an anomaly, potentially
signaling the presence of an attack in progress.

NetFlow technology

NetFlow is employed to gather metadata
on network traffic, including information about
users, devices, and communication flows. This
data is instrumental in identifying and analyz-
ing irregular network behavior indicative of se-
curity threats.

Penetration testing (also known as
Pen Testing)

Penetration testing involves evaluating se-
curity vulnerabilities in systems and networks
by simulating attacks. Testers attempt to ex-
ploit identified weaknesses, and the findings
are used to strengthen system defenses and
improve security effectiveness.

While institutions dedicate significant ef-
forts to prevent cybersecurity breaches, no se-
curity system can guarantee absolute protec-
tion. Therefore, maintaining continuous threat
awareness and persistently evolving protection
strategies remains an essential component of
comprehensive cybersecurity management.

The following table illustrates the impact of
different digital transformation models on cy-
bersecurity and how they address threats (see
Table 1, 2).

Digital Transformation Models

In fact, digital transformation enhances cy-
bersecurity management by improving threat
monitoring, response, and data analysis, but it
also increases complexity and poses significant
challenges for data protection and privacy.

CONCLUSION

The world has witnessed remarkable tech-
nological progress, particularly in the domain
of information and communication technolo-
gies. This progress has led to an unprecedent-
ed expansion of the digital sphere, reflected in
the vast and diverse range of content and ser-

vices now accessible via the internet, from ar-
tificial intelligence and the Internet of Things
to virtual and augmented reality and cloud
computing.

While these advancements have delivered
immense benefits, they have also introduced
serious challenges and risks, most notably the
rise of increasingly sophisticated cyber threats.
These include the spread of malicious viruses,
data breaches, espionage operations, and even
the destruction of digital infrastructure. In cer-
tain instances, such attacks have evolved to the
extent that they now pose direct threats to na-
tional security, falling under the scope of what
is now recognized as cyber warfare.

In light of this complex and evolving land-
scape, there is a pressing need to adopt both
defensive and offensive cybersecurity strate-
gies that incorporate advanced security tech-
nologies and go beyond the limitations of con-
ventional territorial boundaries.

Cyberspace has transformed from a purely
technological realm into an open and contest-
ed arena where the security of nation-states
can be targeted and compromised with alarm-
ing ease. As a result, states are increasingly fo-
cused on developing comprehensive cyberse-
curity systems, including tools for surveillance,
deterrence, and response, with the ultimate aim
of securing their data and protecting their criti-
cal national interests.

Based on the preceding analysis, the follow-
ing conclusions can be drawn:

e Cyberspace has introduced multifacet-
ed and far-reaching challenges affect-
ing all nations without exception. It has
also played a pivotal role in redefining
global power dynamics according to
new criteria that transcend traditional
frameworks;

e This domain has produced intensifying
threats, compelling nations to urgent-
ly adopt robust national cybersecurity
strategies, particularly in light of mount-
ing global challenges;

e The increasing prevalence of cyberat-
tacks, espionage activities, and recurring



#35, september, 2025

129

electronic intrusions has necessitated
a reexamination of the concept of ab-
solute sovereignty, which has become
vulnerable to digital exposure and pen-
etration, ultimately threatening national
stability and security.

In light of these findings, the following rec-
ommendations are proposed:

It is essential to invest in the develop-
ment of secure digital infrastructure that
aligns with the pace of digital transfor-
mation, while allocating sufficient ma-
terial and human resources to support
cybersecurity operations;

Governments and institutions should es-
tablish well-defined strategic plans that
encompass binding policies, protocols,
and legislative frameworks to address
the intensifying digital threat landscape;
Public awareness campaigns and con-
tinuous training initiatives should be
launched to educate users across all
sectors on cyber risks and preven-
tive measures;
Educational

and training programs

should be strengthened to prepare
skilled national professionals in the field
of cybersecurity, with particular attention
to modern technological competencies;
Artificial intelligence solutions, machine
learning models, and big data analytics
should be adopted to enhance threat
detection capabilities and ensure rapid
response to emerging risks;

Dedicated units should be established
to monitor digital networks and man-
age cyber incidents with professionalism
and speed;

Cooperation should be encouraged be-
tween institutions at both national and
international levels to facilitate the ex-
change of information and expertise
related to cyber threats and security
strategies;

Cybersecurity must be understood not
as a standalone component, but as an
integral and indispensable element of
digital transformation efforts, ensuring
the long-term success and resilience of
digital initiatives.

APPENDIX

TABLE 1. Impact of Digital Transformation Models on Cybersecurity

DIGITAL IMPACT ON IN- | IMPACT ON SECURI- OP- CHALLENGES CYBERSE-
TRANSFOR- FRASTRUCTURE TY OPERATIONS PORTUNITIES CURITY IM-
MATION MODEL PACT LEVEL
Cloud Computing| Centralized Enhanced Up- Flexible Data | Risks of Data High
and Scalable date and Backup Access and Breaches and
Data Storage Management Capabili- Unautho-
ty Expansion rized Access
Artificial Intel- | Advanced Net- Early Threat De- Improved At- Al-Driven High
ligence and Ad- | work and Sys- | tection and Behav- | tack Response | Attacks and
vanced Analytics | tems Monitoring ior Analysis and Reduced Data Biases
Human Errors
Internet of Connectivity of | Device Monitoring Mass Data Weak Device Medium
Things (loT) |Smart Devices to|and Activity Logging| Collection Security and
the Internet for Perfor- | Privacy Threats
mance Analysis
Big Data Storage and Threat and Attack | Supporting Challenges High
Analysis of Large| Pattern Analysis Data-Driven in Privacy
Volumes of Data Security Deci- Protection
sion-Making | and Sensitive
Data Storage
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Hybrid Digital Hybrid of Integration of Enhancing Complexity in Medium
Transformation On-Prem- Traditional Secu- Flexibility Management
ises and rity Systems with and Threat | and Coordina-
Cloud Systems Automation Adaptation | tion of Securi-
ty Policies

TABLE 2. Digital Transformation Models

Impact on
Impact on infrastructure Security =~ Opportunities Challenges
Operations

Cloud
Computing
Artificial
intelligence &
Advanced
Analytics
Internet of
Things (loT)

Big Data

Hybrid Digital
Transformation

Low Medium
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Human safety (HS) is a relatively new doctrine that
emerged at the end of the 20" century. It arose from the need
to address global threats and to better understand worldwide
problems. Human safety is a human right; it refers to the safe-
ty of people and communities, as opposed to that of states.
The concept of human security recognizes several dimen-
sions of safety, including freedom from fear, freedom from
want, and freedom from indignity.

Our study concerns the concepts of individual entitle-
ments and individual safety, which are strongly supported in
the discourse of international law. The safety of individuals
has long been a central concern of the global community,
first through the League of Nations and later under the United
Nations. The concept of universal individual entitlements has
opened the way for new rules in international law. Safeguard-
ing these basic entitlements is no longer solely the responsi-
bility of an individual’s state; it has become a shared interest
of the entire international community. From this perspective,
we call for recognizing the concept of individual safety as a
customary rule capable of stopping the continuous attacks on
humanity.
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INTRODUCTION

The ideological struggle imposed by the Cold
War, along with the threat of nuclear weapon
use, has given way to more fundamental but no
less significant concerns. The scourges of dis-
ease, hunger, crime, political repression, nat-
ural disasters, and terrorism have become an
integral part of individuals’ daily realities. The
focus of our research centers on two concepts
that warrant clear definition: human entitle-
ments (HR) and human safety (HS), the latter
progressively emerging in the global discourse
on the safeguarding of fundamental individual
entitlements and individual dignity.

In this context, the concept of the “univer-
salization of individual entitlements” has paved
the way for the emergence of a new norm in in-
ternational law, whereby the safeguarding of an
individual's fundamental entitlements no lon-
ger rests solely with the authority of the state
of which they are a national, but concerns the
global community.

Thus, the question arises as to whether the
emergence of the concept of human safety (HS)
as a new customary rule could generate suffi-
cient practice to curb the recurrent violations
against humanity.

METHODOLQOGY

The study relies on a doctrinal legal analysis
of primary international instruments (UN Char-
ter, Universal Declaration of Human Rights, IC-
CPR/ICESCR, Geneva Conventions and Additional
Protocols) and “soft law” documents (ICISS/R2P
reports, UNDP/CHS frameworks). It also applies
the historical method to trace the evolution
from state-centric security to the concept of hu-
man security. In addition, a comparative policy
analysis is employed to assess regional frame-
works (EU, AU, Arab League) and institutional
practices (UN Security Council, IMF/World Bank).
The article combines descriptive and analytical
synthesis, drawing on primary sources (interna-

tional treaties, UNGA and UNSC resolutions, ICJ
jurisprudence such as the Nicaragua case) and
authoritative academic and agency reports, to
formulate normative recommendations on cod-
ifying and operationalizing human security. The
research does not use quantitative empirical
methods; its focus is on conceptual delimitation
(HS-HR; HS-R2P) and policy implications.

1. Clarification of the Concepts
of Human Safety (HS) and
Human Entitlements (HR)

1.1 The naturalization of man and
his entitlements

The notion of HS and HR stems from nat-
ural law theory as articulated by Grotius and
is defined as a set of prerogatives inherent to
every individual. According to Nicolas Valticos,
“the concept of HR extends beyond the enti-
tlements of individuals to encompass entitle-
ments that man can and must enjoy either di-
rectly or through the communities to which he
belongs”. Furthermore,! Amartya Sen adds that
“The concept of HR is fundamentally normative,
which means that it is not clear which specif-
ic freedoms are so important that society must
recognize, safeguard, and promote them as HR.
This is where the idea of HS can really help by
showing how important it is to not have basic
factors of unsafety, both new and old".2

In other words, HS redirects the global safety
discourse toward the core of individual dignity,
the recognition of public freedoms, inherent in-
dividual entitlements, and the responsibilities
of states and intergovernmental organizations
to ensure the effective respect of these enti-
tlements. Indeed, HR has historically been es-
tablished with reference to the natural right to
safety; therefore, all states are required by law

1 Valticos, N. (1991). The concept of human rights in
global law. In International law in the service of peace,
justice and development: Essays in honour of Michel
Virally, Paris: A, Pedone, 483-491.

2 Sen, A. (2003). Development, rights, and human se-
curity. In Human security now: Report of the Commis-
sion on Human Security, Paris: Presses de Sciences Po.
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to abide by their normative principles, whether
they are in conflict or at peace.

A significant development is the emergence
of a universally recognized principle, abstract
in nature, yet endowed with absolute value:
individual dignity. It represents the primary
and fundamental intuition underlying HR and
serves as the foundational reference that gives
meaning to all other entitlements. It is this
principle that legitimizes the very concept of
HR.?> According to Yves Madiot, HR are subjec-
tive entitlements that reflect, within the legal
framework, the natural principles of justice that
underpin the person.*

In this regard, the Universal Declaration of
HR (UDHR) of 1948 rightly asserts that “All peo-
ple are born free and equal in entitlements
and dignity, and they all have reason and con-
science”® It is based on this premise regarding
the universal attributes of individual nature
that a new understanding of a decent life has
been shaped. These shared attributes translate
into common needs inherent to the individu-
al person and dignity, capable of ensuring the
conditions necessary for a decent life.

Regarding these needs intrinsic to the indi-
vidual being, two main categories can be distin-
guished, corresponding to the first two genera-
tions of HR: fundamental freedoms (linked to
the respect of civil and political entitlements)
and a minimum level of economic safety, or
subsistence® (guaranteed by the respect of eco-
nomic entitlements). Without the fulfillment of
these universal primary needs, individual digni-

3 Lowenthal, P. (2008-2009). Ambiguities of human
rights. Droits fondamentaux, (7), p. 2. Available at:
<http://www.droits-fondamentaux.org>.

4 Madiot, Y. (1991). Human rights (2" ed.). Paris: Mas-
son, p. 26.

5 United Nations General Assembly. (1948). Universal
Declaration of Human Rights, Article 1.

6 We refer here to the meaning given by Henry Shue

regarding the content of subsistence, that is, having
access to clean air, clean water, enough food, clothes,
and shelter, as well as a basic public health preventa-
tive system. See: Vézina, L.-P. (2010). The obligation
to protect and humanitarian intervention: From the
reconceptualization of state sovereignty to normative
individualism (master’s thesis, University of Montreal,
Faculty of Graduate Studies), p. 65.

ty is difficult to conceive.’

It is observed that the concept of HR encom-
passes a range of fundamental entitlements
essential for a minimally decent life, Includ-
ing, The rights to life, personal safety, includ-
ing physical integrity, freedom from torture and
other cruel, inhuman, or degrading treatment,
equality before courts and tribunals, freedom
from slavery, protection from systematic and
harmful discrimination and persecution, and
freedom of thought, conscience, and religion
are just a few examples; and, finally, the right
to property. Regarding economic entitlements,?
it is clear that the concept of HR is dynamic and
evolving,

with the list and scope of these entitle-
ments expanding as new entitlements are fre-
quently added to existing ones. The question
then arises: can HS be considered one of these
entitlements?

1.2 The concept of human

safety (HS)

1.2.1 Definition of the concept

According to the Robert dictionary, safety is
defined as the absence of actual danger, pov-
erty, and any apprehension. The concept of HS
is therefore founded on the principles of indi-
vidual emancipation liberating individuals from
fear and want, and social justice.? However, the
initial idea of HS dates to the eighteenth centu-
ry, when thinkers had already developed ideas
concerning the safeguarding of individuals.

At the global level, controversy remains in-
tense. HS may be perceived as reflecting a glob-
al willingness to intervene, potentially disre-
garding the principle of state sovereignty when
populations are in distress.

7 Ibid.

8 United Nations General Assembly. (1966). Internation-
al Covenant on Economic, Social and Cultural Rights,
Part IIl.

9 Délégation for Human Rights and Democracy. (2006).

Human security: Clarification of the concept and ap-
proaches by global organizations — some reference
points (Information document, January), p. 4.

10 David, C. P, Rioux, J.-F. (2001). The concept of human
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This issue confronted the global communi-
ty in the early 1990s in response to the trag-
edies in Kurdistan, Somalia, Rwanda, and the
former Yugoslavia. The debate on humanitar-
ian intervention gained renewed prominence
in the 1990s, particularly in the wake of crises
in Rwanda and the former Yugoslavia, and was
strongly advanced by French jurist Mario Bet-
tati, who theorized the “right of intervention”
as a novel transformation of the global order."

The concept revitalizes and enriches this
debate by providing new foundations, which
have contributed to the emergence of a devel-
oping normative framework embodied in the
“Obligation to Safeguard” This idea says that
sovereign states must safeguard their citizens
from disasters that could have been avoided.
If they can’t or won't do this, the global com-
munity is responsible for doing so.® Recent
scholarship reinforces this link: as Lau (2023)
argues, operationalizing Human Security pro-
vides the analytical lens to detect risks to in-
dividuals, while the Responsibility to Protect
supplies the political and legal duty to act
upon those risks, thereby making the two con-
cepts mutually reinforcing in both theory and
practice.

The reports of the Global Commission on
Intervention and State Sovereignty (ICISS) in
2001 introduced an innovative approach by
seeking to resolve the theoretical debate be-
tween proponents of state sovereignty and ad-
vocates of intervention for civilian protection
purposes.” In this context, can we assert that

security. In Human security: A new conception of glob-
al relations (Raoul Dandurand Collection, L'Harmattan
Edition), pp. 19-30.

11 Bettati, M. (1996). The right of intervention: Changes
in the global order. Paris: Odile Jacob Editions.

12 International Commission on Intervention and State
Sovereignty. (2001). The obligation to protect (Report
of the ICISS Sovereignty, December), paras. 2.21-2.33.

13 Délégation for Human Rights and Democracy. (2006),
op. cit., p. 6.

14 Lau, R. K. S. (2023). Operationalizing human security:
What role for the responsibility to protect? Interna-
tional Social Science Journal. Available at: <https://
doi.org/10.1177/00208817231154054>.

15 Agence Universitaire de la Francophonie. (n.d.). Hu-
man security and the obligation to protect: The inter-

the obligation to safeguard, a necessary com-
plement to the concept of HS, is intrinsically
linked to the exercise of state sovereignty?'® As
a corollary to this premise, what are the cri-
teria or conditions that objectively qualify the
obligation to safeguard as a guiding principle
for the implementation of such safety?

1.2.2 Birth and evolution of

“human safety” (HS)

The concept of safety lies at the foundation
of modern state theory, particularly since the
primary mission of the state is to safeguard
members of the community, who, in return,
owe it allegiance.” The right to safety is en-
shrined in Article 2 of the French Declaration of
the Entitlements of Man and of the Citizen of
1789, affirming it as a natural and inalienable
right® The notion of safety was also central to
a broad spectrum of philosophical discourse
and to principles governing warfare.

1.3 Philosophical origins of
human safety (HS)

The initial conception of HS dates to the
eighteenth century, when thinkers began to
focus on the safeguarding of individuals. Many
fundamental principles of HS draw on the re-
flections of Montesquieu, Rousseau, Smith,
and Condorcet. Montesquieu emphasized lib-
erty and the subjective entitlements of indi-
viduals rather than the safety provided by
the state. For Adam Smith, safety meant safe-
guarding against “violent and sudden attacks
upon the person or property”’ Condorcet de-

national humanitarian order in question. Paris: Edi-
tions des Archives Contemporaines, p. 14.

16 Ibid.

17 Addi, L. (n.d.). The concept of security tested by the
new global order: The case of Algeria. Available at:
<http://www.algeria-watch.org/fr>.

18 Agence Universitaire of the Francophonie. (n.d.), op.
cit., p. 22.

19 Owen, T. (2004). On the difficulties and value of de-
fining and assessing human security. In Human rights,
human security, and disarmament (Disarmament Fo-
rum No. 3, UNIDIR), pp. 17-18.
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scribed a social contract in which the safety of
individuals was the foundational principle; in
his view, if individuals live in fear, they cannot
effectively participate as members of a politi-
cal community.?°

However, these liberal convictions were not
universally accepted. Thinkers such as Hobbes,
Kant, and Grotius argued that the state’s mo-
nopoly on violence was the best means to end
anarchy and prevent the law of the strongest
from prevailing.

For Hobbes, safety is synonymous with civil
peace, under whose safeguarding the parties
to the “social contract” enjoy their natural en-
titlements.?’ He argued that the state of nature
was essentially a form of anarchy character-
ized by the domination of the strong over the
weak, ultimately resulting in a perpetual state
of war. Everyone is driven by a desire for pow-
er and the capacity to ensure self-preserva-
tion. Indeed, the primary purpose of the social
contract is to escape this anarchic condition
and guarantee safety.?? According to Rousseau,
however, the state of nature is portrayed in a
more peaceful light. Man enjoys perfect free-
dom, and the exercise of this freedom by each
individual leads to equality. For Rousseau,
the establishment of civil society necessarily
requires the conclusion of a “social contract”
that serves not only to ensure safety for indi-
viduals but also to create a political society.
Moreover, the social contract represents a vol-
untary submission to a law to which all have
consented, as everyone retains a portion of
sovereignty.?

Kant was worried about the role of the state
in keeping people safe. He imagined a higher
authority: a world society based on the mor-
al duty of the common good for its member
nations. Grotius thought that the shared inter-
ests of independent states should safeguard

20 Ibid., p. 18.

21 Addi, L. (n.d.), op. cit., p. 1.

22 Letteron, R. (n.d.). The universality of human rights:
Appearances and reality — The ideology of human
rights in France and the United States, p. 150. Avail-
able at: <http://www.diplomatie.gouv.fr>.

23 Ibid, p.150.

everyone.?

It can be said that the influence of these
philosophical currents on the notion of HS is
reflected in early treaties concerning the safe-
guarding of individuals, particularly the Ge-
neva Conventions of April 24, 1863, which rep-
resented the first attempts to codify the laws
and customs of war.

From traditional safety to human safety (HS)

Historically, safety primarily depended on
relations between groups of states. In this
traditional framework, the concept of the bal-
ance of power played a critical role in ensuring
the safety of populations. States were viewed
as rational entities, and safety was under-
stood chiefly as safeguarding against invad-
ing armies.

These ideas were incorporated into the Cov-
enant of the League of Nations, which further
developed the concept of safety, later upheld
by the United Nations. The UN legally prohib-
ited any state from resorting to force in global
relations for the first time (Articles 2 and 4).
Indeed, the traditional conception of safety re-
mained essentially military and state-centric
until the 1980s.2°

Following the fall of the Berlin Wall and the
end of the Cold War, the acceleration of eco-
nomic globalization prompted a reevaluation
of the meaning of safety.” As Durand (2003)
observes, this shift illustrates the coexistence
of different approaches to security—state-cen-
tered, military definitions on the one hand,
and human-centered, multidimensional per-
spectives on the other.?® This new perspective
calls for addressing not only the physical safe-
ty of individuals but also their economic and
social well-being, as well as respect for their
dignity and values as individual beings.” Con-

24 Owen, T. (2004), op. cit., p. 18.

25  Ibid., p. 19.

26 Durand, D. (2003). The different approaches to securi-
ty (February). Institut IDRP. Available at: <http://www.
institutidrp.org>.

27 Ibid.

28 Durand, D. (2003), op. cit.

29 Délégation for Human Rights and Democracy. (2006),
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sequently, the concept of safety is grounded
in the principles of individual emancipation
by “liberating from fear and want” and social
justice.*® Thus, the focus has shifted from state
safety to the safety of individuals.

1.4 HUMAN SAFETY
(HS) IN ITS BROAD AND
NARROW SENSES

Since the last decade of the 1900s, Kofi An-
nan, the Secretary-General of the United Na-
tions, has talked about making the idea of HS
clearer in his Report on the Organization’s Ac-
tivities. He said that it is no longer enough to
say that collective safety is just the absence
of armed conflict, whether it is between coun-
tries or within a country. HR abuses, huge pop-
ulation movements, global terrorism, the AIDS
pandemic, drug and arms trafficking, and en-
vironmental disasters all directly threaten our
safety. This means we need to work together
on a lot of different issues.”

Within this context, the concept of “HS”
centers the individual in the analysis, focusing
on threats to the individual's well-being and
physical safety.®? It makes clear that the goal
of HS is to safeguard the most important parts
of people’s lives in a way that makes it eas-
ier for people to exercise their entitlements
and grow.*

The broadest definition of HS was formulat-
ed in 1994 by the United Nations Development
Programme (UNDP), Jorge Nef, and the Commis-
sion on Human Safety (CHS). A key point em-

op. cit., p. 4.

30 Ibid.

31 United Nations. (2000). Report of the Secretary-Gen-
eral on the Activities of the Organization. Official Re-
cords of the Fifty-Fifth Session of the General Assem-
bly, Supplement No. 1 (A/55/1).

32 Krause, K. (2003). A critical and constructivist approach
to security studies, p. 611. Available at: <http://www.
afri-ct.org/IMG/pdf/krause2003.pdf>.

33 Boyle, K., Simonsen, S. (2004). Human security, human
rights, and disarmament. In Human rights, human se-
curity, and disarmament (Disarmament Forum No. 3,
UNIDIR), p. 6.

phasized by the UNDP is the dual focus on first,
safeguarding against chronic threats such as
famine, disease, and repression; and second,
safeguarding against sudden, violent events
that disrupt everyday life.>* In this UNDP defi-
nition, HS is linked to seven dimensions, each
corresponding to specific types of threats:

e Economic stability threatened
by poverty;

Food stability, threatened by famine;
Health safety, threatened by injury
and disease;

e Environmental safety, threatened by
pollution, environmental degradation,
and resource depletion;

e Personal stability, threatened by vari-
ous forms of violence;

e Political safety,
repression;

e Community safety, threatened by insta-
bility and civil unrest.*

Regarding the second point, HS in its broad-
er sense is reflected in the priority given to the
“vital essentials of individuals”, a fundamental
element that distinguishes HS from individual
development.*® As David and Rioux (2001) ar-
gue, the notion of human safety represents a
new conception of international relations, one
that redefines global security by centering the
individual rather than the state.”

It should be emphasized that HR and HS ex-
ist in a synergistic relationship. HS helps iden-
tify entitlements that are at risk in a specific
context, while HR provides guidance on how HS
should be safeguarded.® This relationship was
articulated during a seminar organized in 2001
in Costa Rica by the CHS, in response to the call
of the United Nations Millennium Summit by
Secretary-General Kofi Annan. Addressing two
major themes, the unsafety caused by conflict

threatened by

34 United Nations Development Programme. (1994). Human
Development Report 1994, Chapter 2: New dimensions of
human security. Paris: Economica Edition, pp. 23-26.

35 Owen, T. (2004), op. cit., p. 20.

36 Délégation for Human Rights and Democracy. (2006),
op. cit., p. 8.

37 David, C. P., Rioux, J. F. (2001), op. cit.

38 Boyle, K., Simonsen, S. (2004), op. cit., p. 6.
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and violence on one hand, and the connec-
tions between safety and development on the
other Commission was tasked with developing
a concept of HS that could serve as a practical
tool for the development and implementation
of policies. Based on this mandate, the Com-
mission was asked to propose a concrete pro-
gram of recommendations to address the most
critical and widespread threats to HS.*

After this call, the CHS said that “HR and
the qualities associated with individual digni-
ty make up a conceptual reference point and
a normative framework that are necessary to
comprehend and implement the HS notion”.
Likewise, whilst recognizing that the stan-
dards and tenets of global civilian protection
law are crucial elements in understanding HS,
the Commission emphasized that HS cannot
be confined solely to current or past armed
conflict situations. Rather, HS is a concept that
must be applied universally.*

Furthermore, recent publications by the
UN Office on Human Security underscore new
debates and implementation trends in Human
Security, emphasizing interconnected crises—
such as climate change, inequalities, displace-
ment, health-system fragility—and reaffirming
the necessity for global cooperation to address
them. For instance, UNDP’s 2024 informal ple-
nary meeting highlighted how a “human secu-
rity lens” can help in formulating early warning
systems and structuring policy responses that
integrate prevention, protection, and dignity.*

As highlighted by the UNDP (2022) Special
Report on Human Security: New Threats to Hu-
man Security in the Anthropocene, “people’s
sense of safety and security is at a low in al-
most every country, including the richest coun-
tries, despite years of upward development
success”. This finding illustrates that despite

39 Délégation for Human Rights and Democracy. (2006),
op. cit., p. 8.

40 San José Declaration. (2001). San José Declaration on
Human Security. San José.

41 United Nations Office on Human Security. (2024).
Publications on human security. Available at: <https://
www.un.org/humansecurity/publications-on-hu-

man-security/>.

decades of development progress, insecurity
remains pervasive, reinforcing the urgency of
embedding HS as both an analytical lens and a
guiding principle of international cooperation.®

However, the narrow interpretation of the
concept of HS focuses primarily on violent
threats directed at individuals. This limited
definition constrains the scope of HS to specif-
ic parameters, such as drug trafficking, small
arms proliferation, landmines, ethnic conflicts,
terrorism, individual trafficking, or state fail-
ure, as noted by former Canadian Foreign Min-
ister Lloyd Axworthy. Addressing these threats
relies chiefly on diplomatic resources, eco-
nomic persuasion, intelligence gathering, and
information technologies.”?

In fact, most significant advancements
made under the banner of HS have been based
on this restricted understanding. Examples in-
clude the Mine Ban Treaty, the establishment
of the Global Criminal Court (I1CC), as well as
recent global initiatives concerning child sol-
diers, small arms control, and the role of non-
state actors in conflicts, all of which reflect the
narrow interpretation of the HS principle.*

Ultimately, it is important to observe that
the globalization of risks and threats, the com-
plexity of conflicts, terrorist attacks, and mass
civilian massacres have driven the global com-
munity to develop legal instruments address-
ing three key dimensions of the issue:

e The safety of populations as a legiti-

mate legal concern;

e Safeguarding as an obligation that is

both moral and legal;

e Obligation as a political principle in-

trinsically linked to the exercise of
sovereignty.*

42 UNDP. (2022). Special Report on Human Security:
New threats to human security in the Anthropocene.
United Nations Development Programme. Available
at:  <https://hdr.undp.org/content/2022-special-re-
port-human-security>.

43 Délégation for Human Rights and Democracy. (2006),
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45 Agence Universitaire de la Francophonie. (n.d.), op.
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2. THE GLOBAL
SAFEGUARDING OF HUMAN
ENTITLEMENTS (HR): AN
OBLIGATION THAT IS BOTH
MORAL AND LEGAL

2.1 Human safety (HS) in

global relations

2.1.1 Human safety (HS) as a

new principle of global cooperation

HS can therefore be understood as a funda-
mental link between the various objectives of
the United Nations, creating an obligation for
Member States to cooperate in advancing these
goals coherently. On this basis, HS helps identi-
fy HR that may be at risk in specific situations.
It provides new tools and drives significant
changes in global practice.

In this regard, strengthening global peace
is a universal necessity in addressing the chal-
lenges of safety and development. It follows
that the participation and engagement of all
members of the global community, whether
states, non-governmental organizations, or
other civil society actors, are essential obliga-
tions to achieve a HS framework.*

It is important to note that several norms,
principles, and institutions are already estab-
lished; for example, civilian protection assis-
tance during natural disasters and the safe-
guarding of war victims are key components of
enhancing HS worldwide.

Thus, it is crucial to emphasize that this con-
cept is shaping a body of global law that will
no longer regulate solely the relations between
states under a neutral respect for state sover-
eignty but will instead defend values and soli-
darities that prioritize the sovereignty of indi-
viduals over that of the state.”

In other words, the concept of HS serves as
a framework for reevaluating the contemporary
meaning of sovereignty, introducing an emerg-
ing new logic within global law. According to the

46 Hussein, K., Gnisci, D., Wanjiru, J. (2004). Security and
human security: Presentation of concepts and initia-
tives — Key implications for West Africa. Sahel and
West Africa Club, p. 17.

47 Délégation for Human Rights and Democracy. (2006),

op. cit., p. 11.

1994 Individual Development Report, “the time
has come to shift from a conception of safety
centered on conflicts between countries over
territorial integrity to one that addresses the
insecurities arising from the daily concerns of
the majority of the world’s population”®

One might argue that the notion of HS re-
verses the traditional logic of state sovereignty,
transforming governments into instruments of
citizens aimed at enhancing the well-being of
the population.”® Sovereignty no longer simply
denotes the imposition of power but extends to
the obligation to safeguard a people within a
territory through respect for the law and the ef-
fective functioning of the justice system, along-
side the reconstruction of the socio-economic
framework of the society concerned.

To achieve these objectives, the ICISS* Sov-
ereignty encourages states to adopt the prin-
ciple of the obligation to safeguard, according
to which the global community may intervene
to prevent mass violations of HR or to alleviate
the suffering of victims in the event of conflict
or natural disaster.

These ideas were already articulated by the
United Nations Secretary-General in his March
2000 report, where he stated: “While civilian
protection intervention constitutes an unac-
ceptable infringement on sovereignty, how
should we respond to situations such as those
witnessed in Rwanda or Srebrenica, where there
have been blatant, massive, and systematic vi-
olations of HR, in direct contradiction to the
fundamental principles on which our shared
humanity is founded?”

Similarly, the 2005 World Summit Outcome
Document introduced a renewed vision of HS
and established a collective global obligation

48 Agence Universitaire of the Francophonie. (n.d.), op.

cit., p. 29.

49 Délégation for Human Rights and Democracy. (2006),
op. cit., p. 11.

50 Global Commission on Intervention and State Sover-
eignty (ICISS). (2001). The responsibility to protect:
Report of the International Commission on Interven-
tion and State Sovereignty. International Develop-
ment Research Centre. Available at: <https://www.
iciss.ca/>.

51 Ibid.
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to safeguard HR in the face of genocide, ethnic
cleansing, and crimes against humanity. It is
important to emphasize that this obligation pri-
marily lies with states; however, in cases of un-
willingness or incapacity to act, the global com-
munity may step in to address these failures
and intervene to halt widespread violations of
HR.%* Thus, respect for HR and humanitarian law
forms the foundational pillars of the concept
of HS. “As highlighted by the Global Centre for
the Responsibility to Protect, ‘R2P is essentially
about preventing and protecting people from
the most heinous atrocity crimes - genocide,
war crimes, ethnic cleansing and crimes against
humanity... The grim reality of today’s ongoing
crises is a stark reminder of the need to redou-
ble efforts to effectively implement the respon-
sibility to protect”.>*

2.1.2 The legal framework of the

concept of human safety (HS)

The Human Safety Network (HSN) currently
lacks formal sources that would integrate the
concept into positive law, but it is possible to
link the concept to formal global legal instru-
ments, such as:

A. United Nations instruments related to
peace and human safety (HS)

The safety of individuals has always been a
central concern for the global community. Ini-
tially through the League of Nations and now
under the United Nations, which, in its pream-
ble, explicitly identifies HS as one of its core ob-
jectives in its founding resolution. The Charter
states: “We, the people of the United Nations,

52 Ubeda-Saillard, M. (2011). The limits of the obliga-
tion to protect: Natural disasters. In Chaumette, A-L.,
Thouvenin, J.-M. (Eds.), The obligation to protect, ten
years later. Paris: A. Pedone Editions, p. 28.

53 Thibault, J.-F. (2013). On the obligation to protect
threatened populations: The use of force and the pos-
sibility of justice. Québec: Les Presses de I'Université
Laval, p. 5.

54 Global Centre for the Responsibility to Protect. (2020).
A Reflection on the Responsibility to Protect in 2020.
Available at:  <https://www.globalr2p.org/publi-
cations/a-reflection-on-the-responsibility-to-pro-

tect-in-2020/>.

are determined to safeguard future generations
from the horrors of war, which has brought great
sadness to people twice in our lifetime, and
to reaffirm our faith in basic HR and keep the
peace and safety of the world...” It goes on to
state that one of its main objectives is “keeping
the peace and safety around the world, and to
do that, taking effective collective steps to stop
and remove threats to the peace, stop acts of
aggression or other violations of the peace, and
settle or change global disputes or situations
that could lead to a breach of the peace in a
way that follows the rules of justice and global
law”.%> This demonstrates that HS is closely as-
sociated with global peace, as the terms “safe-
ty” and “peace” are used interchangeably in the
Charter’s preamble. Accordingly, HS at this level
may be understood as synonymous with collec-
tive safety.

B. Global Human Entitlements (HR) Law

The globalization of HR has blurred the tra-
ditional distinction between domestic legal or-
ders and global legal frameworks. Numerous
legal instruments have been adopted for this
purpose, among which the UDHR of December
10, 1948, stands as a cornerstone. Article 3 of
the UDHR enshrines the notion of individual
safety with the provision: “Everyone has the
right to life, liberty and safety of person”.

In this context, Article 28 states that “Ev-
erybody has the right to a social and global or-
der that fully realizes the freedoms and rights
outlined in this Declaration”. There is a notable
connection between the “social level” and the
“global level”, and this provision is presented as
a common ideal to be achieved by all peoples
and nations.

Two legally binding global agreements were
made in 1966 to reaffirm the Universal Declara-
tion. One was about civil and political entitle-
ments, and the other was about economic, so-
cial, and cultural entitlements.*® More than 140

55 United Nations. (1945). Charter of the United Nations,
Article 1.

56 According to Article 11, paragraph 1 of the ICESCR,
the “States the Covenant’s parties acknowledge that
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countries have signed these two agreements
as of today. These documents, along with the
Universal Declaration, make up the Global Bill
of HR and are the basis for global HR law and
many other global and regional treaties.”

The Global Covenant on Civil and Political
Entitlements guarantees, among other entitle-
ments, the right to life, liberty, and prohibits
torture. In addition to rights to social safety,
education, and other benefits, the Global Cov-
enant on Economic, Social, and Cultural Entitle-
ments outlines everyone’s right to labor in fair
and advantageous circumstances, including the
ability to organize and join trade unions and go
on strike.

2.1.3 Norms of global

humanitarian law

Global humanitarian law (IHL), also known
as the “law of war” and more recently the “law
of armed conflict”, is a branch of global law. It
developed over centuries, initially through tem-
porary agreements between conflicting parties
and, from 1864 onward, through global conven-
tions.>® IHL applies during interstate armed con-
flicts or those occurring within the borders of
a state. Its purpose is to safeguard individuals,
whether they are parties to the conflict. The es-
tablishment of the Global Committee of the Red
Cross (ICRC), the Hague Conventions of 1899 and
1907, the four Geneva Conventions of 1949, and
the two Additional Protocols of 1977 collectively
form a body of global rules, conventional and
customary, primarily aimed at addressing hu-
manitarian issues directly resulting from global
or non-global armed conflicts.”® As Biad (2006)
underlines, international humanitarian law rep-
resents not only a codified system of rules gov-

everyone has the right to a sufficient quality of living,
which includes enough food, and they pledge to take
the required actions to guarantee that this right is re-
alized”.

57 Boyle, K., Simonsen, S. (2004), op. cit., p. 7.

58 Buirette, P., Lagrange, P. (2008). Global humanitarian
law. Paris: La Découverte Edition, p. 33.

59 Bettati, M. (2012). Humanitarian law (1% ed.). Paris:
Dalloz Editions; Bélanger, M. (2002). Global humanita-
rian law. Paris: Gulino Editeur;

erning armed conflict, but also a comprehen-
sive framework that reflects the evolution of
humanitarian values in international law.®®

The primary objective of IHL is to safeguard
persons who do not take part, or no longer
take part, in hostilities (civilians). It imposes
numerous obligations and, consequently, indi-
vidual criminal obligation for violations of the
Geneva Conventions and Additional Protocol I.
As Buirette and Lagrange (2008) note, the hu-
manitarian purpose of IHL extends beyond reg-
ulating hostilities, aiming primarily to preserve
human dignity and limit suffering even amidst
armed conflict.”

Significant differences in formulation, the
essence of certain rules under IHL, and the con-
cept of HS is fundamentally aligned. Both aim
to safeguard individual life from threats to the
person as well as to the essential goods nec-
essary for survival. As Bettati (2012) observes,
international humanitarian law constitutes not
only a body of rules applicable in armed con-
flicts, but also a normative framework that di-
rectly reinforces the safeguarding of human
dignity and fundamental rights.®

Regarding the second point on HS, it is im-
portant to emphasize that under IHL, there ex-
ists a right to humanitarian assistance. Human-
itarian relief efforts that are impartial in nature
cannot be condemned as interference or viola-
tions of a state’s national sovereignty. In its 1986
ruling on the Military and Paramilitary Activities
in and against Nicaragua case, the Global Court
of Justice recognized that the provision of hu-
manitarian aid does not constitute an unlawful
intervention in the internal affairs of another
state, provided it is limited to the purposes es-
tablished by the practice of the Red Cross.®

The most significant development in human-
itarian law is the recognition that the use of war

60 Biad, A. (2006). Global humanitarian law (2" ed.). Par-
is: Ellipses Editions.
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63 International Court of Justice. (1986). Case concerning
military and paramilitary activities in and against Nica-
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is no longer a lawful means of resolving conflicts,
and that resorting to force itself constitutes a vi-
olation of HR.®* This principle was explicitly af-
firmed during the 1968 Tehran Conference on HR:

“War is the opposite of peace, and peace is
the only way to fully respect HR".% It is clear that
humanitarian law is still a good way to safe-
guard people during armed conflict, and this
safeguarding is still needed because, unfortu-
nately, the law that says force can’t be used has
not stopped armed conflicts from happening.®

The true turning point that initiated the
convergence of humanitarian law and HR law
occurred at the 1968 Global Conference on HR
in Tehran. It was at this conference that the
United Nations first addressed the issue of ap-
plying HR in the context of armed conflict. As
Doswald-Beck and Vité (1993) emphasize, this
convergence represents a complementary evo-
lution, whereby humanitarian law and human
rights law both seek to safeguard human digni-
ty amidst the realities of armed conflict.”

2.2 Human safety (HS) as a
rationale for the proliferation
of global interventions

Given that HS encompasses multiple do-
mains, several global institutions are involved
in its implementation, notably the United Na-
tions Security Council and global economic in-
stitutions.

2.2.1 Intervention by the UN

Security Council

The broadening scope of global safety is ev-
ident in the increasingly expansive interpreta-

64 Doswald-Beck, L., Vité, S. (1993). Global humanitarian
law and human rights law. International Review of the
Red Cross, (800), Geneva, p. 14.

65 International Conference on Human Rights. (1968).
Resolution XXIIl: Safeguarding of human rights in
armed conflict. Tehran: United Nations.

66 Doswald-Beck, L., Vité, S. (1993), op. cit., p. 14.

67 Doswald-Beck, L., Vité, S. (1993). International hu-
manitarian law and human rights law. International
Review of the Red Cross, 33(293), pp. 94-119.

tion by the Safety Council of what constitutes a
“threat to global peace and safety”, which now
includes, among other elements: the possibility
of intervention in internal conflicts, reference
to HR violations, and the consideration of non-
state actors as targets of Safety Council reso-
lutions imposing sanctions under Chapter VII
(such as terrorist groups and rebel factions).

Interpretative practice regarding Article 39
of the UN Charter reveals a tendency to regard
internal conflicts involving massive HR viola-
tions and serious breaches of IHL as conflicts
that threaten global peace and safety.®® It is
important to first recall that the concept of HS
embodies a global willingness to intervene in
the internal affairs of states and the potential
to alter the traditional framework of national
sovereignty and its corollaries, the principles
of non-use of force and non-intervention in the
internal affairs of a sovereign state. As Conforti
(1993) underlines, the Security Council retains
broad discretionary power in determining what
constitutes a “threat to the peace, a breach of
the peace, or an act of aggression” under Article
39 of the UN Charter.®®

This form of intervention has been codified
by the UN Security Council and is grounded in
the UDHR of 1948. If a state is unable or unwilling
to safeguard its citizens, the global community
may assume that obligation. The recognition of
the imperative to safeguard the person has led
to the establishment of a right to humanitarian
intervention, whereby states and state organi-
zations are authorized to provide emergency
assistance to populations in distress.

In the concluding document of the 2005
World Summit, Member States explicitly rec-
ognized that “According to Chapters VI and VIII
of the Charter, the United Nations is responsi-
ble for protecting people from genocide, war
crimes, ethnic cleansing, and crimes against

68 Conforti, B. (1993). The discretionary power of the Se-
curity Council in determining a threat to the peace, a
breach of the peace, or an act of aggression. In Pro-
ceedings of the Hague Academy of International Law
Colloquium (July 21-23, 1992). Dordrecht/Boston/
London: Martinus Nijhoff Publishers, p. 53.
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humanity by using the right diplomatic, human-
itarian, and other peaceful means”.

The early 1990s were marked by a sense of
optimism reflected in discussions about a “new
world order”. For illustration, one can cite the
cases of Iraq in 1991, Bosnia and Herzegovina
in 1992, Somalia in 1992, Rwanda in 1994, and
more recently Libya in 2011 and the Central Afri-
can Republic in 2013. In all these instances, the
Safety Council condemned violations of HR and
humanitarian law committed during the armed
conflicts and called for accountability to be es-
tablished.”

The Safety Council also got an active role in
stopping impunity for those who commit geno-
cide, war crimes, crimes against humanity, and
aggression when the Rome Statute was passed.
The Rome Statute says that the Safety Council
may send cases to the ICC if it seems like one
or more of these crimes have been committed.
This is allowed under Chapter VII of the United
Nations Charter.”" In Resolution 1593 (2005), the
Security Council used its power to say that the
situation in Sudan’s Darfur area was a danger
to global peace and safety and sent the mat-
ter to the Prosecutor. Ultimately, it can be said
that the Safety Council, as the UN’s executive
body endowed with coercive powers, holds a
central obligation in implementing the United
Nations’ fundamental principles, particular-
ly the obligation to safeguard civilian popula-
tions and prevent egregious HR violations that
amount to genocide, crimes against humanity,
or war crimes. As Gallagher (2025) emphasizes,
while the “death of R2P” narrative has gained
traction in policy and academic debates, such
claims are misleading: the norm continues to

70 As an example, Security Council resolution 1019
(1995) concerning violations committed in the former
Yugoslavia reads as follows: “urges that everyone in-
volved fulfill their responsibilities in this respect and
strongly condemns any abuses of human rights and
global humanitarian law that have occurred on the
former Yugoslavian territory. Also, S/RES/1034 (1995)
resolution.

71 United Nations, Office of the High Commissioner for
Human Rights. (2011). Global legal safeguarding of
human rights in armed conflict. New York & Geneva:
United Nations, pp. 106-107.

evolve institutionally and politically, demon-
strating resilience rather than disappearance.”
Yet, even among states that support R2P rhe-
torically, sustaining it under conditions of geo-
political polarization presents significant chal-
lenges. “Thus, while small states certainly can
find arenas where R2P can be promoted, they
cannot be seen as guarantors of the norm”.”

2.2.2 The involvement of global

economic institutions

Since 1990, the number of people suffering
from persistent hunger has increased by over
80 million, alongside growing food unsafety.
Meanwhile, due to emergencies triggered by
conflicts and a rise in natural disasters, the de-
mand for food aid has continued to grow.” In-
stitutions such as the World Bank, the Global
Monetary Fund (IMF), the Organization for Eco-
nomic Co-operation and Development (OECD),
and the World Trade Organization (WTO) in-
creasingly incorporate considerations related
to HS within their normative frameworks and
operational activities. However, rather than
using the term “HS", they tend to refer to the
“social consequences of economic policies” or
“individual development”.”

The Bretton Woods institutions refer more
explicitly to the concept of individual develop-
ment rather than HS. They now argue that ef-
fectively combating poverty requires not only
promoting economic growth but also address-

72 Gallagher, A. (2025). Farewell the Responsibility to
Protect? International Affairs, 101(2), Oxford Univer-
sity Press, pp. 483-502. Available at: <https://doi.
org/10.1093/ia/iiaf010>.

73 Stensrud, E. E., Mennecke, M. (2024). On the 20 an-
niversary of the responsibility to protect: Can small
states save R2P from failure and oblivion? Nordic Jour-
nal of Human Rights, 42(4), pp. 435-444. Available at:
<https://doi.org/10.1080/18918131.2024.2426404>.

74 United Nations Trust Fund for Human Security. (2009).
Application of the human security concept and the
United Nations Trust Fund for Human Security. United
Nations Office for the Coordination of Humanitarian
Affairs.

75 Ramel, F. (2001). Global economic institutions and
human security: Toward a new security regime? In
Human security: A new conception of global relations.
Paris: L'Harmattan, p. 189.
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ing the political and social inequalities that
perpetuate poverty. In line with the objectives
of the new generation of World Bank programs,
there is a call for the participation and empow-
erment of poor countries.”

In its 2005 report on the Millennium Devel-
opment Goals, the World Bank urges wealthy
countries to aim higher and improve their po-
litical programs and governance measures
concerning aid, trade, and debt relief for de-
veloping countries. The Bank’s work focuses
on identifying the everyday concerns of those
classified as “poor” according to the Individu-
al Development Index, and on examining their
adherence to democratic principles and respect
for civil and political entitlements.”

CONCLUSION

The issue of HS can therefore be seen as a
fundamental linkage among the various goals
of the United Nations, and as an obligation for
Member States to cooperate in advancing these
goals coherently. On this basis, HS helps to
identify HR who are potentially at risk in a given
situation.

76 Délégation for Human Rights and Democracy. (2006),
op. cit., p. 26.
77  Ibid., p. 27.

In this regard, strengthening global peace is
an essential response to the intertwined chal-
lenges of safety and development. It follows
from this premise that the participation and
engagement of all members of the global com-
munity — whether states, non-governmental or-
ganizations, or other civil society actors — is im-
perative to achieving an effective HS framework.

At the same time, more concrete commit-
ments are required. UN Member States should
reinforce the principle of Human Safety with-
in binding international treaties and regional
frameworks, such as the European Union, the
African Union, and the Arab League. Specific
institutional mechanisms should also be es-
tablished to safeguard HS in practice, ensuring
accountability and effective implementation.
Moreover, Human Safety must be mainstreamed
within international economic institutions, such
as the IMF and the World Bank, where it should
serve as a core criterion for evaluating policies
and programs.

Finally, further research should focus on the
legal codification of HS, the comparative anal-
ysis of regional practices, and in-depth case
studies in specific contexts—particularly Africa,
the Middle East, and the Caucasus—where the
operationalization of Human Safety remains
both urgent and contested.
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This article discusses examples from various countries
where Al is applied in both legal research and the modeling of
judicial proceedings. It is essential to emphasize that the suc-
cessful use of this technology depends not only on its techni-
cal capabilities but also on the legal and ethical frameworks
that protect citizens’ rights.

INTRODUCTION

The process of digitalization in the judicial
system accelerated significantly following the
global pandemic that began in early 2020. The
swift transition to remote (online) court hear-
ings was made possible through the integrat-
ed use of justice-oriented digital technologies.
This shift posed new challenges for judicial
institutions in terms of effectively managing
cases, analyzing evidence, ensuring secure dig-
ital communication, maintaining data security,
and delivering timely justice. The technological
environment of artificial intelligence provides
courts with the ability to effectively utilize au-
tomated resources, adapt them to their work-
flows and management systems, and thus help
formulate a clearer vision and strategy for de-
livering fast and efficient justice.

In recent years, artificial intelligence has
penetrated and fundamentally transformed
many spheres of our lives! Becoming a part
of our daily routine. It is now used both in the
private sector and across public institutions.
Digital platforms and tools have become a kind
of guarantee for the continuity of activities in
all key sectors.? Consequently, Al is increasing-
ly being applied in justice systems around the
world — offering both opportunities and risks.

1 Deutsche UNESCO-Kommission. (2022). DUK Bro-
schire KI-Empfehlung (Recommendation on Al (eth-
ics)). Available at: <https://www.unesco.de/sites/
default/files/2022-03/DUK_Broschuere_KI-Empfe-
hlung_DS_web_final.pdf>.

2 Government of Georgia. (2023). Guiding principles
of the national strategy of Georgia on artificial intelli-
gence. Thilisi: Government of Georgia.

Recently, critical scholarship has raised ques-
tions about the judiciary’s ability to handle the
difficulties and limitations inherent in deploy-
ing Al systems.? This article will specifically ex-
amine what kinds of opportunities Al creates
within judicial systems where it is already in
use, and what risks are associated with its im-
plementation.

The term artificial intelligence was first in-
troduced in 1956 at a seminar held at Stanford
University in the United States, which focused
on logical rather than computational prob-
lems.* Artificial intelligence can be defined as
“a machine’s ability to act in a way that would
be considered intelligent”. This definition be-
longs to John McCarthy, who is regarded as the
creator of the term “artificial intelligence” and
introduced it for Al in 1956.5°

According to the Duden Dictionary, the term
“artificial” describes the imitation of a natural
process, while “intelligence” is defined as a hu-
man capacity for abstract thinking, reasoning,
and purposeful action. Based on this definition,

3 Dias, S. A. de J., Satiro, R. M. (2024). Artificial intelli-
gence in the judiciary: A critical view. Futures, 164, Ar-
ticle 103493. Available at: <https://doi.org/10.1016/].
futures.2024.103493>.

4 Sidamonidze, N. (2019). Artificial intelligence as a
challenge and some methodological aspects of its im-
plementation. Thilisi: Georgian Technical University.

5 European Commission. (2019). Ethics Guidelines for
Trustworthy Al. Publications Office of the European
Union. Available at: <https://digital-strategy.ec.euro-
pa.eu/en/library/ethics-guidelines-trustworthy-ai>.

6 Reiling, A. D. (Dory). (2020). Courts and Artificial In-
telligence. International Journal for Court Adminis-
tration, 11(2), Article 8. Available at: <https://doi.
org/10.36745/ijca.343>.
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artificial intelligence can be understood as an
attempt to create a simulation of human cogni-
tive abilities.’

Definitions of artificial intelligence also ap-
pear in the field of computer science. For exam-
ple, the definition of Al as “an attempt to teach
computers to think”® highlights the imitation of
human cognitive processes by systems such as
machines or computers. This perspective is re-
flected in the “Turing Test”,’ developed by Brit-
ish scientist Alan M. Turing, which Al can only
pass if it communicates with a human in natural
language, acts logically, and adapts to changing
circumstances.”

The Council of Europe defines artificial intel-
ligence as “a combination of sciences, theories,
and technologies whose goal is to reproduce
human cognitive abilities through machines.
Given the current level of development, ar-
tificial intelligence refers to the delegation of
complex intellectual tasks, normally performed
by humans, to machines”"

According to the definition developed by
the European Commission’s High-Level Expert
Group on Artificial Intelligence (Al HLEG), “ar-
tificial intelligence characterizes systems that,
through environmental analysis, demonstrate
intelligent behavior and, to a certain degree
of autonomy, carry out actions to achieve spe-
cific objectives. Al-based systems can exist in
a virtual environment as fully software-based
(e.g., voice assistants, image analysis software,
search engines, voice and facial recognition
systems), or Al can be embedded in hardware

7 DIN/DKE. (2020). Ethik und Kinstliche Intelligenz:
Was konnen technische Normen und Standards
leisten? (White paper). Berlin: DIN. Available at:
<https://www.din.de/resource/blob/754724/00dcbc-
€c21399e13872b2b6120369e74/whitepaper-ki-ethi-
kaspekte-data.pdf>. (In German).

8 Haugeland, J. (1985). Artificial Intelligence: The Very
Idea. s.l.: MIT Press.

9 Turing, A. (1950). Computing machinery and intelli-
gence. s.l.: Mind.

10 Russell, S. J., Norvig, P. (2010). Artificial Intelligence.
s.l.: Pearson Education Inc.

11 Council of Europe. Artificial Intelligence. Available at:
<https://www.coe.int/en/web/artificial-intelligence/
glossary>.

devices (e.g., advanced robots, autonomous
vehicles, drones, and Internet of Things appli-
cations)"2

METHODOLOGY

In the process of working on this research,
| employed both comparative and qualitative
analysis, focusing on the study of internation-
al practices and the possibilities for integrating
artificial intelligence (Al) into Georgia’s justice
system. The research analyzed legal approaches
and practical examples from various countries,
including initiatives from the Council of Europe,
the European Union, and individual member
states regarding the adoption of Al in judicial
systems. | also reviewed findings published in
high-ranking academic journals.

The primary sources for data collection in-
cluded binding international legal documents
(e.g., the EU’s draft Al Act), the Council of Eu-
rope’s principles on the use of Al in the judi-
ciary (CEPEJ guidelines), academic and expert
analyses (including reports by the EU Agency
for Fundamental Rights), and studies and public
statements from organizations engaged in ju-
dicial reform. The analysis of current practices
in Georgia was carried out using the Desk Re-
search method, which involved evaluating open
sources such as public policy documents, strat-
egies, legislation, judicial reform plans, and the
national Al strategy. The following areas were
specifically examined: stages of digitalization
in the court system, implementation and use of
electronic management systems, and existing
frameworks for personal data protection.

The methodological approach also includ-
ed the identification of ethical risks regarding
algorithmic transparency, impartiality, and the
necessity of human oversight in judicial deci-
sion-making.

12 High-Level Expert Group on Artificial Intelligence. Eu-
ropean Commission. Available at: <https://ec.europa.
eu/futurium/en/ai-alliance-consultation>.
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1. THEORETICAL AND
PRACTICAL DIMENSIONS
OF Al IN JUSTICE SYSTEMS

“Artificial intelligence is a complex artificial
cybernetic software-hardware system (electron-
ic, including virtual, electromechanical, bio-elec-
tromechanical, or hybrid), which possesses a
cognitive functional architecture and access,
either independently or in relative terms, to the
needed high-speed computational power””

Al systems can also be differentiated based
on their performance and domain of applica-
tion. Acommon distinction in Al research is that
between so-called “strong” and “weak” Al. This
distinction is philosophical in nature and hing-
es on two hypotheses: the weak hypothesis,
which claims that a system (e.g., a machine) can
behave intelligently, and the strong hypothesis,
which posits that such a system may possess
intelligence. Analogously, a strong Al system ex-
hibits intelligent behavior because it genuinely
thinks, whereas a weak Al system only mimics
intelligent behavior™ [1-4]. A strong Al system
would operate at a level equal to or beyond the
capacity of the human brain. In contrast, a weak
Al system is specialized in solving individual
tasks and is intended to support, not replace,
human cognitive effort.”

It is important to distinguish between artifi-
cial intelligence (Al) and machine learning (ML),
as ML is merely a subcategory of Al. Using them
interchangeably is incorrect. ML is typically
closely associated with statistics and data pro-
cessing, enabling a system to improve through
experience. Deep Learning (DL), another sub-
category of Al, uses neural networks to process
unstructured data.

13 Gabisonia, Z. (2022). Internet law and artificial intelli-
gence. Thilisi: World of Lawyers, p. 446.

14 Russell, S. J., Norvig, P. (2010). Artificial Intelligence.
s.l.: Pearson Education Inc.

15 Nilson, N. J. (2010). The Quest for Artificial Intelli-
gence. Cambridge: University Press.

16 Goderdzishvili, N. (2020). Artificial Intelligence: Es-
sence, International Standards, Ethical Norms and
Recommendations (policy document), Thilisi: Infor-
mation Freedom Development Institute (IDFI). Avail-
able at: <https://www.idfi.ge/public/upload/Arti-

Examples of Al use:

e Navigation services (e.g., Google Maps,
Apple Maps);

e Mobile applications (e.g., Siri, Alexa,
Google Assistant);

e Social media platforms (e.g., Facebook,
Twitter, Instagram) use Al to tailor con-
tent to user interests.”

1.1 Al in the justice system:
Transforming courts through
technology

Al offers a broad spectrum of possibilities
for improving various sectors. Al systems are
increasingly being used in judicial procedures
and courtrooms around the world—from Aus-
tralia, China, and the United States to the Unit-
ed Kingdom, Estonia, Mexico, and Brazil. These
systems are being built, tested, developed, and
adapted for use in courts and tribunals global-
ly. Al has the potential to increase procedural
efficiency, accuracy, and accessibility of justice.

Court hearings do not require in-person
presence, as communication technologies fa-
cilitate remote proceedings. Solution Explorer,
for example, was used 160,527 times between
July 13, 2016, and March 31, 2021. In 2020/2021,
the average time to resolve a dispute using this
system was 85.8 days, with a median resolution
time of 59 days across all case types.®

In China, courts use Al to warn judges if their
decision deviates from precedent data in a cen-
tral database.”

Al has also demonstrated the ability to pre-
dict rulings of the European Court of Human
Rights (ECHR). This tool employs natural lan-
guage processing and machine learning to fore-

cle/1111Artificial-Intelligence-GEO_Web%20Version.
pdf>. (In Georgian).

17 Geekflare Team. (2025). 10 Beispiele fir Kinstliche
Intelligenz (KI) im taglichen Leben (Article). Geek-
flare. Available at: <https://geekflare.com/de/dai-
ly-life-ai-example/> (Last access: 20.09.2025).

18 Al Decision-Making and the Courts, A guide for Judges,
Tribunal Members and Court Administrators. (2022).

19 Ibid.
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cast whether a provision of the European Con-
vention on Human Rights has been violated in
a given case. The system bases its predictions
on prior decisions and achieves a 79% accuracy
rate in matching human judges’ outcomes.?

Beyond these applications, Al is used
during court proceedings to review and an-
alyze documents for compliance with pre-
defined criteria. For example, document re-
view involves identifying relevant materials
in a case, and Al can significantly enhance
the speed, accuracy, and efficiency of this
process. Another Al tool is contract analysis,
which can assist with both general transac-
tions and individual contracts. JPMorgan has
used an Al-powered tool named COIN (Con-
tract Intelligence) since June 2017 to inter-
pret commercial loan agreements. A task that
would typically require 360,000 lawyer hours
can now be completed in seconds.”

The Higher Regional Court of Stuttgart uses
an Al tool named OLGA (Assistant of the High-
er Regional Court). OLGA analyzes lower court
decisions, grounds for appeal, and previously
set judicial parameters. It functions as an intel-
ligent research assistant with access to judicial
rules, but it does not make decisions itself.

In Bavaria, a new system will soon be tested
to automate the anonymization of decisions - a
task currently performed manually, and which
requires significant time and human resourc-
es. Anonymization extends beyond obvious
identifiers such as names and addresses to in-
clude any data that might indirectly identify an
individual.?2

In the United Kingdom, the Money Claim
Online (MCOL) portal has been in use since
2002 to manage claims under £100,000 with-

20 Reiling, A. D. (2020). Courts and Artificial Intelligence.

21 Donahue, L. (2018). A primer on using artificial intelli-
gence in the legal profession. Jolt Digest. Available at:
<http://jolt.law.harvard.edu/digest/a-primer-on-us-
ing-artificial-intelligence-in-the-legal-profession>
(Last access: 28.09.2023).

22 Pfleger, L. Was kann KI an den Zivilgerichten.
Available at:  <https://www.lto.de/recht/justiz/j/
justiz-ki-kuenstliche-intelligenz-e-akte-digitalis-
ierung-zivilgerichte/> (Last access: 28.09.2023).

out needing to enter a courtroom or hire legal
representation. A separate portal, Civil Money
Claims, launched in 2018, allows claims under
£10,000. For 80% of surveyed users, the por-
tal was found to be easy to use. The system
first determines whether a case qualifies for
the MCOL or Civil Money Claims path. If eligi-
ble, and if automatically generated documents
are uploaded, the claim can be submitted for
mediation or court. If the respondent agrees to
pay, the claimant enters the terms of a judg-
ment for court approval. The portal can also be
used to issue enforcement orders if payment is
not made.?

Taken together, these examples show that Al
has remarkable capabilities in the justice sys-
tem. It can accelerate dispute resolution, im-
prove document processing, and increase both
efficiency and access to justice.

1.2 Ethical challenges and
data protection concerns in Al
development

It is worth noting that artificial intelligence
offers considerable potential and benefits, but
at the same time, it is accompanied by sig-
nificant ethical challenges, particularly the
following:

In some cases, artificial intelligence exhib-
its bias and discrimination, which may result in
unjust outcomes. For example, in 2019, it was
revealed that Apple Pay offered different credit
limits for men and women. Women were grant-
ed lower credit limits and were made more vul-
nerable due to the algorithm Apple used. A case
of algorithmic racism was also reported with
Google Photos, where photos of Black individ-
uals were just labeled “Black”.

23 Al Decision-Making and the Courts, A guide for Judges,
Tribunal Members and Court Administrators (2022).

24 CMS Germany. (2023). Wie diskriminierend ist kiinstli-
che Intelligenz? CMSHS Bloggt. Available at: <https://
www.cmshs-bloggt.de/rechtsthemen/sustainability/
sustainability-social-and-human-rights/wie-diskri-
minierend-ist-kuenstliche-intelligenz/> (Last access:
30.09.2023).
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Articles 7 (prohibition of discrimination)
and 12 (right to privacy) of the Universal Dec-
laration of Human Rights, along with Articles 2,
3, and 17 of the International Covenant on Civil
and Political Rights, are binding on all signato-
ry states when it comes to the use of artificial
intelligence. Guidelines highlight the necessity
of algorithmic transparency and openness in
decision-making processes. Al-generated deci-
sions must be predictable and require human
oversight. Transparency of databases and pub-
lic accessibility to the basis of their processing
are essential for the development of Al in an
environment regulated by ethical, moral, and
legal mechanisms.»

One of the key challenges also lies in the
protection of personal data and privacy. Mas-
sive surveillance and data collection were
observed in Amazon’s “Rekognition” project,
which was designed for real-time human iden-
tification but faced issues concerning privacy
and surveillance.?

Privacy and data protection are closely relat-
ed but distinct rights. Privacy is a fundamental
right recognized, in some form, by nearly every
country in its constitutions or legal frameworks.
Additionally, privacy is recognized as a general
human right, unlike data protection. The right
to privacy and private life is enshrined in Ar-
ticle 12 of the Universal Declaration of Human
Rights, Article 8 of the European Convention on
Human Rights, and Article 7 of the EU Charter of
Fundamental Rights.

Data protection refers to safeguarding any
information related to an identified or iden-
tifiable natural person—this includes names,

25 Goderdzishvili, N. (2020). Artificial Intelligence: Es-
sence, International Standards, Ethical Norms and
Recommendations (policy document), Thilisi: Infor-
mation Freedom Development Institute (IDFI). Avail-
able at: <https://www.idfi.ge/public/upload/Arti-
cle/1111Artificial-Intelligence-GEO_Web%20Version.
pdf>. (In Georgian).

26 Snow, J. (2018). Amazon’s Face Recognition False-
ly Matched 28 Members of Congress with Mug-
shots. American Civil Liberties Union. Available at:
<https://www.aclu.org/news/privacy-technology/
amazons-face-recognition-falsely-matched-28> (Last
access: 30.09.2023).

birthdates, photographs, video recordings,
email addresses, and phone numbers. The con-
cept of data protection has its roots in the right
to privacy, and both are important instruments
for the defense of fundamental rights. Data
protection serves the specific purpose of ensur-
ing that personal data are processed (collected,
used, stored) in good faith by both the public
and private sectors? [14-17].

One example of data insecurity is the case of
Cambridge Analytica, a data analytics company
that unlawfully used Facebook users’ personal
information during the 2016 U.S. presidential
campaign. According to records, the company
obtained and analyzed the data of 50 million
users, which were then used to craft personal-
ized political advertisements.

For data processing to be lawful, merely hav-
ing a legal basis is not sufficient. The processing
of data must comply with specific principles:

e Fairness and lawfulness: The processing
of personal data must be conducted fair-
ly and legally. This means that data must
be collected and handled in a way that
does not violate the rights and dignity of
the person to whom the data belong.

e Clear purpose: Data must be collected
only for specific and legitimate purpos-
es. Further use of the data for other pur-
poses must be prohibited.

e Proportionality and adequacy: Only the
amount of data necessary to achieve the
intended purpose should be collected.
The data must be sufficient and relevant
for the purpose of processing, but not
excessive.

e Truthfulness and accuracy: Data must
be true and accurate. When necessary,
data must be updated, their reliability
checked, and incorrect or inaccurate in-
formation corrected.

e Storage limitation: Personal data should
only be retained for the time necessary

27 European Data Protection Supervisor. (n.d.). Dat-
enschutz. Available at: <https://edps.europa.eu/
data-protection/data-protection_de> (Last access:
30.09.2023).
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to achieve the stated purpose.

Once the purpose has been fulfilled, the
data must either be deleted or stored in
a form that no longer allows identifica-
tion of the individual.

Another major challenge of artificial in-
telligence is the issue of accountability: who
should be responsible for harm caused by the
actions of Al - the manufacturer, the user, or
the Al itself? Legally, this is a complex ques-
tion. Responsibility is generally based on
wrongful conduct that causes harm. Since the
manufacturer is closest to the decision-making
around Al development, they are typically held
responsible for defects. However, there are ex-
ceptions, such as in cases involving medical
harm or damage caused by autonomous vehi-
cles. In cases involving medical harm, it is im-
portant to investigate whether the physician,
who relied on Al for diagnostics, exercised the
necessary level of care. In instances of dam-
age caused by autonomous vehicle operation,
liability generally falls on the driver, since
they are the one who activates and uses the
self-driving function. The driver is considered
legally responsible for the vehicle even if they
are not physically steering it.%®

This section presents the challenges that,
according to current data, may be associated
with artificial intelligence. Alongside these chal-
lenges, Al also offers possibilities and potential
to solve repetitive, labor-intensive tasks more
quickly and efficiently. This, in turn, frees up hu-
man resources to focus on more complex and
creative tasks. Al also has the capacity to play
an important role in disease diagnosis and to
be used in environmental protection. However,
to eliminate the challenges mentioned above,
it is essential that the development of artificial
intelligence takes ethics into account.

28 SRD Rechtsanwalte. (2024). Kiinstliche Intelligenz (KI)
—wer haftet, wenn ein Roboter versagt? SRD Rechtsan-
wilte Blog. Available at: <https://www.srd-rechtsan-
waelte.de/blog/kuenstliche-intelligenz-haftung> (Last
access: 01.10.2023).

1.3. Building trustworthy Al:
Legal frameworks and human
rights considerations

Integrating ethical principles into the de-
velopment of artificial intelligence is crucial to
ensuring that Al tools have a positive impact
on society. For users and affected individuals,
Al systems are often neither understandable
nor transparent in terms of how decisions or
outcomes are reached. Among other concerns,
the decisions must be understandable for Al
systems to be perceived as trustworthy and
legally compliant. Additionally, effective safe-
guards must be in place to protect against dis-
crimination, manipulation, or other harmful ap-
plications.”

Considering the circumstances mentioned
above, a foundation has been established for
ethical standards governing the use of artificial
intelligence. According to these standards, the
use of Al must always be based on fundamental
human rights, which are legally binding under
EU treaties and the EU Charter of Fundamental
Rights. Above all, these include respect for hu-
man dignity, personal freedom, democracy, the
rule of law, equality, non-discrimination, and
solidarity.

In June 2018, the High-Level Expert Group
(HLEG), established by the European Commis-
sion, published its ethical guidelines on trust-
worthy artificial intelligence. The goal of these
guidelines is to promote trustworthy Al, which
should be characterized by three components
throughout its entire lifecycle:*

a. It must be lawful and, therefore, comply
with all applicable laws and regulations.

b. It must be ethical and, therefore, respect

29 DIN/DKE. (2020). Ethik und Kinstliche Intelligenz:
Was konnen technische Normen und Standards
leisten? (White paper). Berlin: DIN. Available at:
<https://www.din.de/resource/blob/754724/00dcbc-
€c21399e13872b2b6120369e74/whitepaper-ki-ethi-
kaspekte-data.pdf> (In German).

30 High-Level Expert Group on Artificial Intelligence.
(2019). Ethics guidelines for trustworthy Al. Brus-
sels: European Commission. Available at: <https://
digital-strategy.ec.europa.eu/en/library/ethics-guide-
lines-trustworthy-ai>.
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ethical values and principles.

c. It must be robust, both from a technical
and social perspective.

In this way, the HLEG provides recommen-
dations for supporting and ensuring ethical and
robust artificial intelligence, and it promotes
the integration of Al systems into socio-techni-
cal environments. The 52-member expert group
believes that the use of artificial intelligence
has the potential to profoundly transform so-
ciety: “Artificial intelligence is not an end in it-
self, but a promising means to enhance human
flourishing and, by extension, individual and
societal well-being, as well as to promote prog-
ress and innovation”.

Based on the European Union’s guiding prin-
ciples, the Organization for Economic Co-opera-
tion and Development (OECD), an international
body composed of 36 member states, primari-
ly from Europe and North America, also devel-
oped its own set of Al principles. The OECD aims
to promote innovative and trustworthy Al that
respects human rights and democratic values.
The group of Al experts formulated five key rec-
ommendations:*

a. Artificial intelligence should be beneficial
to people and the planet by supporting inclu-
sive growth, sustainable development, and the
improvement of quality of life.

b. Al systems should be designed in a way
that respects the rule of law, human rights,
democratic values, and diversity. They must
also ensure appropriate safeguards, such as
human intervention where necessary, with the
aim of promoting a fair and just society.

c. Al systems must ensure transparency and
responsible disclosure so that individuals can
understand and question outcomes produced
by Al. Al systems should function securely and
reliably throughout their lifecycle, with ongoing
assessment and mitigation of potential risks.
Organizations and individuals developing, de-
ploying, or operating Al systems should be held

31 OECD. Organisation fur wirtschaftliche Zusammen-
arbeit und Entwicklung. Artificial Intelligence. OECD
Principles on Al. (Online). Available at: https://www.
oecd.org/going-digital/ai/principles/.

accountable for their proper functioning in line
with the above principles.

The OECD document encourages member
governments to support both public and pri-
vate investment in research and development
to drive innovation in trustworthy Al, and to
create policy environments that enable the safe
and responsible deployment of Al systems. In
principle, cross-border and cross-industry co-
operation will be necessary to advance respon-
sible Al governance.®

At the same time, Al systems must ensure
compliance with data protection standards
throughout their entire lifecycle. This includes
both the information provided initially by us-
ers and the data generated about users through
their interactions with the system.*

According to UNESCO (the United Nations
Educational, Scientific and Cultural Organiza-
tion), the world must harness the positive po-
tential of artificial intelligence to achieve the
Sustainable Development Goals, foster knowl-
edge societies, and promote socio-economic
progress.®*

Based on all that has been said above, the
information presented underscores the vi-
tal role of ethics in the development of artifi-
cial intelligence. It is extremely important that
decisions made with the assistance of Al are
transparent, understandable, and compliant
with legal standards. This is essential for build-
ing trust, protecting fundamental human rights,
and ensuring that the use of Al systems aligns
with the real needs of society.

32 Ethik und Kinstliche Intelligenz: Was kdnnen tech-
nische Normen und Standards leisten. Available at:
<https://www.din.de/resource/blob/754724/00dcbc-
€c21399e13872b2b6120369e74/whitepaper-ki-ethi-
kaspekte-data.pdf>.

33 High-Level Expert Group on Artificial Intelligence.
(2019). Ethics guidelines for trustworthy Al. Brus-
sels: European Commission. Available at: <https://
digital-strategy.ec.europa.eu/en/library/ethics-guide-
lines-trustworthy-ai>.

34 UNESCO. (2019). On a Possible Standard-Setting In-
strument on the Ethics of Artificial Intelligence. Avail-
able at: <https://unesdoc.unesco.org/ark:/48223/

pf0000369455>.
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RESULTS AND DISCUSSION

The legal regulation of artificial intelligence
is essential for introducing ethical standards
and managing its impact on society. Appropri-
ate regulations help minimize risks and max-
imize opportunities. This section will review
existing laws, regulations, and initiatives. In
October 2022, the White House released “The
Blueprint for an Al Bill of Rights”, which out-
lines five key principles intended to protect the
rights of the American public in the era of arti-
ficial intelligence.

1. Safe and effective systems: Al systems
must be protected from harmful or in-
effective technologies. This includes
developing systems based on broad
consultations to identify and reduce
potential risks. Systems should under-
go pre-deployment testing and ongoing
monitoring to ensure their safety and ef-
fectiveness.

2. Protection against algorithmic discrim-
ination: Al systems must be designed
to prevent algorithmic discrimination,
meaning they should avoid unjustified
disparate treatment. Designers and de-
velopers should take steps to ensure
systems are fair and protect individual
rights without exception.

3. Data privacy: Data protection must be
a top priority. Al systems must be de-
signed to safeguard privacy and obtain
users’ consent for data use. Proper and
secure data handling and confidentiality
must be guaranteed.

4. Notice and explanation: Users must be
informed when Al systems are in use and
how they influence outcomes. Systems
should provide clear explanations so
that individuals understand how deci-
sions are made.

5. Human alternatives, consideration, and
fallback: Users should have the option to
decline automated systems and request
human review and correction when need-
ed. Human involvement should be en-

sured, especially in high-risk scenarios.®

Additionally, on January 6, 2023, the Council
of Europe’s Committee on Artificial Intelligence
published a draft convention on Al, human
rights, democracy, and the rule of law.

The first part of the convention covers gen-
eral provisions. Article 1 defines the purpose
and scope of the convention, which is to estab-
lish fundamental principles, rules, and rights
to ensure that the design, development, and
use of Al systems are fully aligned with human
rights, the functioning of democracy, and the
rule of law. Article 2 contains definitions, Article
3 outlines the principle of non-discrimination,
and Article 4 defines the scope of the conven-
tion — namely, that it applies to the design, de-
velopment, and use of Al systems. The second
part of the draft convention concerns the use
of Al tools by public authorities. Article 5 out-
lines the obligations of state bodies: the use
of Al systems must fully respect human rights
and fundamental freedoms. Any interference
with these rights and freedoms by public au-
thorities or private entities acting on their be-
half, resulting from the use of Al systems, must
align with the fundamental values of demo-
cratic societies, be based on law, and be nec-
essary in a democratic country in pursuit of
legitimate public interests. Article 6 addresses
respect for human rights, while Article 7 covers
respect for democratic institutions and the rule
of law. Chapter Il concerns the use of Al tools
in the provision of goods and services. Chapter
IV addresses the fundamental principles of Al
system design, development, and deployment.
Chapter V focuses on measures and safeguards
that ensure accountability and redress. Chapter
VI discusses the assessment and mitigation of
risks and adverse impacts. Chapter VIl outlines
provisions for cooperation, stating that parties
shall consult with each other to support or im-
prove the effective implementation and appli-

35 The White House. (2022). Blueprint for an Al Bill of
Rights: Making automated systems work for the Amer-
ican people. Washington, DC. Available at: <https://
www.whitehouse.gov/wp-content/uploads/2022/10/
Blueprint-for-an-Al-Bill-of-Rights.pdf> (Last access:
01.10.2023).
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cation of the convention. Chapter VIl contains
the final provisions.*®

The Organization for Economic Co-operation
and Development (OECD) has developed 12 core
principles that should guide the use of artificial
intelligence tools. Specifically:

1. Openness, transparency,

clusiveness;

2. Participation in decision-making and

service delivery;

3. Development of a public sector based on

data analysis;

4. Protection of personal privacy and en-

suring security;

5. Clarification of the responsibilities of

political leadership;

6. Consistent use of digital technologies;

7. Development of coordination

mechanisms;

8. Strengtheninginternational cooperation;

9. Support for business development;

10. Enhancement of project management

capacities for modern technologies;

11. Procurement of digital technologies;

12. Establishment of an appropriate legal

framework for digital technologies.”

On June 8, 2024, the European Union is-
sued the first official regulation on artificial
intelligence. This act aims to ensure the safe-
ty, fairness, and accountability of Al systems.
The EU Al regulation is based on several core
goals and principles that seek to promote the
safe and ethical use of Al systems. The regula-
tion’s primary objectives include system safety
and effectiveness, protection of users’ health
and safety, and transparency and fairness of
Al-driven decisions. The regulation requires
that Al systems be transparent and appropriate,
and that users have full access to information
about how these systems operate.®

and in-

36 Committee on Artificial Intelligence (CAl). Available at:
<https://rm.coe.int/cai-2023-01-revised-zero-draft-
framework-convention-public/1680aa193f>. (Last ac-
cess: 01.10.2023).

37 OECD. Available at: <https://www.oecd.org/gover-
nance/digital-government/toolkit/12principles/>
(Last access: 01.10.2023).

38 European Parliament. (2023). EU Al Act: First regulation

CONCLUSION

Artificial intelligence is increasingly domi-
nating the global landscape, making the integra-
tion of ethics essential for maximizing its posi-
tive impact and minimizing negative outcomes.
This article has demonstrated that Al holds sig-
nificant potential to improve judicial systems.
However, it has also highlighted key ethical
challenges, including bias, discrimination, and
concerns around data protection and privacy.
The future of artificial intelligence and ethics
will be shaped by expanded research in ethical
domains, stricter regulatory frameworks, and
greater public awareness of the issues at stake.
Ethics is an inseparable part of Al development,
and the responsibility of developers in this re-
gard is becoming increasingly emphasized. Ul-
timately, the challenge lies in harnessing the
power of Al to promote human well-being and
progress without compromising human ethics
and dignity. This requires continuous, informed,
and inclusive dialogue about the ethical ques-
tions Al raises to ensure a just and responsible
Al future. According to recent studies, as of to-
day, the Georgian justice system does not yet
incorporate Al tools, nor does it have the neces-
sary ethical or legal frameworks in place. There-
fore, it is essential for the country to prioritize
the development of an ethical framework that
ensures the protection of fundamental human
rights in the use of Al. At the same time, it is
necessary to gradually introduce Al technolo-
gies into the justice system, which would con-
tribute to streamlining processes, increasing
transparency in decision-making, and alleviat-
ing pressure on an overburdened system.

on artificial intelligence. Available at: <https://www.
europarl.europa.eu/topics/en/article/20230601S-
T093804/eu-ai-act-first-regulation-on-artificial-intelli-
gence>.
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